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1 Introduction

We are happy to introduce the Beta version of Acronis Backup 12 Advaticedolution that
protects your entire business, backing up datapsamise, in remote systems, and in private and
public clouds.

This document will help you install and evaluate the Acronis Backup 12 Advanced Beta. Your
experience and feedback will help us achieve a-gigiity product for our commercial release.

Intended audience
For testing Acronis Backup 12 Advanced, it is etgukthat the reader:

A Knows basic principles, processes, and terminology of backup solutions.
A Possesses necessary experience and knowledge in installing and managing backup software.

A Is capable of using virtual machines (VM).
Precautions

A Acronis Backup 12dvanced Beta is not designed to be installed along with any Acronis
software, such as Acronis Backup, Acronis Backup Service, Acronis Backup Cloud, or Acronis True
Image.

A Do not test Acronis Backup 12 Advanced Beta on your production servers, desktapsk o
laptops. The Beta is expected to have technical issues, and it may cause partial or full loss of data,
configuration, or an entire system.

Testing
Acronis Backup 12 Advanced Beta is designed to be tested for a wide range of scenarios. Feel free to

perform any scenario, test any available feature and option. In this document, you can find sample
scenarios that will give you a quick overview of what the product is capable of.

Feedback

Whenever you find an issue that not listed in hiénown issuessection of the Release Notes, or are
not sure how to use a function or feature, please send your feedback to us:

A Join the beta community to contribute to public discussions and chat with fellow technical
previewers on the Acronis forum.
A Log issues and featei requests to the email address specified below.

Beta communityhttps://forum.acronis.com/forums/betaprograms/acronishackupl2-advanced
beta

To access the aomunity, please join the Beta program first.

Beta feedbackAcronisBackupl2Beta@acronis.com
References

Release notes (include known issues):
http://di2.acronis.com/u/ABA12/Beta/AcronisBackupl2ReleaseNotes Beta.pdf

Online helphttp://dl.managedprotection.com/u/backup/help/12U4Beta/user/en
US/index.html#36537.html

Datasheethttps://go.acronis.com/acronihackupl2-advancedbeta-datasheet

What®@ new documenthttps://go.acronis.com/acronbackupl2-advancedbeta-whatsnew
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2 What®& new in Acronis Backup 12 Advanced

A

A

Unique!Acronis Active Protectiono proactively detect and protect systems from ransomware
attacks.

Centralized backup policies, static and dynamic groupings, and the ability to manage, delegate,
and establish roles for multiple administrators all to support larger environments and greater
volumes of data.

Customizable dashboards and advanced rejoog for quick insights into your entire IT
infrastructure.

Unique! Backup aKenServer, Linux KVM, Red Hat Enterprise Virtualization, and Oracle VM
Serverfor complete protection of any virtual environment.

Support fortape drives, autoloaders, and tapkbraries for off-site storage to ensure compliance
with company regulations.

Off-host backup management operationgncluding staging (moving), replication (copying),
validation, and retention (cleanup) of backups.

Unified, webbased touchfriendly, centalized management console to reduce management
complexity.

Unique! Protection foWMware vSphere ESX@nhdMicrosoft HyperV hostsand VMs for
complete protection of any virtual workload.

VMware VM replication with WAN optimizatiofior faster disasterecovery.

Unique!Acronis Instant RestoréRun Backup as a VM) and vmFlashback for VMware & Nyper
to reduce recovery time objectives (RTOs).

SAN storage snapshotipport for VMware backups to reduce ESXi resource utilization.

Remote and automatedootable media for significant reduction of the RTO of remote systems
and data centers.



3 Joining the Beta program

1. Go to the Acronis Backup 12 Advanced Beta web pgdges://www.acronis.com/en
us/business/backup/beta/

2. Do one of the following:

A If you have an Acronis account, cligdg in specify your user name and password, and then
clickLogin

A If you do not have an Acronis account, fill in the registration form, and thenR#igister
You wil receive and email message that contains your Acronis account user name and
password.

Acronis Backup 12 Register to Join Beta Program
A Ad\/a ﬂced Already have an account? Log in
Beta Program Smith

o grou o breaking faotieant john.smith@mail.com +15555555555

e Acronis Active Protection™, protecting systems from ransomware End User - Corporate
* Roles and delegations for larger environments and amounts of data

e Support of 21 platforms, including Office 365®, VMware®, Hyper-V®, Company 501-1000
XenServer®, RHEV®, and Azure®

e Acronis Instant Restore™, delivering 15-second Recovery Time
Objectives (RTO) United States of America

e Support of tape devices, deduplicated centralized disk storage, and
Acronis Cloud Storage

By clicking «Register» you agree to terms and con

3. As aresult, you will see the web page where you can download the installation files.


https://www.acronis.com/en-us/business/backup/beta/
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4 Preparation and requirements

The evaluation implies that all Acronis BackupAti?anced components, including the management
server, are installed locally in your environment (test lab). Therefore, there is no requirement for an
Internet connection, although it is recommended.

Management Server

To install Acronis Backup Managemeetv@r, we recommend a physical or virtual machine running
Windows Server 2008 or later. Operating systems starting with Windows 7 are also supported.

A The machine must have minimum 4 GB of RAM and 5 GB of free space on the system volume.
A Acronis software mst not be installed on this machine.

A You can use various virtualization software to run the virtual machine: VMware, Virtual PC, and
so on. In Windows 8.x or 10 Enterprise, you can enable the Hypele and use a Hyp&f
virtual machine for testing.

Backup location
To store backups, we recommend a network shared folder with at least 30 GB of free space.

A Share this folder for read/write faEveryoneby using Windows file sharing (the SMB protocol).
A Ensure that this folder can be accessed from the machihat you will back up.

4.1 Installation

ClickFull installer for Windows 64it to download the setup program that contains the
management server.

Download Acronis Backup 12
Advanced Beta

FULL INSTALLER FOR WINDOWS 64-BIT

Other installer downloads

Not sure where to start?

e Check out the , ,and documents

¢ Log issues and feature requests on the or by




4.1.1 Installing the management server

In this step, you will install the management server. Also, you willts&ttial period for the
software, so that you can use the fully functional proguthout entering license keys.

The management server is a central point for managing your bacBagkups are performed by
agents, which need to be installed on each hiae that you want to back up.

1. Log on as an administrator and start the Acronis Backup setup program.

2. [Optional] To change the language the setup program is displayed inSeligg language

3. Accept the terms of the license agreement and select whethemtiachine will participate in the
Acronis Customer Experience Program (CEP).

4. Leave the default settintpstall a backup agent and Acronis Backup Management Server

- X

Acronis

Welcome to
Acronis Backup
Setup

® Install 3 backup agent and Acronis Backup Management Server

management server is required to configure and manage badkups

Install a backup agent

Customize installation settings

5. Clickinstall Acronis Backupo proceed with the installation.

6. After the installation comigtes, clickClose The backup console will open in your default web
browser.



7. ClickEnter user name and password

Acronis

Sign in as current Windows user

p Enter user name and password

8. Enter the user name and password, and then diighn in Use a local or domain account with
administrative privileges on the machine wheéhe management server is installed.

Important Please remember that you are logging in to the system deployed on your premises. Do not try to
use your Acronis account to log in!

Acronis

USER NAME What account do | use?

corp\administrator

PASSWORD

== Sign in as current Windows user




9. ClickDevices and then cliclStart trial.

Acronis Backup [IREREEIIES
[B DASHBOARD Q search

g DEVICES Type Name

tw-win-2012-4

All machines

Machines with agents

()

POWERED BY
ACRONIS ANYDATA ENGINE

@ ABOUT o Alicense is required]Start trialpr add license keys

&

©@ 06 & & &

® @

Backup

Recovery

Active
Protection

Overview
Activities

Alerts

10. Do one of the following:

A If the machine is connected to the Internet, specify your Acronis account, and theSiglitk

in.

A If the machine is not connected to the Internet, clifart the trial without activation

XK Start trial

Please sign in to your Acronis account to get:
o Fully-functional product for the 30-day trial period
o Free 30-day cloud backup subscription

o Free technical support

Enter email and password for your Acronis account

johm_smith@mail.com

LIIl 121l 1)
SIGN IN
Forgot password? Create account

There is no Internet connection.

You can activate the trial from another device by visiting
https://go.acronis.com/backup/inal

Start the tnal without activation

The free cloud subscription and technical support will not be available.




5 Evaluation scenarios

5.1 Backup console views

The backup console has tw@ews: a tile view and a table view. To switch between the views, click
the corresponding icon in the top right corner.

The tile view supports a small number of machines.

Acronis Backup [RARRCT S =3

i1
S
©

E DASHBOARD

tw-win-2012 &

m Status Last backup Next backup
Mot protected

E] oevices

ENABLE BACKUP RECOVER

The table view is enabled automatically when the number of machines becomes large.

All machines

Machines with agents

Acronis Backup [IRARRCT S 23 =l o @
7] DASHBOARD Q, search & Backup
E DEVICES Type + Name Status 5 T Recovery
tw-win-2012 Not protected
All machines @ Active
Protection
AR2008HV Not protected

Machines with agents

Both views provide access to the same features and operations. This document describes access to
operations from the table view.



5.2 Backup of entire machine and granular file recovery

In this scenario, you will back up the entire machine with the managesesever to a network share
and recover a file from this backup. Using a similar procedure, you can recover volumes, disks, or the
entire machine.

To back up the machine
1. Inthe backup console, select the machine, and then Blastkup

Acronis Backup NI 2l = o @
B DASHBOARD Q search > Backup
Q DEVICES R Danel (J} Recovery
tw-win-2012
All machines Active
@ Protection

The software disjays a new backup plan template.

® | X tw-win-2012
&

New backup plan £ &
{I} WHAT TO BACK UP Entire machine
@ APPLICATION BACKUP Disabled
6.6 WHERE TO BACK UP

SCHEDULE Monday to Friday at 23:00
G) HOW LONG TO KEEP Monthly: 6 months

Weekly: 4 weeks

@ ENCRYPTION @Joff O]
CONVERT TO VM Disabled
®




2. ClickWhere to backup>Network folder, and then browse to the shared folder you created
earlier or enter its path. If prompted, specify the user name and password for the shared folder.
ClickAdd.

X Add location Specify folder

Cloud Storage [®) Manage with storage node

Local folder
Wshare\folder
Network folder

Storage node

SFTP

B mime o D

Tape

3. On the backup plan peel, clickCreate
4. ClickRun now
The full backup starts immediately. The software displays the backup progress.

@® X tw-win-2012
&
ADD BACKUP PLAN
3
Applied backup plans

@ Entire machine to \\share\folder &
& WHAT TO BACK UP Entire machine
G) WHERE TO BACK UP Wshare\folder

SCHEDULE Monday to Friday at 23:00

HOW LONG TO KEEP Monthly: 6 months

Weekly: 4 weeks
) Backing up (15%) Cancel
Next backup UNNO
Mar 27, 2017, 23:00 S

5. Wait until the backup is complete.
6. Click the down arrow next tBun now and then clickncremental
The incremental backup starts immediatel

To learn more about backup, refer tdtp://dl.managedprotection.com/u/backup/help/12U4Beta/user/en
US/index.html#38164.html

To recover a file fom a backup
1. Inthe backup console, select your machine, and then Radovery


http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38164.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38164.html

2. Select the recovery point, and then clRkcover> Files/folders

@® | X tw-win-2012

J Storage: \\share\folder\ More ways to recover...
<
2 backups  Delete al T
Today, 12:52 o3
Backup plan: Entire machine to \\share\folder
Size: 180 KB

Contents: Disk

Backup type: Incremental

RUN AS VM

Entire machine

@ Files/folders

© & & &

3. Browse to the required file or use search to locate it. You can use one or more wildcard
characters (* anc).

4. Select the file that you want to recover.
5. ClickRecover

Acronis BaCkUp tw-win-2012 -~ C: - Users - Administrator = Downloads @ @

Q o O e

2017 Type  Name Size Last change ¥ @ Download

MARCH D deskt... 282 bytes Feb 05 10:33
23 THURSDAY D MSEL... 13.6 MB Feb 04 17:58

23:00 v D Firefo... 43.0 MB Feb 04 17:44

6. InPath selectCustom location

X Recover files

RECOVERTO
tw-win-2012-4

PATH
Original location
Select where you want to recover the files to

Browse...

903 RECOVERY OPTIONS

7. ClickBrowse and then specify a destination for the recovered files.



8. ClickStart recovery

9. Select one of the file overwriting options:
A Overwrite existing fies
A Overwrite an existing file if it is older
A Do not overwrite existing files

10. ClickProceedto start the recovery.

The recovery progress is shown on thetivities tab.

To learn more about recovery, refer tdtp://dl.managed-protection.com/u/backup/help/12U4Beta/user/en
US/index.html#36648.html



http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36648.html
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5.3 Application-aware backup and SQL database
recovery

In this scenario, you will install Agent for Windows &gent for SQL, back up the entire machine
with applicationraware backup, and recover a database from this backup to a local folder.

Applicationaware backup is a didkvel backup that also collects the application metadata. This
metadata enables browsirgnd recovery of the application data without recovering the entire disk
or volume. The disk or volume can also be recovered as a whole.

To install Agent for Windows and Agent for SQL

1. Ensure that the prerequisites for applicatiamare backups are met. Refto:
http://dl.managedprotection.com/u/backup/help/12U4Beta/user/en
US/index.htmI#36264.html

2. ClickDevices and then click thédd button above thdist of devices.
Acronis Backup [RNEREEanrs Bl = o @

[ DASHBOARD Q, search
Bl Devices Type  Name ¥ 3

tw-win-2012

All machines

Machines with agents

3. ClickMicrosoft SQL Server

4. Specify the host name or IP address of the machine where Microsoft SQL Server is installed and
the credentials of an account with administrative privileges on that machine.

X Add Microsoft SQL Server

Specify a machine running Microsoft SQL Server:

sgl.company.com Browse

corp\admin

5. ClickAdd.

The agents will be sihtly deployed to the selected machine. The machine will appear under
Deviceson the Microsoft SQltab.

If you have problems with the installation, refer to the preparatory steps describad@t/dl.managed-
protection.com/u/backup/help/12U4Beta/user/edS/index.html#36533.html

To back up the machine
1. ClickAll machines and then select the machine where Microsoft SQL Server is installed.
2. ClickBackup


http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36264.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36264.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html

The software displays a new backup plan template.

® | X tw-win-2012
&

New backup plan ¢ &
4} WHAT TO BACK UP Entire machine v
@ APPLICATION BACKUP Disabled
ea WHERE TO BACK UP Specify

SCHEDULE Monday to Friday at 23:00
® HOW LONG TO KEEP Monthly: 6 months

Weekly: 4 weeks

® ENCRYPTION @Joff ®
CONVERT TO VM Disabled
® CREATE

ClickApplication backup and then clickf esunderMicrosoft SQL Server

X Application backup

= Microsoft SQL Server

Allow recovery of SQL Server databases without recovering the
entire disk.

Yes

If prompted, specify the credentials of a domain account with administrative privileges on the
machine where Microsoft SQL Senis installed.

ClickWhere to backup and then do one of the following:
A Select the shared folder you created earlier, and then icke
A To add a new backup location, cliséld location

X Selectlocations

Q Search by name and path

[0 \\share\folder\

301 GB used of 466 GB

<+ Add location




6. On the backup plan panel, cliCkeate
7. ClickRun now

The baclp starts immediately. The backup progress is shown odthiitiestab.
8. Wait until the backup is complete.

To learn more about applicatieaware backup, refer tchttp://dl.managed
protection.com/u/backup/help/12U4Beta/user/edS/index.html#35509.html

To recover a database from the backup
1. Select the machine that you backed up, and then &iekovery
2. Select the recovery point, and then clRkcover> SQL databases

@® X tw-win-2012
J Backup location More ways to recover...
<
® ‘\\share\folder
(T) 1backup  Delete al O
0 Today, 14:01
Backup plan: Entire machine to \\share\folder
Size: 14.1 GB
6‘6 Contents: Disk
Backup type: Incremental
G) RUN AS VM
@ Entire machine
Files/folders
SOL databases

3. Select the data that you want to recover. DoubliEk an instance to view the databases it
contains.

4. ClickRecover as files

Acronis BaCkU p tw-win-2012-2 - MSSQLSERVER @ @

Q o O oot

2017 v Type Name Size Last change ¥ I—.__I Recover as files
LUy as 2

MARCH v @s System Databases

16 THURSDAY

14:01



http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#35509.html
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5. ClickBrowse select a local folder to save the files to, and then dlcke

RECOVERTO
tw-win-2012-2 (original)

PATH

Select where you want to recover the files to

Browse...

START RECOVERY @ RECOVERY OPTIONS

6. ClickStart recovery
The ecovery progress is shown on tAetivitiestab.

To learn more about recovery of SQL databases, reféttin//dl.managed
protection.com/u/backup/helfil2U4Beta/user/erUS/index.html#33592.html



http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#33592.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#33592.html

5.4 Virtual machine backup and recovery

In this scenario, you will install Agent for Hyperback up a Hyper virtual machine, and recover it
to a new virtual machine.

If you have a VMware ESXi environment, yan perform similar steps for VMware ESXi virtual
machines.

To install Agent for HypeW
1. ClickDevices and then click thé&dd button above the list of devices.

Acronis Backup NIRRT El=E o @

G DASHBOARD Q, search

Q BRI Type Name & Eier)

tw-win-2012

All machines

Machines with agents

2. ClickHyperV.

3. Specify the host name or IP address of the Hyp&ost and the credentials ah account with
administrative privileges on the machine.

X Add Hyper-V host

IP address or name of a Hyper-V host:

hyperv.corp.acronis.com Browse

corp\admin

4. ClickAdd.

The agent will be silently deployed to the selected machine. The virtual machines will appear
underDeviceson theHyperV tab.

All virtual machines m ® @

Acronis Backup

B DASHBOARD Q, search o> Backup
Bl Devices WE2  REm S recovery
v % centos6.7
All machines 6‘6 )
Overview
% Test
Machines with agents
% w2k3x86 ® Activities

Hyper-V

If you have problems with the installation, refer t@threparatory steps described atip:/dl.managed-
protection.com/u/backup/help/12U4Beta/user/edS/index.html#36533.html
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To back up a HypeY virtua machine
1. Select the virtual machine that you want to back up.
2. ClickBackup

The software displays a new backup plan template.

® X w2k3x86
b
New backup plan ¢ &
{P) WHAT TO BACK UP Entire machine «
66 WHERE TO BACK UP Specify
G) SCHEDULE Monday to Friday at 23:00 @
HOW LONG TO KEEP Monthly: 6 months
® Weekly: 4 weeks
ENCRYPTION EJoff ®
CONVERT TO VM Disabled
CREATE CANCEL

3. ClickWhere to backup and then do one of the following:
A Select the shared folder you created earlier, and then icke
A Toadd a new backup location, cliékld location

X Selectlocations

Q Search by name and path

[0 \\share\folder\

301 GB used of 466 GB

<+ Add location

4. On the backup plan panel, cli€keate
5. ClickRun now

The backup starts immediately.
6. ClickActivities.




The software shows the backup process details.

X Activity details

™ 20:57 - 24% completed + 34 min left
Backup plan 'Entire machine to \\share\folder\' (w2k3x86)

Status: In progress

Device: w2k3x86

Plan: Entire machine to \\share\folder\
Started by: TW-WIN-2012\Administrator

Start ime: Mar 27, 2017, 20:57:44
Finish time: Jan 01, 1970, 06:00:00

Cancel

20:58 - 24% completed - 33 min left
Backing up (w2k3x86)

© 2058 —20:58
Selected agent: AR2008HV (w2k3x86)

© 20:58 —20:58
Preparing for backup of virtual machine (w2k3x86)

© 205820559
Creating application-consistent (VSS) snapshot (w2k3x86)

20:59 - 100% completed « Less than a minute left
Collecting virtual machine metadata (w2k3x86)

7. Wait until the backup is complete.

To recover a virtuhmachine
1. Select the virtual machine that you backed up, and then &mtovery
2. Select a recovery point, and then clRkcover> Entire machine

®

&

© 0 T &

X w2k3x86

Storage: Wshare\folder\ More ways to recover...

1backup  Delete all <
® Today, 13:10 3
Backup plan: Entire machine to Wshare\folder\
Size: 80O MB

Contents: Hyper-V virtual machine

Backup type: Full

RECOVER... | RUN AS VM |

Entire machine

Files/folders

3. The software automatically selects the original machine as the target machineT &gek
maching and ten do the following:

a. ClickNew machine
b. Select the Hype¥ host.
In Machine name specify the new machine name.

21

C.

Copyright

E Acroni

S

| 20128 r

nat.i

0Nz«



d. ClickOK

X Select target machine
Microsoft Hyper-V ~

® New machine

Existing machine

E AR2008HV

Machine name:

My recovered Hyper-V VM

4. ClickStart recovery

RECOVER TO
Virtual machine

TARGET MACHINE
My recovered Hyper-V VM on AR2008HV |  Mew

PATH
C:\ProgramData\Microsoft\windows\Hyper-V

DISK MAPPING

Disk 1 — C:\ProgramData\Microsoft\Windows\Hyper-V, 20.0
GB

VM SETTINGS

Memory: 512 MB
Virtual processors: 1
Network adapters: 1

START RECOVERY E:CSB RECOVERY OPTIONS

The recovery progress is shown on thetivitiestab.

The recovered machine is powered off by default, seathe original machine may still be online
and so there is a chance that the original mackreone will appear on the network. To be on the
safe side, power on the recovered virtual machine manually, after you take the necessary
precautions.



5.5 Acronis Instant Restore

In this scenario, you will run a Hypéwirtual machine from a backup of a machine running Microsoft
SQL Server. You can use the backup created éd\fipdicatioraware backup and SQL database
recoveng (p. 15) scenaio.

If you have a VMware ESXi environment, you can perform similar steps to run a VMware ESXi virtual
machine from a backup.

A virtual machine can be created from a diskel backup that contains an operating system. This
operation, also known as InstaRiestore, enables you to spin up a virtual server in seconds. The
virtual disks are emulated directly from the backup and thus do not consume space on the datastore
(storage). The storage space is required only to keep changes to the virtual disks.

To runa virtual machine from a backup
1. Select a backedp machine, clicRecovery and then select a recovery point.
2. ClickRun as VM

@® X w2k3x86

N Storage: Wshare\folder\ More ways to recover...

1 backup  Delete all

Q

Today, 13:10

33
6‘6 Backup plan: Entire machine to \\share\folder\
Size: 800 MB
Contents: Hyper-V virtual machine

Backup type: Full

@ RECOVER... RUN AS VM

The software automatically selects the host and other required parameters.
3. ClickRun now

TARGET MACHINE
MS SQL Server_temp on AR2008HV

PATH
C\ProgramData\Microsoft\Windows\Hyper-V

VM SETTINGS

Memory: 4.00 GB
Network adapters: 1

POWER STATE
on v

As a result, the machine appeansthe All machinedist with the following icon:



4. In HypefrV Manager, rightlick the machine running from a backup, and then dlioknect

Virtual Machines

Marne - State CPUUsage  Assigned Memory  Uptime Status
3 HV12_CentDST o
3 HY12_CenlDS6. 7464 ul’3
5 HV12_RHELE. 7464 o
3 HV12_RHEL7.2 o
2 HVIZ_Ubuniu15:64 o
3 HV1Z_Win2003R2 Running 0% 1024 ME 02 4345
Cl V12 Win2003R2_temp = -
5 HV12_win2008 A2
S HV1Z win2012A2 Settings..
S HV12_win2012R2Gen2 Turn OF...
Shut Doaim,.,
Save
Pause
Reset
Checkpoint
m Move.., a
Checkpeoints @
Export..
Rename... =cted virtual maching has no checkpaints.

Enable Replication...
Help

5. Verify that the machine running from a backup functions properly. For example, start SQL Server
Management Stdio and connect to a SQL Server instance that is running on the machine.

To delete a virtual machine that is running from a backup
1. Select a machine that is running from a backup.

2. ClickDelete
Acronis Backup [IRNERCTE Bl = o ®
[r] DASHBOARD Q, _temp % m £d overview
&l Devices WE= DS & (® Activities
iiw M5 SQL Server_temp
All machines ® N
Alerts
Machines with agents
Add to group

Hyper-¥

Microsoft SQL ® Delete

3. Confirm your decision.

The machine is removed from the backegnsole. It is also removed from the Hypéinventory and
storage. All changes that occurred to the data while the machine was running are lost.

To learn more about Instant Restore, refertitp://dl.managed
protection.com/u/backup/help/12U4Beta/user/edS/index.htmI#38848.html



http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38848.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38848.html

5.6 Using the Dashboard

In this scenario, you will inspect the current state of your backup infrastructure by using the
Dashbard tab and customize a widget.

The dashboard provides a number of customizable, dynamic widgets that give an overview of your
backup infrastructure and backeagp devices. The widgets are updated in real time.

To view the dashboard
1. ClickDashboard

2. Inspect the Resources statusridget. It shows a summary of protection status of all protected
devices. Click a status view the list of devices that have this status.








































































