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1 Introduction  
We are happy to introduce the Beta version of Acronis Backup 12 Advanced ς the solution that 
protects your entire business, backing up data on-premise, in remote systems, and in private and 
public clouds.  

This document will help you install and evaluate the Acronis Backup 12 Advanced Beta. Your 
experience and feedback will help us achieve a high-quality product for our commercial release. 

Intended audience 

For testing Acronis Backup 12 Advanced, it is expected that the reader: 

Á Knows basic principles, processes, and terminology of backup solutions. 

Á Possesses necessary experience and knowledge in installing and managing backup software. 

Á Is capable of using virtual machines (VM). 

Precautions 

Á Acronis Backup 12 Advanced Beta is not designed to be installed along with any Acronis 
software, such as Acronis Backup, Acronis Backup Service, Acronis Backup Cloud, or Acronis True 
Image.  

Á Do not test Acronis Backup 12 Advanced Beta on your production servers, desktops, or work 
laptops. The Beta is expected to have technical issues, and it may cause partial or full loss of data, 
configuration, or an entire system.  

Testing 

Acronis Backup 12 Advanced Beta is designed to be tested for a wide range of scenarios. Feel free to 
perform any scenario, test any available feature and option. In this document, you can find sample 
scenarios that will give you a quick overview of what the product is capable of. 

Feedback 

Whenever you find an issue that not listed in the άKnown issuesέ section of the Release Notes, or are 
not sure how to use a function or feature, please send your feedback to us:  

Á Join the beta community to contribute to public discussions and chat with fellow technical 
previewers on the Acronis forum. 

Á Log issues and feature requests to the email address specified below. 

Beta community: https://forum.acronis.com/forums/beta-programs/acronis-backup-12-advanced-
beta 

To access the community, please join the Beta program first. 

Beta feedback: AcronisBackup12Beta@acronis.com 

References 

Release notes (include known issues): 
http://dl2.acronis.com/u/ABA12/Beta/AcronisBackup12ReleaseNotes_Beta.pdf 

Online help: http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-
US/index.html#36537.html 

Datasheet: https://go.acronis.com/acronis-backup-12-advanced-beta-datasheet 

WhatΩs new document: https://go.acronis.com/acronis-backup-12-advanced-beta-whatsnew 

https://forum.acronis.com/forums/beta-programs/acronis-backup-12-advanced-beta
https://forum.acronis.com/forums/beta-programs/acronis-backup-12-advanced-beta
mailto:AcronisBackup12Beta@acronis.com
http://dl2.acronis.com/u/ABA12/Beta/AcronisBackup12ReleaseNotes_Beta.pdf
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36537.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36537.html
https://go.acronis.com/acronis-backup-12-advanced-beta-datasheet
https://go.acronis.com/acronis-backup-12-advanced-beta-whatsnew
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2 Whatôs new in Acronis Backup 12 Advanced 
Á Unique! Acronis Active Protection to proactively detect and protect systems from ransomware 

attacks. 

Á Centralized backup policies, static and dynamic groupings, and the ability to manage, delegate, 
and establish roles for multiple administrators τ all to support larger environments and greater 
volumes of data. 

Á Customizable dashboards and advanced reporting for quick insights into your entire IT 
infrastructure. 

Á Unique! Backup of XenServer, Linux KVM, Red Hat Enterprise Virtualization, and Oracle VM 
Server for complete protection of any virtual environment. 

Á Support for tape drives, autoloaders, and tape libraries for off-site storage to ensure compliance 
with company regulations. 

Á Off-host backup management operations, including staging (moving), replication (copying), 
validation, and retention (cleanup) of backups. 

Á Unified, web-based, touch-friendly, centralized management console to reduce management 
complexity.  

Á Unique! Protection for VMware vSphere ESX(i) and Microsoft Hyper-V hosts and VMs for 
complete protection of any virtual workload. 

Á VMware VM replication with WAN optimization for faster disaster recovery.  

Á Unique! Acronis Instant Restore (Run Backup as a VM) and vmFlashback for VMware & Hyper-V 
to reduce recovery time objectives (RTOs). 

Á SAN storage snapshots support for VMware backups to reduce ESXi resource utilization. 

Á Remote and automated bootable media for significant reduction of the RTO of remote systems 
and data centers. 
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3 Joining the Beta program 
1. Go to the Acronis Backup 12 Advanced Beta web page: https://www.acronis.com/en-

us/business/backup/beta/ 

2. Do one of the following: 

Á If you have an Acronis account, click Log in, specify your user name and password, and then 
click Login. 

Á If you do not have an Acronis account, fill in the registration form, and then click Register. 
You will receive and email message that contains your Acronis account user name and 
password. 

 
3. As a result, you will see the web page where you can download the installation files. 

 

https://www.acronis.com/en-us/business/backup/beta/
https://www.acronis.com/en-us/business/backup/beta/
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4 Preparation and requirements 
The evaluation implies that all Acronis Backup 12 Advanced components, including the management 
server, are installed locally in your environment (test lab). Therefore, there is no requirement for an 
Internet connection, although it is recommended. 

Management Server 

To install Acronis Backup Management Server, we recommend a physical or virtual machine running 
Windows Server 2008 or later. Operating systems starting with Windows 7 are also supported. 

Á The machine must have minimum 4 GB of RAM and 5 GB of free space on the system volume. 

Á Acronis software must not be installed on this machine.  

Á You can use various virtualization software to run the virtual machine: VMware, Virtual PC, and 
so on. In Windows 8.x or 10 Enterprise, you can enable the Hyper-V role and use a Hyper-V 
virtual machine for testing.  

Backup location 

To store backups, we recommend a network shared folder with at least 30 GB of free space. 

Á Share this folder for read/write for Everyone by using Windows file sharing (the SMB protocol). 

Á Ensure that this folder can be accessed from the machines that you will back up. 
 

4.1 Installation 
Click Full installer for Windows 64-bit to download the setup program that contains the 
management server. 
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4.1.1 Installing the management server 

In this step, you will install the management server. Also, you will start the trial period for the 
software, so that you can use the fully functional product, without entering license keys. 

The management server is a central point for managing your backups. Backups are performed by 
agents, which need to be installed on each machine that you want to back up. 

1. Log on as an administrator and start the Acronis Backup setup program. 

2. [Optional] To change the language the setup program is displayed in, click Setup language. 

3. Accept the terms of the license agreement and select whether the machine will participate in the 
Acronis Customer Experience Program (CEP). 

4. Leave the default setting Install a backup agent and Acronis Backup Management Server. 

 
5. Click Install Acronis Backup to proceed with the installation. 

6. After the installation completes, click Close. The backup console will open in your default web 
browser. 
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7. Click Enter user name and password. 

 
8. Enter the user name and password, and then click Sign in. Use a local or domain account with 

administrative privileges on the machine where the management server is installed.  

Important  Please remember that you are logging in to the system deployed on your premises. Do not try to 
use your Acronis account to log in! 
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9. Click Devices, and then click Start trial. 

 
10. Do one of the following: 

Á If the machine is connected to the Internet, specify your Acronis account, and then click Sign 
in. 

Á If the machine is not connected to the Internet, click Start the trial without activation. 
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5 Evaluation scenarios 

5.1 Backup console views 
The backup console has two views: a tile view and a table view. To switch between the views, click 
the corresponding icon in the top right corner. 

The tile view supports a small number of machines. 

 

The table view is enabled automatically when the number of machines becomes large. 

 

Both views provide access to the same features and operations. This document describes access to 
operations from the table view. 
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5.2 Backup of entire machine and granular file recovery 
In this scenario, you will back up the entire machine with the management server to a network share 
and recover a file from this backup. Using a similar procedure, you can recover volumes, disks, or the 
entire machine. 

To back up the machine 

1. In the backup console, select the machine, and then click Backup. 

 
The software displays a new backup plan template. 
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2. Click Where to backup > Network folder, and then browse to the shared folder you created 
earlier or enter its path. If prompted, specify the user name and password for the shared folder. 
Click Add. 

 
3. On the backup plan panel, click Create. 

4. Click Run now. 

The full backup starts immediately. The software displays the backup progress. 

 
5. Wait until the backup is complete. 

6. Click the down arrow next to Run now, and then click Incremental. 

The incremental backup starts immediately. 

To learn more about backup, refer to: http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-
US/index.html#38164.html. 

To recover a file from a backup 

1. In the backup console, select your machine, and then click Recovery. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38164.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38164.html
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2. Select the recovery point, and then click Recover > Files/folders. 

 
3. Browse to the required file or use search to locate it. You can use one or more wildcard 

characters (* and ?). 

4. Select the file that you want to recover. 

5. Click Recover. 

 
6. In Path, select Custom location. 

 
7. Click Browse, and then specify a destination for the recovered files. 
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8. Click Start recovery. 

9. Select one of the file overwriting options: 

Á Overwrite existing files 

Á Overwrite an existing file if it is older 

Á Do not overwrite existing files 

10. Click Proceed to start the recovery. 

The recovery progress is shown on the Activities tab. 

To learn more about recovery, refer to: http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-
US/index.html#36648.html. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36648.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36648.html
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5.3 Application-aware backup and SQL database 
recovery 

In this scenario, you will install Agent for Windows and Agent for SQL, back up the entire machine 
with application-aware backup, and recover a database from this backup to a local folder. 

Application-aware backup is a disk-level backup that also collects the application metadata. This 
metadata enables browsing and recovery of the application data without recovering the entire disk 
or volume. The disk or volume can also be recovered as a whole. 

To install Agent for Windows and Agent for SQL 

1. Ensure that the prerequisites for application-aware backups are met. Refer to: 
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-
US/index.html#36264.html. 

2. Click Devices, and then click the Add button above the list of devices. 

 
3. Click Microsoft SQL Server. 

4. Specify the host name or IP address of the machine where Microsoft SQL Server is installed and 
the credentials of an account with administrative privileges on that machine. 

 
5. Click Add. 

The agents will be silently deployed to the selected machine. The machine will appear under 
Devices on the Microsoft SQL tab. 

If you have problems with the installation, refer to the preparatory steps described at: http://dl.managed-
protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html. 

To back up the machine 

1. Click All machines, and then select the machine where Microsoft SQL Server is installed. 

2. Click Backup. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36264.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36264.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html
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The software displays a new backup plan template. 

 
3. Click Application backup, and then click Yes under Microsoft SQL Server. 

 
4. If prompted, specify the credentials of a domain account with administrative privileges on the 

machine where Microsoft SQL Server is installed. 

5. Click Where to backup, and then do one of the following: 

Á Select the shared folder you created earlier, and then click Done. 

Á To add a new backup location, click Add location. 
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6. On the backup plan panel, click Create. 

7. Click Run now. 

The backup starts immediately. The backup progress is shown on the Activities tab. 

8. Wait until the backup is complete. 

To learn more about application-aware backup, refer to: http://dl.managed-
protection.com/u/backup/help/12U4Beta/user/en-US/index.html#35509.html. 

To recover a database from the backup 

1. Select the machine that you backed up, and then click Recovery. 

2. Select the recovery point, and then click Recover > SQL databases. 

 
3. Select the data that you want to recover. Double-click an instance to view the databases it 

contains. 

4. Click Recover as files. 

 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#35509.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#35509.html
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5. Click Browse, select a local folder to save the files to, and then click Done. 

 
6. Click Start recovery. 

The recovery progress is shown on the Activities tab. 

To learn more about recovery of SQL databases, refer to: http://dl.managed-
protection.com/u/backup/help/12U4Beta/user/en-US/index.html#33592.html. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#33592.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#33592.html
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5.4 Virtual machine backup and recovery 
In this scenario, you will install Agent for Hyper-V, back up a Hyper-V virtual machine, and recover it 
to a new virtual machine. 

If you have a VMware ESXi environment, you can perform similar steps for VMware ESXi virtual 
machines. 

To install Agent for Hyper-V 

1. Click Devices, and then click the Add button above the list of devices. 

 
2. Click Hyper-V. 

3. Specify the host name or IP address of the Hyper-V host and the credentials of an account with 
administrative privileges on the machine. 

 
4. Click Add. 

The agent will be silently deployed to the selected machine. The virtual machines will appear 
under Devices on the Hyper-V tab. 

 

If you have problems with the installation, refer to the preparatory steps described at: http://dl.managed-
protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#36533.html
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To back up a Hyper-V virtual machine 

1. Select the virtual machine that you want to back up. 

2. Click Backup. 

The software displays a new backup plan template. 

 
3. Click Where to backup, and then do one of the following: 

Á Select the shared folder you created earlier, and then click Done. 

Á To add a new backup location, click Add location. 

 
4. On the backup plan panel, click Create. 

5. Click Run now. 

The backup starts immediately. 

6. Click Activities. 
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The software shows the backup process details. 

 
7. Wait until the backup is complete. 

To recover a virtual machine 

1. Select the virtual machine that you backed up, and then click Recovery. 

2. Select a recovery point, and then click Recover > Entire machine. 

 
3. The software automatically selects the original machine as the target machine. Click Target 

machine, and then do the following: 

a. Click New machine. 

b. Select the Hyper-V host. 

c. In Machine name, specify the new machine name. 
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d. Click OK. 

 
4. Click Start recovery. 

 

The recovery progress is shown on the Activities tab. 

The recovered machine is powered off by default, because the original machine may still be online 
and so there is a chance that the original machineΩs clone will appear on the network. To be on the 
safe side, power on the recovered virtual machine manually, after you take the necessary 
precautions. 
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5.5 Acronis Instant Restore 
In this scenario, you will run a Hyper-V virtual machine from a backup of a machine running Microsoft 
SQL Server. You can use the backup created in the άApplication-aware backup and SQL database 
recoveryέ (p. 15) scenario. 

If you have a VMware ESXi environment, you can perform similar steps to run a VMware ESXi virtual 
machine from a backup. 

A virtual machine can be created from a disk-level backup that contains an operating system. This 
operation, also known as Instant Restore, enables you to spin up a virtual server in seconds. The 
virtual disks are emulated directly from the backup and thus do not consume space on the datastore 
(storage). The storage space is required only to keep changes to the virtual disks.  

To run a virtual machine from a backup 

1. Select a backed-up machine, click Recovery, and then select a recovery point. 

2. Click Run as VM. 

 
The software automatically selects the host and other required parameters.  

3. Click Run now. 

 

As a result, the machine appears in the All machines list with the following icon: . 
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4. In Hyper-V Manager, right-click the machine running from a backup, and then click Connect. 

 
5. Verify that the machine running from a backup functions properly. For example, start SQL Server 

Management Studio and connect to a SQL Server instance that is running on the machine. 

To delete a virtual machine that is running from a backup 

1. Select a machine that is running from a backup. 

2. Click Delete. 

 
3. Confirm your decision. 

The machine is removed from the backup console. It is also removed from the Hyper-V inventory and 
storage. All changes that occurred to the data while the machine was running are lost. 

To learn more about Instant Restore, refer to: http://dl.managed-
protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38848.html. 

http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38848.html
http://dl.managed-protection.com/u/backup/help/12U4Beta/user/en-US/index.html#38848.html
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5.6 Using the Dashboard 
In this scenario, you will inspect the current state of your backup infrastructure by using the 
Dashboard tab and customize a widget. 

The dashboard provides a number of customizable, dynamic widgets that give an overview of your 
backup infrastructure and backed-up devices. The widgets are updated in real time. 

To view the dashboard 

1. Click Dashboard. 

 
2. Inspect the Resources status widget. It shows a summary of protection status of all protected 

devices. Click a status view the list of devices that have this status. 

 
















































