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1.1 Whatis Acroni€ Tr ue | magekE?

Acronis True Image is an integrated software suite that ensures the security of all of the information
on your PC. It can back up your documents, photos, email,eladted partitions, and even the
entire disk drive, including operating system, applications, settings, and all of your data.

Backups allow you to recover your computer system should a disaster occur, such as losing data,
accidentally deleting critical & or folders, or suffering a complete hard disk crash.

Online Backup allows you to store your files and disks on Acronis Cloud. Your data will be protected
even if your computer is lost, stolen, or destroyed, and your data can be entirely recovered onto a
new device, if needed.

Key features:

-

Disk backup to a local storage and to Acronis C{pudil)
File backup to a local storage and to Acronis C{pud2)
Rescue bootable medip. 118)

Hard disk cloningp. 109)

Data archivindp. 94)

Family data protectiofip. 97)

File synchronizatiofp. 99)

Security and privacy too(p. 117)

Cetting started
Learn how to protect your computer with two simple stepBrdtecting your syster(p. 15)".

D>y >y D> D> D> D> P

1.2 Alternatives to the removed features

After a detailed review, it was decided to remove a number of outdated and redundantésa
from Acronis True Image. The following is the list of the features that were removed and alternative
ways of performing the same functions and operations in your version of Acronis True Image.

For more information, refer to the Knowledge Base artiblips://kb.acronis.com/content/48662.



A Email backupThis feature becomes less and less popular, since most of our customers use
web-based email systems. Please use-thsiel backup instead. Refer Backing up disks and
partitions(p. 41) for details.

A Local and mixed synchronizatiomVe recommend that you use clotmsed sync, instead.
Acronis Cloud is much more reliable storage than a USB flash drive, an internal hard drive, or an
external hard drive. One more important advantageyour data in Acronis Cloud is accessible
anytime, anywhere. Refer t8ync creatiorfp. 101) for details.

A Backup version consolidatiarYou can control the number of your backup versions by specifying
it in the backup scheme. Refer Backup scheme. 47) for details.

A Manual backup deletion. You can delete an entire backup, configure automatic cleanup rules, or
delete a specific backup version while working in the recovery environment (bootable media).
Refer toDeleting backups and backup versigps66) for details.

The following features have been removed, as they were originally designed for Windows XP.

A Acronis Extended Capacity Managén Windows Vista and later, hard drives of ovai3in size
are supported by the operating system.

A Trim SSDIn Windows 7 and later, trimming SSD is natively integrated in the operating system.

1.3 System requirements and supported media

1.3.1 Minimum system requirements

Acronis True Image requires the followingrdware:

Processor Pentium 1 GHz

1 GB RAM

1.5 GB of free space on a hard disk

CDRW/DVDBRW drive or USB flash drive for bootable media creation
Screen resolution is 1152 x 720

Mouse or other pointing device (recommended)

> > >y > >

Additionally, you need to have adnistrator privileges to run Acronis True Image.

1.3.2 Supported operating systems
Acronis True Image has been tested on the following operating systems:

A Windows XP SP3 (&) *
Windows 7 SP1 (all editions)
Windows 8 (all editions)
Windows 8.1 (all editions)
Windows 10 (all editions)
Windows Home Server 2011

> > > > > P

* Limited support. Some features may not work properly. For example, Online Dashboard and
Archiving.

Acronis True Image Small Office has been tested on the following operating systems:
A Windows Server 20082 Foundation



Windows Server 2008 R2 Standard
Windows Server 2012 Foundation
Windows Server 2012 Essentials
Windows Server 2012 Standard
Windows Server 2012 R2 Foundation
Windows Server 2012 R2 Essentials
Windows Server 2012 R2 Standard

> D > > > >

Acronis True Imagalso lets you create a bootable (IDVDR that can back up and recover a
disk/partition on a computer running any Inte@r AMD based PC operating system, including
[ AYdzET © 6 b 2 b&edApple Maciintiss is hoysippdrted.)

1.3.3 Supported file systems
Acronis True Image for home users supports:

A FAT16/32
A NTFS
Ext2/Ext3/Ext4 *
ReiserFS *
Note: ReiserFS partitions and disks cannot be backed up to Acronis Cloud.
A Linux SWAP *
* The Ext2/Ext3/Ext4, ReiserFS, and Linux SWAP file systems are supporfeddiskyor partition
backup/recovery operations. You cannot use Acronis True Image ftevfdeoperations with these

file systems (file backup, recovery, search, as well as image mounting and file recovering from
images). You also cannot perform bagkuo disks or partitions with these file systems.

> > >

In addition, Acronis True Image Small Office supports:
A ReFS ** (Supported in Windows Server 2012/2B22nly)

** \Volume recovery without the volume resize capability

If a file system is not supported @& ¢orrupted, Acronis True Image can copy data using a
sectorby-sector approach.



1.3.4 Supported Internet connection types

The table below shows which Internet connection types are supported by the product functions.

Internet connection type
Acronis Consolin Windows Acronis Bootable media
Any connection Proxy server | Ethernet| Wi-Fi | Proxy server
established in cable

Windows
Disklevel and filelevel backup + - - - -
to Acronis Cloud
Disklevel recovery from + - + + -
Acronis Cloud
Filelevel recovery fom Acronig + : ; } -
Cloud
Data synchronization + - - - -
Product activation - -* - - -
Product update g - - - -

* -You can activate the product by using an activation code. Refer tAdtieation from another
computersection inActivating Acrois True Imagép. 11) for details.

** _To update the product, download the newer product version from the Acronis website and
install it over your current one.

1.3.5 Supported storage media

A Hard disk drives*

Solid State Drives (SSD)

Networked storage devices

FTP servers**

CDR/RW, DVER/RW, DVD+R (including doutdger DVD+R), DVD+RW, ER/AM, BER, BERE
USB 1.1/2.0/ 3.0, eSATA, FireWire {EF2E) and PC card storage devices

* Limitations on operations with dynamic disks:

> > > > > P

A Creation d Acronis Secure Zone on dynamic disks is not supported.

A Recovery of a dynamic volume as a dynamic volume with manual resizing is not supported.

A ¢NE35SOARST OFlyy2i 06S dzaASR FT2NJ LINPUGSOUAY3I Re\
A "Clone disk" operation is not supported for dynamiskdi.

** An FTP server must allow passive mode file transfers. Acronis True Image splits a backup into files
with a size of 2GB when backing up directly to an FTP server.

The firewall settings of the source computer should have Ports 20 and 21 openeeé fbBCthand
UDP protocols to function. THeouting and Remote Acce¥gindows service should be disabled.



1.4 Installing Acronis True Image

Installing Acronis True Image

To install Acronis True Image:

1. Run the setup file. Before starting the setup process, Asrérue Image will check for a newer
build on the website. If there is one, the newer version will be offered for installation.

2. Read the participation terms of the Acronis Customer Experience Program.

3. Clickinstall.
Acronis True Image will be installed your system partition (usually C:).

4. When the installation is complete, cliStart application

5. Read and accept the terms of the license agreement.

6. Inthe opened window, sign in to your Acronis account. The product will be automatically
activated.
If you nstall Acronis True Image for home users, you can skip this step. In this case, enter your
serial number, and then cligkctivate.

If you install Acronis True Image Small Office, you must sign in with an account created
specifically for Acronis True Ima8eall Office. Refer tAcronis accounfp. 24) for details.

Recovering from an Acronis True Image error

If Acronis True Image ceased running or produced errors, its files might be corrupted. To repair this
problem, you first have toecover the program. To do this, run Acronis True Image installer again. It
will detect Acronis True Image on your computer and will ask you if you want to repair or remove it.

Removing Acronis True Image

SelectStart-> Settings-> Control panel> Add orremove programs> Acronis True Imagéor
Acronis True Image Small Officee Remove Then follow the instructions on the screen. You may
have to reboot your computer afterwards to complete the task.

If you use Windows 7 or Windows Server 2008, s&eat -> Control Panel> Uninstall a program
-> Acronis True Imagéor Acronis True Image Small Office- Uninstall.

If you use Windows 8 or Windows Server 2012, click the Settings icon, thenGehcil Panel>
Uninstall a program> Acronis True Imag(or Acronis True Image Small Office- Uninstall.

If you used the Acronis Secure ZonA@wonis Nonstop Backyp. 35), select in the window that appears what
to do with the zone and Nonstop Backup storages.

Upgrading from old vesions of Acronis True Image

If your current version of Acronis True Image is Acronis True Image 2014 or Acronis True Image 2015,
the new version will simply update it; there is no need to remove the old version and reinstall the
software. If your currenversion is older, we recommend that you remove the current version, first.

Please keep in mind that the backups created by the later program version may be incompatible with
the previous program versions. Therefore, if you roll back Acronis True Imageotdea version, you

likely will have to recreate the backups using the older version. We strongly recommend that you
create new bootable media after each product upgrade.



1.5 Activating Acronis True Image

To use Acronis True Image, you need to activat®ithe Internet. Without activation the fully
functional product works for 30 days. If you do not activate it during that period, all the program
functions become unavailable except the recovery.

Activating Acronis True Image for home users

You can activat Acronis True Image either on your computer or from another computer, if your
computer is not connected to the Internet.

Activation on a computer connected to the Internet
If your computer is connected to the Internet, the product will be activated autaraby.

If the computer where you install Acronis True Image does not have Internet connection or if the
program cannot connect to Acronis Activation Server, dimtounton the sidebar, and then select
one of the following actions:
A Try again select this option to try to connect to the Acronis Activation Server again.
A Activate offline- you can activate the program manually from another computer that is
connected to the Internet (see below).

Activation from another computer

If your computer is not conrated to the Internet, you may activate Acronis True Image by using
another computer which has connection to the Internet.

To activate the product from another computer:

1. On your computer, install and start Acronis True Image.
2. On the sidebar, clickccount and then clickActivate offline.
3. Inthe Acronis True Image Activation window, perform 3 simple steps:
1. Save your installation code to a file by clicking 8awe to filebutton, and specify a

removable media as the file location (for example, a USB flagé)di¥ou may also simply
write down this code on a piece of paper.

2. On another computer which has the Internet connection, go to
http://www.acronis.com/activation/. The instructions on the screen will help you to get your
activation code by using the indl@ion code. Save the obtained activation code to a file on a
removable media, or write it down on paper.

3. On your computer, click theoad from filebutton and specify a path to the file with the
activation code; or, simply type it into the box from thiege of paper.

4. ClickActivate.

Activating Acronis True Image Small Office

To activate Acronis True Image Small Office, your computer must be connected to the Internet. After
the product installation, sign in to your Small Office account. If your accogr frege license of the
appropriate type (server or computer), the license will be automatically assigned to the computer
and the product will be automatically activated.

“Too many activations" issue

Acronis True Image Small Office has a license limibsah account. You can buy no more than one
license for a server OS and five licenses for computers.



Acronis True Image for home users does not have a license limitation.

Possible reasons for the issue:

A You exceed the maximum number of computers with iafied Acronis True Image.

For example, you have one license or a serial number for one computer and you install Acronis
True Image on a second computer.

Solutions for users of Acronis True Image 2016:

A Enter a new serial number. If you do not have one, gau buy it in the Acronis builb store
or at the Acronis website.

A Move the license to your new computer from another one on which the product is already
activated. To do this, select the computer from which you want to move the license. Note

that AcronisTrue Image will be deactivated on that computer.
Solutions for users of Acronis True Image Small Office:

A Buy a new license in the Acronis budiiltstore or at the Acronis website.

A Move the license to your new computer from another one on which the progualready
activated. To do this, select the computer from which you want to move the license. Note
that Acronis True Image will be deactivated on that computer.

A If you already installed Acronis True Image Small Office on the maximum allowed number of
computers and you need more licenses, you have the following options:

A Create a new Small Office account and use it to buy more licenses or to enter a new
serial number.

A Purchase the Acronis Backup family products that do not have license limitations.
A You reirstall Windows or change hardware of your computer.

For example, you might upgrade motherboard or processor in your computer. Activation is lost,
because Acronis True Image sees your computer as a new one.

Solution:

To reactivate Acronis True Image on yoaomputer, choose from the list the same computer by
its old name.

1.6 Tral version information

General limitations

The trial version of Acronis True Image works only during the trial period of 30 days. It has the
following limitations:

A Disk cloning is disadd.
A When booting from an Acronis bootable media, the only available operation is recovery.
A You can install only one trial version of Acronis True Image Small Office on a computer or server.

Synchronization
Data synchronization is available without any fations, but when the trial period expires:

A Your computer is excluded from all syncs. After installing the full version of Acronis True Image
you will be able to connect to the syncs again.

A All the versions of synced files will be permanently deleted fAarronis Cloud.

Acronis Cloud

Storage space on the cloud during the trial period:



A Unlimited- for users of Acronis True Image Cloud.
A 100 GB for users of Acronis True Image Small Office.
You can use this space to store your online backups, archives, esignaof synced files. After the

trial period is over, Acronis Cloud works in recovemly mode for 30 days. After this period, you
won't be able to use the Acronis Cloud service and all your data on the Cloud will be deleted.

Note: The Acronis Cloud giee is not included in Acronis True Image 2016.

Purchasing the full version

You can buy the full version at the Acronis website or uskagpmpurchase functionality. See details
in Upgrading Acronis True Image 13).

1.7 Upgrading Acronis True Image

If your current version of Acronis True Image is Acronis True Image 2014 or Acronis True Image 2015,
the new version will simply update it; there is no need to remove the old version and reinstall the
software. If your current version @der, we recommend that you remove the current version, first.

Your backups created with a previous version of Acronis True Image are completely compatible with
the newer product version. After you upgrade, all of your backups will automatically be &mded
your backup list.

We strongly recommend that you create new bootable media after each product upgrade.

Purchasing the full version while using the trial version
To purchase the full version of the product:

1. Start Acronis True Image.

2. On the sidebar, clickccount and then cliclBuy full version The builtin store opens.
3. Select the license that you want to buy, and then didly now

4. Provide your payment information.

Updating Acronis True Image
To update Acronis True Image:

1. Start Acronis True Image.
2. On the sidebar, cliclhccount

If there is a new version available, you will see the appropriate message next to the current build
number.

3. Clickbownload and install

Before you start downloading, please make sure that your firewall won't block the downloagspr

4. When the new version is downloaded, clioktall now.

To check for updates automatically, turn on or turn off thetomatically check for updates at
startup switcher.

Built-in store

Acronis True Image provides ardapp store.

If you use Acronis Tie Image, you can:



A Buy the full version of Acronis True Image or Acronis True Image Cloud.
A Upgrade from Acronis True Image to Acronis True Image Cloud.

If you use Acronis True Image Small Office, you can:

A Buy the full version of Acronis True Image Smdit@f

A Buy additional licenses of Acronis True Image Small Office.

Note: There is a license limit set for an account. You can buy no more than one license for a server OS and
five licenses for computers.

A Buy more storage space on Acronis Cloud.

To access #in-app store, go to thé\ccounttab, and then clicklpgrade You will see the rapp
store and all available purchase options.

Installing Acronis hotfixes

Acronis hotfix is a small update for Acronis products. It makes changes to one or more application
files or registry keys but does not change an application version. A hotfix targets only a specific
Acronis True Image build, and cannot be applied to any other build.

To install an Acronis hotfix, follow the steps describeddating Acronis True Imagabove. A list
of available hotfixes for the current build will be displayed in a table, where you can select those you
want to install.

1.8 Technical Support

Maintenance and Support Program

If you need assistance with your Acronis product, please go to Migw.acronis.com/support/

Product Updates

You can download the latest updates for all your registered Acronis software products from our
website at any time after logging into yoAccount(http://www.acronis.com/my) and registering
the product. Se&egisering Acronis Products at the Websitattp://kb.acronis.com/content/4834)
andAcronis Website User Guidgttp://kb.acronis.com/content/8128).
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2.1 User interface language

Before you start, select a prefed language for the Acronis True Image user interface. By default,
the language is set in accordance with your Windows display language.

To change the user interface language:

1. Start Acronis True Image.
2. IntheHelpsection, select a preferred language frone list.

2.2 Protecting your system

To protect your system:

1. Back up your computdp. 16).
2. Create bootable medifp. 17).

A
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It is recommended to test the rescue media as describeddking sure that your rescue rdia
can be used when needdd. 122).



2.2.1 Step 1. Backing up your computer
When should | back up my computer?

Create a new backup version after every significant event in your system.

Examples of these events include:

A You bought a newamputer.
A You reinstalled Windows on your computer.

A You configured all system settings (for example, time, date, language) and installed all necessary
programs on your new computer.

A Important system update.

To ensure you save a healthy state of a disk,atgood idea to scan it for viruses before backing it up. Please
use antivirus software for this purpose. Note this operation often takes a significant amount of time.

How do | create a backup of my computer?

You have two options to protect your system:

A Entire PC backup (recommended)

Acronis True Image backs up all your internal hard drives in disk mode. The backup contains the
operating system, installed programs, system settings, and all your personal data including your
photos, music, and documents. Refo Backing up all data on your R 17) for details.

A System disk backup
You can choose to back up your system patrtition or the entire system drive. R&ackng up
disks and partitiongp. 41) for detaik.

To back up your computer:

1. Start Acronis True Image.
2. On the sidebar, clicRackup

If this is your first backup, you will see the backup configuration screen. If you already have some
backups in the backup list, then first cliéldd backup and then clik Create new backup

3. Click theBackup sourcécon, and then seledEntire PC

If you want to back up your system disk only, then dlidks and partitionsand then select your
system partition (usually C:) and the System Reserved partition (if any).

4. Clik theBackup destinatioricon, and then select a storage place for the backup (see
recommendation below).

5. ClickBack up now

Result:A new backup box appears in the backup list. To create a new version of the backup in future,
select the backup box from éhlist, and then clicBack up now

Where do | store my disk backups?
A Good:Your ordinary internal hard disk.

-

A Better: Acronis Secure Zor{p. 133). This is a special secure partition on your local hard drive for
storing backups.

A Thebest: Acronis Cloudp. 25) or an external hard disk.

Refer toDeciding where to store your backufs 33) for details.



How many backup versions do | need?

In most cases, you heed®backup versions of your érg PC contents or your system disk, with a
maximum of 46 (see above for information about when to create backups).

Remember, the first backup version (the full backup version) is the most important. It is the biggest

one, because it contains all data s¢d on the disk. Further backup versions (the incremental and
differential backup versions) may be organized in different schemes. These versions contain only
RFEGlF OKFy3Saod ¢KFEiQa gKeé GKS& NS RSLISYyRSyd 2y
version is so important.

By default, a disk backup is created by using the incremental scheme. This scheme is optimal, in most
cases.

For advanced users: it is a good idea to creaBef@l backup versions and store them on different storage
devices. This athod is much more reliable.

2.2.2 Step 2. Creating bootable rescue media
What is bootable media?

Bootable media is a product, such as aRIRW or a USB flash drive, from which you can run Acronis
True Image when Windows cannot start. You can make a medialbledby using Acronis Media
Builder.

How do | create bootable media?

Insert a CER/RW or plug in a USB flash drive.

Start Acronis True Image.

On the sidebar, clickools and then clicliRescue Media Builder
On the first step, seledkcronis bootable resce media

Select the device to use to create the bootable media.
ClickProceed

=
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How do | use bootable media?
Use bootable media to recover your computer when Windows cannot start.

1. Connect the bootable media to your computer (insert the CD or plug in thelt)z.

2. Arrange the boot order in BIOS so that your rescue media device (CD or USB drive) is the first
device to be booted.

Refer toArranging boot order in BIQP. 81) for details.
3. Boot your computer from the rescue media and sekcronis True Image
Result:Once Acronis True Image is loaded, you can use it to recover your computer.

Refer to Acronis Media Builder for details.

2.3 Backing up all data on your PC

What is an Entire PC backup?

An Entire PC backup is the easiest way tkhgthe full contents of your computer. We
recommend that you choose this option when you are not sure which data that you need to protect.

lj



If you want to back up your system patrtition only, refeBacking up disks and partitio(s. 41) for
details.

When you select Entire PC as a backup type, Acronis True Image backs up all your internal hard drives

in disk mode. The backup contains the operating system, installed programs, system settings, and all
your personal data including yophotos, music, and documents.

The recovery from an Entire PC backup is also simplified. You only need to choose the date to which
you want to revert your data. Acronis True Image recovers all data from the backup to the original
location. Note that you aanot select specific disks or partitions to recover and you cannot change

the default destination. If you need to avoid these limitations, we recommend that you back up your
data with an ordinary dislevel backup method. Refer ®acking up disks and paions (p. 41) for

details.

You can also recover specific files and folders from an Entire PC backup. Befekita up files and
folders(p. 42) for details.

If an Entire PC backup contains dynamic disksrgoaver your data in partition mode. This means
that you can select partitions to recover and change recovery destination. Reféouat recovery of
dynamic/GPT disks and volum@s79) for details.

How do | create an Entire PC bagi
To back up the entire contents of your computer:

1. Start Acronis True Image.

On the sidebar, clicRackup

ClickAdd backup and then cliclCreate new backup

Click theBackup sourcécon, and then seledEntire PC

Click theBackup destinatioricon, andthen select a destination for the backup.

We recommend that you back up your computer to Acronis Cloud or to local or network storage.
Refer toDeciding where to store your backufs 33) for details.
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6. [optional step] CliclOptionsto set the options for the backup, includisghedulgp. 45),
Schemdp. 47), andPassword protectiofip. 55). For more information seBackup optiongp.
43).

7. ClickBack up now

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to

complete. Further backup processes will likely be much faster, because only changes to files will be transferred
over the Internet.

2.4 Backing up your files

To protect files such as documents, photos, music files, and video files, there is no need to back up
the entire partition containing the files. You can back up specific files and folders and save them to
the following storage types:

A Localor network storage
This option is fast and easy. Use it to protect rarely changed files.
A Acronis Cloud

This option is reliable. Use it to protect critical files and files that you want to share between
devices or people.

To use Acronis Cloud, you must haveAcronis account and a subscription to the Acronis Cloud
service. Refer t&ubscription informatiorfp. 25) for details.

(]

To back up files and folders:

Start Acronis True Image.
On the sidebar, clicRackup
Click theBackup soure icon, and then seledgiles and folders

In the opened window, select the check boxes next to the files and folders that you want to back
up, and then cliclOK

5. Click theBackup destinatioricon, and then select a destination for backup:
A Acronis Cloud Sgn in to your Acronis account, and then cli@kK

A Your external drive When an external drive is plugged into your computer, you can select it
from the list.

A Browsa Select a destination from the folder tree.
6. ClickBack up now

hwNPE

Refer toBacking up files anfdlders(p. 42) for details.



2.5 Cloning your hard drive
Why do | need it?

When you see that the free space on your hard drive is not enough for your data, you might want to
buy a new, larger hard drive and transfer all your data tortee drive. The usual copy operation

does not make your new hard drive identical to the old one. For example, if you open Windows
Explorer and copy all files and folders to the new hard drive, Windows will not start from the new
hard drive. The Clone disklity allows you to duplicate all your data and make Windows bootable

on your new hard drive.

Before you start

We recommend that you install the target (new) drive where you plan to use it and the source drive
in another location, for example, in an exhal USB enclosure. This is especially important for
laptops.

Warning! Your old and new hard drives must work in the same controller mode (for example, IDE or AHCI).
Otherwise, your computer will not start from the new hard drive.

Using the Clone disk Uity
To clone a disk:

1. On the sidebar, clickools and then clicliClone disk

2. On theClone Modestep, we recommend that you choose tAeitomatic transfer mode. In this
case, the partitions will be proportionally resized to fit your new hard drive M#reual mode
provides more flexibility. Refer tGlone Disk wizarp. 109) for more details about the manual
mode.

If the program finds two disks, one partitioned and another unpartitioned, it will automatically recognize
the partitioneddisk as the source disk and the unpartitioned disk as the destination disk. In this case, the
next steps will be bypassed and you will be taken to the cloning Summary screen.




3. OntheSource Dislstep, select the disk that you want to clone.

Clone Disk Wizard =
@ Clone Disk Wizard

Ser ik Select the source hard disk from the list below.

v Clone Mode
. Disk properties

=* Source Disk

Destination Disk Dikve Eapacih) Model Interface
- ¥ Disk 1 16 GB VMware, VMware Virtual $1.0 SCSI
| Disk 2 16 GB VMware, VMware Virtual 51.0 SCSI
|/ Disk 3 16 GB VMware, VMware Virtual $1.0 SCSI

3.. 1596 GB NTFS 5=
[T | Primary // Logical // Dynamic E‘ Acronis Secure Zone || Unallocated // Unsupported

& e

4. On theDestiration Diskstep, select the destination disk for the cloned data.

If any disk is unpartitioned, the program will automatically recognize it as the destination and bypass this
step.

5. On theFinishstep, ensure that the configured settings suit your needsl, thien clickProceed

By default, Acronis True Image shuts down the computer after the clone process finishes. This
enables you to change the position of master/subordinate jumpers and remove one of the hard

drives.

2.6 Recovering your computer

Please be awarthat recovery of a system disk is an important operation. Before you start, we
recommend that you read the detailed descriptions in the following Help topics:

A Trying to determine the crash cauge 69)

A Preparing for recovergp. 70)

A Recovering your system to the same digk70)

[ SG§Qa O2yaARSNI (g2 RAFFSNByid Ol asay

1. Windows works incorrectly, but you can start Acronis True Image.

2. Windows cannot start (for example, you turn on your computed see something unusual on
your screen).

21 Copyright E Acronis |#20lernati on:



Case 1. How to recover computer if Windows works incorrectly?

A

.

1. Start Acronis True Image.
On the sidebar, clicRackup

From the backup list, select the backup that contains your system disk. The backup can be
located on local, network storage, or Acronis Cloud.

Depending on the backup type, cliRlecover POr Recover disks

In the opened window, select the backup version (the data state from a specific date and time).
Select the system partition and the Systens&eed partition (if any) to be recovered.
ClickRecover now

w N
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To complete the operation, Acronis True Image must restart your system.

Case 2. How to recover computer if Windows cannot start?

A

1. Connect Acronis bootable media to your computer, and then hanspecial standalone version
of Acronis True Image.

Refer toStep 2 Creating bootable rescue me(pal?) andArranging boot order in BIQB. 81)
for details.

2. On the Welcome screen, selédly disksbelowRecowr.

3. Select the system disk backup to be used for recovery. Rightthe backup and choose
Recover
When the backup is not displayed, clgiowseand manually specify the path to the backup. In
the same window, you can connect to Acronis Cloud and sateonline backup. Refer to
Recovering your system from Acronis Cl¢piB6) for details.

4. AttheRecovery methodstep, selecRecover whole disks and partitions



Select the system partition (usually C) on Weat to recoverscreen.Note that you may

distinguish the system partition by the Pri, Act flags. Select the System Reserved patrtition (if any),
as well.

You may leave all settings of the partitions without changes andFilngh

Check the summary of operations, and thenkdRcoceed

When the operation finishes, exit the standalone version of Acronis True Image, remove the

rescue media (if any), and boot from the recovered system partition. After making sure that you
have recovered Windows to the state you need, restoredtiginal boot order.

2.7 Recovering your files and folders

You can recover files and folders both from-fdeel and diskevel backups.

To recover files and folders:

1.
2.
3.

N o g k&

Start Acronis True Image.
On the sidebar, clicRackup

From the backup list, select the ddaip which contains the files or folders that you want to
recover.

The backup can be located on local, network storage, or Acronis Cloud. When you recover data
from Acronis Cloud, you first need to sign in to your Acronis account.

On the right panel, clicRecover files
Select the backup version (the data state from a specific date and time).
Select the files and folders that you want to recover, and then bleok.

Select a destination on your computer for the recovered files/folders. You can recoweetodisg
original location or choose a new one, if necessary. To choose a new location, cBecklse
button.

To start the recovery process, click tRecover nowbutton.

2.8 FAQ about Acronis True Image Small Office

A

What is the main purpose of Acronis e Image Small Office?Acronis True Image Small Office

has the same purpose as Acronis True Image for home users, but it's designed and developed for
small office infrastructure that consists of no more than one server and five computers. It

protects alldata on each computer, including the operating system, programs, documents,

photos, and other user files. In case of disaster or data loss, the operating system and data can
be easily recovered from a backup. RefeW\tbat is Acronis True Imagp. 6) for details.

Can | protect my Macs with the product™No, you cannot. Currently, Acronis True Image Small
Office supports only Windowsased servers and computers. RefeSigpported operating
systemgp. 7) for ddails.

What is the difference between Acronis True Image Small Office and Acronis True Image for
home users? Acronis True Image Small Office can be installed not only on computers, but on a
server operating system as well. It protects all data on yowreseand reduces possible

downtime to several minutes. The feature set of both products is identical.

How many licenses of Acronis True Image Small Office can | purchd&s®?ne account, you
can buy no more than one license for a server OS and fivessegor computers. If you need
more licenses, consider purchasing the Acronis Backup family of products.

Will my Acronis account suit Acronis True Image Small Offidd8, it will not. To use Acronis
True Image Small Office, you need a special accoaatext for this product. You can create it in



the product interface or at the Acronis website. Accounts created in the home edition of Acronis
True Image cannot be accepted by the product edition for small offices. Referanis account
(p. 24) for details.

A | already have an Acronis Cloud subscription in the home edition of Acronis True Image. Will it
be valid for Acronis True Image Small OfficeQo, it will not. With the small office edition, you
will have a separate Acronis Closuabscription and you will use different Acronis Cloud storage.
Refer toSubscription informatioifp. 25) for details.

A Can | work with Acronis True Image Small Office when I'm signed oM@, you cannot. To start
working with the poduct, you must sign in to your Small Office account. When you sign out, the
entire product functionality is blocked.

A Can | back up the data from my mobile devices to the same Acronis Clei@8, you can back
up mobile data from your iPhones, iPads, i®,athd Android smartphones and tablets. Install the
Acronis True Image Cloud mobile app on a mobile device, sign in to your Small Office account,
and back up your mobile data. Referlistalling Acronis True Image for mobile devie4.06)
for detalils.

A How many mobile devices can | include in the company infrastructur@&Rere is no limit on the
number of mobile devices registered under the same Small Office account.

2.9 Acronis account

An Acronis account is required when you:

A Registe an Acronis product.
A Back up to Acronis Cloud.
A Synchronize your data.

A Archive your data.

There are two types of Acronis accounts:
A An account for home users, usually just called an Acronis account
You can create this type of account in Acronis True Imagé the Acronis website.

A An account for users of Acronis True Image Small Office
You can create this type of account in Acronis True Image Small Office or at the Acronis website.

How to create an Acronis account
If you do not have an Acronis account ygterform the following steps:

1. On the sidebar, clickccount and then clickSign in or create an account
2. ClickCreate account

3. Inthe opened registration form, provide your email address, a password for your new account
and confirm the password by retypiiiigonce more in the appropriate field.

To keep your personal data secure, choose a strong password for your online backups, guard it from getting
into the wrong hands, and change it from time to time.

4. ClickCreate account

5. An email message will be sentttee address you specified. Open this message and confirm your
wish to create an account.



How to sign in
To sign in to your Acronis account:

1. On the sidebar, clickccount and then clickSign inor create an account.
2. Enter your registration email addressdapassword, and then clidign in

How to sign out
To sign out of your Acronis account:

1. On the sidebar, clickccount
2. Click your email address, and then cho&agn out

2.10 Getting started with Acronis Cloud

Acronis Cloud might be unavailable in your eegiFor more information, click here:
http://kb.acronis.com/content/4541

Remote storage
On the one hand, Acronis Cloud is a secure remote storage which you can use to store:

A Backups of your files and folders

A Backups of your partitions and disks

A Versions ofour synchronized files and folders

A Archives

Because files are stored on a remote storage, they are protected even if your computer is stolen or

your house burns down. In the case of a disaster or data corruption, you can recover your files and
even the atire contents of your computer.

With one account, you can save data from several computers and all your mobile devices running iOS
and Android operating systems. Refer&oronis True Image for mobile devidps106) for details.

To start using Acronis Cloud, you need a subscription to the service. R&absaription
information (p. 25) for details.

Web application

On the other hand, Acronis Cloud is a web application that allows you to recover and maaage th
data you store on Acronis Cloud. To work with the application, you can use any computer connected
to the Internet.

To access the application, go to https://www.acronis.com/my/ordivaekup/, log in to your account,
and then clickRecover my data now

2.10.1 Subscription information

Performing backups to Acronis Cloud requires subscription to the Acronis Cloud service. To subscribe,
start Acronis True Image and sign in using your Acronis account. Réferotus accountp. 24) for
details

Please note that Acronis Cloud is a subject of Fair Usage Policy for holders of Acronis True Image license. See
more details at: https://kb.acronis.com/ati2016/fairusage.




Trial version

When you activate the trial version of the product, a free subsaniiptd Acronis Cloud is assigned to
your account automatically.

With the following product editions, you obtain:

A Acronis True Image 2016n unlimited storage space and a-8ay free subscription.
A Acronis True Image Small Offic&00 GB of storage space an8Gday free subscription.

See details irial version informatiop. 12).

Full version

The full Acronis Cloud subscription is included in Acronis True Image Cloud. You can purchase this
product in theAccountsection of your versio of Acronis True Image or at the Acronis website. See
details inUpgrading Acronis True Image 13).



3 Basic concepts
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3.1 Basic concepts

This section provides general information about basic concepts which could be useful for
understanding how the @mgram works.

Backup and recovery

Backuprefers to the making copies of data so that these additional copies may be usecbizer
the original after a data loss event.

Backups are useful primarily for two purposes:

A To recover an operating system wheiisicorrupted or cannot start (called disaster recovery).
Refer toProtecting your syster({p. 15) for more details about protecting your computer from a
disaster.

A To recover specific files and folders after they have been accidedeéyed or corrupted.

Acronis True Image does both by creating disk (or partition) images ateliiebackups
respectively.

Backup versions

Backup versions are the file or files created during each backup operation. The number of versions
created is egal to the number of times the backup is executed. So, a version represents a point in
time to which the system or data can be restored.

Backup versions represent full, incremental and differential backapseFull, incremental and
differential backupgp. 29).

The backup versions are similar to file versions. The file versions concept is familiar to those who use
a Windows Vista and Windows 7 feature called "Previous versions of files". This feature allows you to
restore a file agiexisted on a particular date and time. A backup version allows you to recover your
data in a similar way.

Disk cloning

This operation copies the entire contents of one disk drive to another disk drive. This may be
necessary, for example, when you wantctone your operating system, applications, and data to a
new larger capacity disk. You can do it two ways:

A Use the Clone disk utility.



A Back up your old disk drive, and then recover it to the new one.

Backup file format

Acronis True Image usually saveskugcdata in the proprietary tib format using compression. The
data from .tib file backups can be recovered only through Acronis True Image, in Windows or in the
recovery environment.

Acronis Nonstop Backup uses a special hidden storage for data and nzetabatbacked up data is
compressed and split into files of about 1 GB. These files also have a proprietary format and the data
they contain can be recovered only with the help of Acronis True Image.

Backup validation

The backup validation feature allowswto confirm that your data can be recovered. The program
adds checksum values to the data blocks being backed up. During backup validation, Acronis True
Image opens the backup file, recalculates the checksum values and compares those values with the
stored ones. If all compared values match, the backup file is not corrupted.

Scheduling

For your backups to be really helpful, they must be asttugate” as possible. Schedule your
backups to run automatically and on a regular basis.

Deleting backups

When yu want to delete backups and backup versions you no longer need, please do it by using the
tools provided by Acronis True Image. RefeD#&leting backups and backup versigpss6) for
details.

Acronis True Image stores information the backups in a metadata information database.
Therefore, deleting unneeded backup files in Windows Explorer will not delete information about
these backups from the database. This will result in errors when the program tries to perform
operations ornthe backups that no longer exist.

3.2 The difference between file backups and

disk/partition images
When you back up files and folders, only the files and folder tree are compressed and stored.
Disk/partition backups are different from file and folder backufssronis True Image stores an exact

snapshot of the disk or partition. This procedure is called "creating a disk image" or "creating a disk
backup" and the resulting backup is often called "a disk/partition image" or "a disk/partition backup".

What does adisk/partition backup contain?
A disk/partition backup contains all the data stored on the disk or patrtition:

1. Zero track of the hard disk with the master boot record (MBR) (applicable to MBR disk backups
only).
2. One or more partitions, including:

1. Boot code

2. File system meta data, including service files, file allocation table (FAT), and partition boot
record.



3. File system data, including operating system (system files, registry, drivers), user data and
software applications.

3. System Reserved partition, if any
4. EFI system patrtition, if any (applicable to GPT disk backups only).

What is excluded from disk backups?

To reduce image size and speed up image creation, by default Acronis True Image only stores the
hard disk sectors that contain data.

Acronis True Imagexcludes the following files from a disk backup:
A pagefile.sys
A hiberfil.sys (a file that keeps RAM contents when the computer goes into hibernation)

You can change this default method by turning on the seljesector mode. In this case, Acronis
True Imge copies all hard disk sectors, and not only those that contain data.

Additionally, when you back up your system partition or disk to Acronis Cloud, Acronis True Image
excludes the following data:

A The Temp folder (usually located in\®@indowd Temp)

A TheSystem Volume Information folder (usually located ¥Sgstem Volume Informatiai
The Recycle Bin

Web browser temporary data:

A Temporary Internet files

A Cookies

A History

A Cache

A b files

A tmp files

A ~files

> > >

3.3 Full, incremental and differential backups

Acronb True Image offers three backup methods:

Full method

The result of a full method backup operation (also known as full backup version) contains all of the
data at the moment of the backup creation.

ExampleEvery day, you write one page of your documemd dack it up using the full method.
Acronis True Image saves the entire document every time you run backup.



1.tib, 2.tib, 3.tib, 4.tib- full backup versions.

1.tib 2.tib 3.tib 4.tib
¥ | & | &

= S S
Additional information

A full backup version forms a base for further incremental or difféattiackups. It can also be used
as a standalone backup. A standalone full backup might be an optimal solution if you often roll back
the system to its initial state or if you do not like to manage multiple backup versions.

Incremental method

The result ofan incremental method backup operation (also known as incremental backup version)
contains only those files which have been changed since the LAST BACKUP.

ExampleEvery day, you write one page of your document and back it up using the incremental
method. Acronis True Image saves the new page every time you run backup.

Note: The first backup version you create always uses full method.

A 1.tib- full backup version.
A 2.tib, 3.tib, 4.tib-incremental backup versions.

1.tib 2.tib 3.tib 4.tib
¥ | & | &

= S S
Additional information

Incremental methods the most useful when you need frequent backup versions and the ability to

roll back to a specific point in time. As a rule, incremental backup versions are considerably smaller
than full or differential versions.



On the other hand, incremental versiorequire more work for the program to provide recovery. In

the example above, to recover the entire work from 4.tib file, Acronis True Image reads data from all
backup versions. Therefore, if you lose an incremental backup version or it becomes coralipted,
later incremental versions are unusable.

Differential method

The result of a differential method backup operation (also known as differential backup version)
contains only those files which have been changed since the LAST FULL BACKUP.

ExampleEvery @y, you write one page of your document and back it up using the differential
method. Acronis True Image saves the entire document except the first page stored in the full backup
version.

Note: The first backup version you create always uses full method.

A 1.tib - full backup version.
A 2.tib, 3.tib, 4.tib- differential backup versions.

1.tib 2.tib 3.tib 4.tib
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Additional information

Differential method is an intermediate between the first two approaches. It takes less time and space
than "Full", but more than "Incremental”. To raar data from a differential backup version, Acronis
True Image needs only the differential version and the last full version. Therefore, recovery from a
differential version is simpler and more reliable than recovery from an incremental one.

An incrementéor differential backup created after a disk is defragmented might be considerably larger than
usual. This is because the defragmentation program changes file locations on the disk and the backups reflect
these changes. Therefore, it is recommended toatngcreate a full backup after disk defragmentation.

To choose a desired backup method, you usually need to configure a custom backup scheme. For
more information se€Custom scheme. 49).

3.4 FAQ about backup, recovery and cloning

A 1 have a 150GB system partition, but the occupied space on that partition is only 80GB. What
will Acronis True Image include in a backupBy default, Acronis True Image copies only the
hard disk sectors that contain data, so it will include only 80GBatkup. You can also choose
the sectorby-sector mode. Note than such a backup mode is required only in special cases. For
more information seémage creation mod¢p. 55). While creating a sectéay-sector backup, the



program copiedoth used and unused hard disk sectors and the backup file will usually be
significantly larger.

Will my system disk backup include drivers, documents, pictures, et/@s, such a backup will
contain the drivers, as well as the contents of the My doents folder and its subfolders, if you
kept the default location of the My documents folder. If you have just a single hard disk in your
PC, such a backup will contain all of the operating system, applications and data.

I have an old hard disk drive whidk almost full in my notebook. | purchased a new bigger

HDD. How can | transfer Windows, programs and data to the new disk@u can either clone

the old hard disk on the new one or back up the old hard disk and then recover the backup to a
new one. The ptimum method usually depends on your old hard disk partitions layout.

| want to migrate my old system hard disk to an SSD. Can this be done with Acronis True
Image?- Yes, Acronis True Image provides such a function. For procedure details, see Migrating
your system from an HDD to an SSD

What is the best way to migrate the system to a new disk: cloning or backup and recovery?

The backup and recovery method provides more flexibility. In any case, we strongly recommend
to make a backup of your old hard klisven if you decide to use cloning. It could be your data
saver if something goes wrong with your original hard disk during cloning. For example, there
were cases when users chose the wrong disk as the target and thus wiped their system disk. In
addition,you can make more than one backup to create redundancy and increase security.

What should | back up: a partition or the whole disk™ most cases, it is better to back up the
whole disk. However, there may be some cases when a partition backup iskéelvisar

example, your notebook has a single hard disk with two partitions: system (disk letter C) and the
data (disk letter D). The system partition stores your working documents in the My documents
folder with subfolders. The data partition stores yoigeos, pictures, and music files. Such files
are already compressed and backing them up using Acronis True Image would not give you
significant reduction of the backup file size. In this case, it may be better to use a local sync for
the data partition fies and a separate backup for the system partition. However, we also
recommend creating at least one whole disk backup if your backup storage has enough space.

Could you tell me how to clone: in Windows or after booting from the rescue media@n

when youstart cloning in Windows, the computer will reboot into the Linux environment the
same as when booting from the rescue media. Because of this, it is better to clone under rescue
media. For example, there may be a case when your hard disk drives are date@téndows

and not detected in Linux. If this is the case, the cloning operation will fail after reboot. When
booting from the rescue media, you can make sure that Acronis True Image detects both the
source and target disks before starting the cloningrapion.

Can | clone or back up and recover a dual boot machixe®, this is possible in most cases. If
your systems are installed in separate partitions of the same physical hard disk drive, cloning or
recovery usually proceeds without any problemsh# systems are on different physical hard

disk drives, there may be some problems with bootability after recovery.

Does Acronis True Image support RAHXtronis True Image supports hardware RAID arrays of
all popular types. Support of software RAID ogunrfations on dynamic disks is also provided.
Acronis Bootable Rescue Media supports most of the popular hardware RAID controllers. If the
standard Acronis rescue media does not "see" the RAID as a single volume, the media does not
have the appropriate drers. In this case you can try to create WisiaBed rescue media. This
media may provide the necessary drivers.



3.5 Deciding where to store your backups

Acronis True Image supports quite a few of storage devices. For more information, refer to
Supported stoage media.

The table below shows possible backup destinations for your data.

HDD SSD |USB | Acronis | File Network | SMB/ |FTP |DVD |Memor
(internal flash|Cloud |server,|share NFS |serve |or |y card
or drive NAS or share |r Blue
external) NDAS -ray
disc
MBR partitionsor + + + + + + + + + +
entire disks (HDD, SSI|
GPT/dynamic volumes 7 + + + + + + + + +
or disks
Files and folders + + + + + + + + + +

Though backing up to your local hard drive is the simplest option, we recommend that you store your
backups offsite because it enhances the security of your data.

Recommended storage media:

1.
2.

Acronis Cloud
External drive

If you plan to use an external USB hard drive with your desktop PC, we recommend that you
connect the drive to a rear connector by using a short cable.

Home file server, NAS, or NDAS

Please check whether Acronis True Image detects the selected backup storage, both in Windows
and when booted from the rescue media.

To gain access to an ND&sabled storage device, in many cases you will need to specify the
NDAS device ID (20 characters) and the write key (five characters). The write key allows you to
use an NDASnabled device in write mode (for example, for saving your backups). Usually the
device ID and write key are printed on a sticker attached to the lbotd the NDAS device or on

the inside of its enclosure. If there is no sticker, you need to contact your NDAS device vendor to
obtain that information.

The certain NAS devices can be detected by Acronis True Image if Bonjour software is installed.

You cardownload this thirdparty software at:
http://support.apple.com/downloads/DL999/en_US/BonjourPSSetup.exe

See the following article for more information: http://support.apple.com/kb/DL999

Network share

See alsoAuthentication settinggp. 35).
FTP server

See alsoETP connectio(p. 34).
Optical discs (CD, DVD, BD)

Blank optical discs such as DRPDVD+R are very cheap, so they will be the lowest cost solution
for backing up your data, though the slowest one.



Dueto the necessity of swapping discs, we strongly recommend to avoid backing up to DVDs if
the number of discs is more than three. When there is no alternative to backing up to DVDs, we
recommend to copy all DVDs to a folder on a hard disk, and then tegeémm that folder.

3.5.1 Preparing a new disk for backup

A new internal or external hard drive may not be recognized by Acronis True Image. If this is the case,
use the operating system tools to change the disk statudritineand then to initialize the dis

To change a disk status to Online:

1. OpenDisk ManagementTo do this, go t€ontrol Panel> System and Security>
Administrative Too] startComputer Managementand then cliclbisk Management

2. Find the disk marked &3ffline. Rightclick the disk anthen clickOnline.

3. The disk status will be changed@mline. After that, you will be able to initialize the disk.

To initialize a disk:

1. OpenDisk ManagementTo do this, go t€ontrol Panel> System and Security>
Administrative Too] startComputer Management and then cliclbisk Management

2. Find the disk marked asot Initialized Rightclick the disk and then clidkitialize Disk
3. Select a patrtition table for the diskMBR or GPT, and then cliok
4. [optional step] To create a volume on the disight-click the disk, clickew Simple Volumeand

then follow the wizard's steps to configure the new volume. To create one more volume, repeat
this operation.

3.5.2 FTP connection

Acronis True Image allows you to store your backups on FTP servers.

To create anew FTP connection, when selecting a backup storageFdielkconnectionand in the
opened window provide:

A Path to the FTP server, for exampigy.server.com

A Port

A User name

A Password

To check your settings, click thiest connectiorbutton. The computer Vil try to connect to the

specified FTP server. If the test connection has been established, cliChtinectbutton to add the
FTP connection.

The created FTP connection will appear in the folder tree. Select the connection and browse for the
backup stoage that you want to use.

Please, be aware that the mere opening of an FTP server's root folder does not bring you to your home
directory.

Acronis True Image splits a backup into files with a size of 2GB when backing up directly to an FTP server. If you
back up to a hard disk with the aim of transferring the backup to an FTP later, split the backup into files of 2GB
each by setting the desired file size in the backup options. Otherwise, the recovery will not be possible.

An FTP server must allow passive mékd transfers.




The firewall settings of the source computer should have Ports 20 and 21 opened for the TPC and UDP protocols
to function. TheRouting and Remote Acce¥gindows service should be disabled.

3.5.3 Authentication settings

If you are connectingota networked computer, in most cases you will need to provide the necessary
credentials for accessing the network share. For example, this is possible when you select a backup
storage. ThéAuthentication Settingsvindow appears automatically when you setl@ networked
computer name.

If necessary, specify the user name and password, and thernTelsticonnection When the test is
successfully passed, cliConnect

Troubleshooting

When you create a network share that you plan to use as a backup stotegseensure that at
least one of the following conditions is met:

A Windows account has a password on the computer where the shared folder is located.

A Passworeprotected sharing is turned off in Windows.

For example, in Windows 7, you can find this setiihGontrol Panelt >Network and Internet
T >Network and Sharing Centar > Advanced sharing settings > Turn off password protected
sharing.

Otherwise, you will not be able to connect to the shared folder.

3.6 Using Acronis Nonstop Backup

Acronis Nonstop Backuprovides easy protection of your disks and files. It allows you to recover
entire disks, individual files and their different versions.

The main purpose of Acronis Nonstop Backup is continuous protection of your data (files, folders,
contacts, etc.), thugh you can use it to protect partitions as well. If you choose to protect an entire
partition, you will be able to recover the partition as a whole using the image recovery procedure.

Nonstop Backup limitations
A You can create only one nonstop backup.

A Windows libraries (Documents, Music, etc.) can be protected with aldied nonstop backup
only.

A You cannot protect data stored on external hard drives.
A Nonstop Backup and Try&Decide cannot work simultaneously.

How it works

Once you start Acronis Nonstop Bap, the program will perform an initial full backup of the data
selected for protection. Acronis Nonstop Backup will then continually monitor the protected files
(including open ones). Once a modification is detected, the changed data is backed uporidet sh
interval between the incremental backup operations is five minutes. This allows you to recover your
system to an exact point in time.

Acronis Nonstop Backup checks file changes on the disk, not in the memory. If, for instance, you are
working in Wod and do not use the "Save" operation for a long time, your current changes in the
Word document will not be backed up.



You may think that at these backup rates the storage will fill in no time. Do not worry as Acronis True
Image will back up only so callédeltas". This means that only differences between old and new
versions will be backed up and not whole changed files. For example, if you use Microsoft Outlook or
Windows Mail, your pst file may be very large. Furthermore, it changes with each receiseudt

E-mail message. Backing up the entire pst file after each change would be an unacceptable waste of
your storage space, so Acronis True Image backs up only its changed parts in addition to the initially
backed up file.

Retention rules

Acronis Nonstp Backup keeps all backups for the last 24 hours. The older backups will be
consolidated in such a way that Nonstop Backup will keep daily backups for the last 30 days and
weekly backups until all Nonstop Backup data destination space is used.

The consolidtion will be performed every day between midnight and 01:00 AM. The first
consolidation will take place after the Nonstop Backup has been working for at least 24 hours. For
example, you have turned on the Nonstop Backup at 10:00 AM on July 12. In thibedisst
consolidation will be performed between 00:00 and 01:00 AM on July 14. Then the program will
consolidate the data every day at the same time. If your computer is turned off between 00:00 and
01:00 AM, the consolidation will start when you tuhe computer on. If you turn off Nonstop

Backup for some time, the consolidation will start after you turn it on again.

3.6.1 Acronis Nonstop Backup data storage

Acronis Nonstop Backup data storage can be created on local hard disk drives (both internal and
external).

In many cases an external hard disk will be the best choice for Nonstop Backup data storage. You can
use an external disk with any of the following interfaces: USB (including USB 3.0), eSATA, FireWire,
and SCSI.

You can also use an NAS as theagie, but with one limitation it must be accessible with the SMB
protocol. It does not matter whether an NAS share you want to use for the storage is mapped as a
local disk or not. If the share requires login, you will need to provide the correct user aad
password. For more information séeithentication settinggp. 35). Acronis True Image remembers
the credentials and the subsequent connections to the share do not require login.

When an external hard disk or NAS is unavailahle Nonstop Backup destination can be an internal
disk, including a dynamic one. Please note that you cannot use a partition to be protected as a
Nonstop Backup storage. If your computer has a single hard disk drive with a single partition, but you
wantto use Acronis Nonstop Backup anyway, you can create Acronis Secure Zone and use it as the
Nonstop Backup data storage.

Before creating Acronis Nonstop Backup data storage, Acronis True Image checks whether the
selected destination has enough free spatenultiplies the volume of data to be protected by 1.2

and compares the calculated value with the available space. If the free space on the destination
satisfies this minimum storage size criterion, the destination can be used for storing Nonstop Backup
data.



3.6.2 Nonstop Backup- Frequently asked questions

Why does Acronis Nonstop Backup pause on its owithis is the designed behavior of Acronis

Nonstop Backup. When the system load rises to a critical level, Acronis Nonstop Backup receives the
overload alarnfrom Windows and pauses itself. This is done to aid Windows relieve the load caused
by other applications. The overload can be caused by running restiesesive applications (for

example, performing a deep system scan with your antivirus software).

Insuch a case Nonstop Backup automatically pauses and you cannot restart it. After pausing, Acronis
Nonstop Backup gives the system one hour to relieve the load and then attempts to restart.

The automatic restart count for Acronis Nonstop Backup is 6. Téaésisnthat after the first
automatic restart Acronis Nonstop Backup will attempt to restart five more times with intervals of
exactly one hour between attempts.

After the sixth unsuccessful attempt, Acronis Nonstop Backup will wait for the next calend@®mla
the next day the automatic restart count will automatically reset. When not interfered with, Acronis
Nonstop Backup performs six restart attempts per day.

The restart attempt count can be reset by doing any of the following:

A Restarting Acronis NongtcBackup service;
A Rebooting the computer.

Restarting Acronis Nonstop Backup service will only reset the restart count to 0. If the system is still
overloaded, Acronis Nonstop Backup will pause again. An Acronis Support Knowledge Base article at
http://kb.acronis.com/content/14708 describes the procedure for restarting the Acronis Nonstop
Backup service.

Rebooting the computer will reset the load and the restart count. If the system overloads again,
Acronis Nonstop Backup will pause.

Why does Acronis Nonstopackup sometimes cause a high CPU loadifis is the expected
behavior of Acronis Nonstop Backup. This may happen on restart of a paused Acronis Nonstop
Backup if a considerable amount of protected data has been modified during the pause.

For example, ifou manually pause the Acronis Nonstop Backup that you use for protecting your
system partition and then install a new application. When you restart Acronis Nonstop Backup, it
loads the CPU for some time. However, the process (afcdpsrv.exe) then gods bagkal.

This happens because Acronis Nonstop Backup needs to check the backed up data against the data
that have been maodified during the pause to ensure protection continuity. If there was a
considerable amount of data modified, the process may Idad €@r some time. After the check is

done and all the modified data is backed up, Acronis Nonstop Backup goes back to normal.

Can | have Acronis Nonstop Backup storage on an FAT32 partition of a local hard tiek?FAT32
and NTFS partitions can be usegithe storage.

Can | set up Acronis Nonstop Backup storage on a network share or NX&S, Acronis Nonstop
Backup supports network shares, mapped drives, NAS and other network attached devices with one
limitation - they must use the SMB protocol.



3.7 Backup file naming
A backup file name has the following attributes:

A Backup name.

A Backup method (full, inc, diff: full, incremental, differential).
Number of backup chain (in the form of b#).

Number of backup version (in the form of s#).

Number of volume (in tb form of v#).

For example this attribute changes when you split a backup into several files. RB&skiop
splitting (p. 57) for details.

> > > >

Thus a backup name may look the following way:

1. my_documents_full_bl sl vl.tib
2. my_documents_full_b2_sl1 vi.tib
3. my_documents_inc_b2 s2 vl.tib
4. my_documents_inc_b2_s3 vl.tib
If you are creating a new backup, and there is already a file with the same name, the program does

not delete the old file, but adds to the new file thenlimber" suffix, for examlg,
my_documents_inc_b2 s2 v1 - 2.tib

3.8 Integration with Windows

During installation Acronis True Image provides closer integration with Windows. Such merging
allows you to get the most out of your computer.
Acronis True Image integrates the following comeois:

A Acronis items on the WindowStart menu.
A Acronis True Image button on the taskbar.
A Shortcut menu commands.



Windows Start menu

TheStartmenu displays Acronis commands, tools and utilities. They give you access to Acronis True
Image functionality, vwhout having to start the application.

@ Windows Media Player
1 Windows Update
<o, KPS Viewer

. Accessories

. Acronis

. Truelmage
B Acronis True Image 2016
& | User's guide
. Tools and Utilities
@-; Acronis System Report
[€ Activate Acronis Startup Rect
|2l Add New Disk 3

Documents
Pictures
Music

Computer

@ Bootable Rescue Media Build

e/ Clone Disk Control Panel
‘tg CriveCleanser
Fl}] Manage Acronis Secure Zong Devices and Printers
B Systern Clean-up
[l Try&Decide Default Programs

. BitDefender Business Client

| Games Help and Support

4 Back

| |Search programs and files ME

Acronis True Image button on the taskbar

The Acronis True Image button on the Windows taskbar shows the progress and result of Acronis
True Image operations.

@ - J
Taskbar notification area icons

During most of the opetions, special indicator icons appear in the Windows taskbar notification
area. This icon doesn't depend on the main program window being open.

Status

Cancel

Priority

About

&'. ) !
SV 12!'1‘11’2013_,

A To view a tooltip indicating the operation's progress or state, point to the icon.

A To view status, change prity or cancel a current operation, rigiatick the icon, and then click
the corresponding command.

3.9 Wizards

When you use the available Acronis True Image tools and utilities, the program will in many cases
employ wizards to guide you through the operaiio
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For example, see the screen shot below.

= (2=
@ Clone Disk Wizard

Required steps: Select the target hard disk from the list below.

' Clone Mode

‘ Disk properties
1" Source Disk

<% Destination Disk

Restoration method

d nterface
16 GB VMware, VMware Virtual 51.0 Unknown
16 GB VMware, VMware Virtual 51.0 Unknown
16 GB VMware, VMware Virtual 51.0

e |
lﬁ_(J;B Mew Volume (E:) 4

16.00 GB NTFS

| Primary // Logical // Dynamic E_l Acronis Secure Zone || Unallocated // Unsupported

@ o>

A wizard window usually consists of the following areas:

1.

40

This is the list of steps to complete the operation. A green checkmark appears next to a complete
step. The green arrow indicates the current step. Whemplete all the steps, the program
displays the Summary screen in thimishstep. Check the summary and clRtoceedto start

the operation.

This toolbar contains buttons to manage objects you select in area 3.

For example:

A 5, Details- displays the windw that provides detailed information about the selected
backup.

A L Properties- displays the selected item properties window.

A L& Create new partition- displays the window where you can configure a new partition
settings.

-

»
A =] Columns- allows you to choose vith table columns to display and in which order.
This is the main area where you select items and change settings.
This area displays additional information about the item you select in area 3.

Copy r i Actonis Infernational GmbH, 2002-2016



4 Backing up data

In this section

Badking up disks and partitions............cccooiririmieeeenniiiiieee e 41
Backing up files and folders..........coooiiiiiii i 42
BaCKUP OPLIONS. ....ceeiiiiiiiiieee e 43
Operations With DackuUps........ccccccciviiiiiiiiiiiiieecee e, 63

4.1 Backing up disks and partitions

As opposed to file backups, disk and partition backups contain all the data stored on the disk or
partition. This backup type is usually used to create an exact copy of a system partition of the whole
system disk. Such backup allows you to recover your computer when Windows works incorrectly or

cannot start.

To back up partitions or disks:

1. Start Acronis True Image.

2. On the sidebar, clickackup

3. Click the plus sign at the bottom of the backup list.
4

[Optional] To rename the backup, click the arrow next to the backup name Riickme and

then enter a new name.
Click theBackup sourcarea, and then seleddisks and partitions

o,

6. Inthe opened window, select the check boxes next to the partitions and diakgdu want to

back up, and then clidRK
To view hidden partitions, clidkull partition list

To back up dynamic disks you can use only the partition mode.

B Acrenis True Image 2016 for 3 computers

My disks

My system
E\

1015 GB
Disks: VMware, VMware Virtual S 1.0, V...

Cancel

Disks and partitions Select
destination

[E=8 N

7. Click theBackup destinatiorarea, and then select a destination for backup:



A Acronis Cloud Sgn in to your Acronis account, and then cli2kK

If you do not have an Acronis account, clrkeate accounttype your email address,
password, and then click thereate accounbutton. Refer toAcronis accoungp. 24) for
details.

A Your external drive When an external drive is plugged into your computer, you can select it
from the list.

A Browsa Select a destination from the folder tree.

If possible, avoid storing your system partition backups on dynamic disks, because the systiem igarti
recovered in the Linux environment. Linux and Windows work with dynamic disks differently. This may
result in problems during recovery.

8. [optional step] CliclOptionsto set the options for the backup, includisghedulgp. 45),
Schemdp. 47), andPassword protectiofip. 55). For more information seBackup optiongp.
43).

9. Perform one of the following:

A To run the backup immediately, cliBack up now

A To run tre backup later or on a schedule, click the arrow to the right othek up now
button, and then click.ater.

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to
complete. Further backup processes wWillly be much faster, because only changes to files will be transferred
over the Internet.

Once an online backup is started, you are free to close Acronis True Image. The backup process will continue in
background mode. If you suspend the backup, turyaif computer, or disconnect it from the Internet, the

backup will resume when you click Back up now or when the Internet connection is restored. A backup
interruption does not cause your data to be uploaded twice.

4.2 Backing up files and folders

To protectfiles such as documents, photos, music files, video files, there is no need to back up the
entire partition containing the files. You can back up specific files and folders.

To back up files and folders:

1. Start Acronis True Image.

2. On the sidebar, clickaclup.

3. Click the plus sign at the bottom of the backup list.
4

[Optional] To rename the backup, click the arrow next to the backup name Relitkme and
then enter a new name.

5. Click theBackup sourcarea, and then seledtiles and folders



6. Inthe opened windw, select the check boxes next to the files and folders that you want to back
up, and then cliclOK

(B Acronis True Image 2016 for 3 computers
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Files and folders Select

851.87 MB destination
adm

Cancel

7. Click theBackup destinatiorarea, and then select a destination for backup:

A Acronis Cloud Sign in to your Acronis account, and then olidk

If you donot have an Acronis account, cliCkeate accounttype your email address,
password, and then click théreate accounbutton. Refer taAcronis accoungp. 24) for
details.

A Your external drive When an external drive is plugged intour computer, you can select it
from the list.

A Browsa Select a destination from the folder tree.

8. [optional step] CliclOptionsto set the options for the backup, includisghedulgp. 45),
Schemdp. 47), andPassword protectior{p. 55). For more information seBackup optiongp.
43).

9. Perform one of the following:

A To run the backup immediately, cliBlack up now

A To run the backup later or on a schedule, click the mlawrow to the right of theBack up
now button, and then clickater.

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to
complete. Further backup processes will likely be much faster, because onlysctwafilgs will be transferred
over the Internet.

4.3 Backup options

When you create a backup, you can change additional options andlfireethe backup process. To
open the options window, select a source and destination for a backup, and the®pliciks.

Note that options of each backup type (diskel backup, fildevel backup, online backup, nonstop
backup) are fully independent and you should configure them separately.



After you have installed the application, all options are set to the initial saMeu can change them
for your current backup operation only or for all backups that will be created in future. Select the
Save the settings as defautheck box to apply the modified settings to all further backup operations
by default.

[E=8 B
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My system Disk backup options
E\
Schedule Backup scheme Notifications Exclusions Advanced

D'_ Image creation mode ~

Back up sector-by-sector [?]

Back up unallocated space [7]

EI Pre/Post commands
VA Backup splitting

a Validation

ﬁl Backup reserve copy
g Removable media settings
=]

Backup comment

Save as default Initial settings Cancel | | Ok

If you want toreset all the modified options to the values that were set after the product installation
initially, click theReset to initial settingsutton. Note that this will reset the settings for the current
backup only. To reset the settings for all further baguk clickReset to initial settingsselect the

Save the settings as defautheck box, and then cli€BK
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4.3.1 Scheduling

TheScheduletab allows you to specify the backup and validation schedule settings.

(A Acronis True Image 2016 (=R 5
My system Disk backup options
E\

Schedule Backup scheme Notifications Exclusions Advanced

Daily Weekly

® Weekly Start at | 6:30 PM

Monthly m Tue Wed Thu Fri Sat Sun

Upon event
Nonstop

Do nat schedule

Run the backup only when the computer is idle
Wake up the sleeping/hibernating computer

Prevent the computer from going to sleep/hibernate
Missed backup:

Run at system startup with delay (in minutes): 0

| Cancel | | Ok |

You can choose and set up one of the following backup or validation frequencies:

A

A

-

Nonstop(p. 35)t The backup will run every five mitas.
Daily(p.46)t The operation will be executed once a day or more frequently.

Weekly(p.46)T1 The operation will be executed once a week or several times a week on the
selected days.

Monthly (p.46)t The operation will be executed once a month or several times a month on the
selected dates.

Upon event(p.47)t The operation will be executed upon an event.

Do not schedule The scheduler will be turned off for the currerperation. In this case the
backup or validation will run only when you clgick up nowor Validaterespectively in the
main window.

Advanced settings

ClickingAdvanced settingsllows you to specify the following additional settings for backup and
validdion:

A

To postpone a scheduled operation until the next time the computer is not in use (a screen saver
is displayed or computer is locked), select Bun the backup only when the computer is idle

check box. If you schedule validation, the check box dglhge toRun the validation only when

the computer is idle

If you want to wake up the sleeping/hibernating computer to perform the scheduled operation,
select theWake up the sleeping/hibernating computerheck box.

If the computer is switched off whentscheduled time comes, the operation won't be
performed. You can force the missed operation to run at the next system startup. To do so,
select theRun at system startugheck box.



Additionally, you can set a time delay to start backup after the systartup. For example, to
start backup 20 minutes after system startup, tyg@in the appropriate box.

A If you schedule a backup to a USB flash drive or validation of a backup that is located on a USB
flash drive, one more check box apped®sin when the curent destination device is attached
Selecting the check box will let you perform a missed operation when the USB flash drive is
attached if it was disconnected at the scheduled time.

A If you want to regularly back up data located on a removable mediaample USB flash drive)
or remote storage (for example network folder or NAS), we recommend that you seleRuthe
when the current source device is attachetheck box. This is useful because an external storage
device may be often unavailable at the ednled moment of backup. In that case, if the check
box is selected, the missed backup operation will start when the device is connected or attached.

4.3.1.1  Daily execution parameters
You can set up the following parameters for daily operation execution:

A Start ime or periodicity

A If you selecit, set the operation's start time. Enter hours and minutes manually, or set the
desired start time using the up and down buttons. You can specify several start times by
clickingAdd.

A If you selecEvery choose daily opeton periodicity from the dropdown list (for example,
every 2 hours).

Description of theAdvanced settingsee inSchedulindp. 45).

4.3.1.2 Weekly execution parameters
You can set up the following parameters for weekly operation execution:

-

A Week days
Select the days on which to execute the operation by clicking on their names.

A Start time
Set the operation's start time. Enter hours and minutes manually, or set the desired start time
using the up and down buttons.

Description of theAdvanced sttings see inSchedulingp. 45).

4.3.1.3  Monthly execution parameters

You can set up the following parameters for monthly operation execution:

A Periodicity or dates

A If you selecEvery choose a numeral and the day of the week from the dimpn lists
(example: First Mondaythe operation will be performed on the first Monday of every
month)

-

A If you selecOn, choose the date(s) for operation execution (example: you may want the
operation to be run on the 10th, 20th, and last day of the nignt

A Start time
Set the operation's start time. Enter hours and minutes manually, or set the desired start time
using the up and down buttons.

Description of theAdvanced settingsee inSchedulindp. 45).



43.1.4 Upon event execution parameters
You can set up the following parameters for the Upon event operation execution:
A Event

A User logonc the operation will be executed each time the current user logs on to the OS.
A User logoffc the operation will be executed each time the current user lofjshe OS.
System startupg the operation will be executed at every OS startup.

System shutdown or restarg, the operation will be executed at every computer shutdown
or reboot.

A Additional condition

A If you want to run an operation only at the first ocoemce of the event on the current day,
select theOnce a day onlgheck box.

A
A

Description of theAdvanced settingsee inSchedulindp. 45).

4.3.2 Backup schemes

Backup schemes along with the scheduler help you to set up your backupgstratee schemes
allow you to optimize backup storage space usage, improve data storage reliability, and
automatically delete the obsolete backup versions.

For online backups, the backup scheme is preset and cannot be changed. After the initial full backup,
only incremental versions are created.

The backup scheme defines the following parameters:

A Backup methods that will be used to create backup versions (full, differential or incremental)
A Sequence of the backup versions created using different methods

A Versbn cleanup rules

B Acrenis True Image 2016 ===
My system Disk backup options
E\
Schedule Backup scheme Notifications Exclusions Advanced
Backup scheme:
Incremental scheme
Which scheme to choose?
Backup method:
An incremental backup version stores the changes that
Incremental
have occurred since the last version.
Difference between methods
Create only incremental versions after the initial full version
@ Create a full version after every 5 incremental versions
Turn on automatic deanup
Save as default Initial settings | Cancel | | Ok |

Acronis True Image allows you to choose from the following backup schemes:



A Single versior{p. 48) - select this scheme if you want to use the smallest backup storage.
A Version chain(p. 48) - this may be the optimal scheme in many cases.
A

Incremental- select to create a full version after every five incremental versions. This is the
default scheme.

A Differential - select to create only differential backups after an initial full backup.
A Custom(p. 49) - select to set up a backup scheme manually.

You can easily change the backup scheme for &pisting backup. This will not affect the integrity
of the backup chains, so you will be able to recover your data from any previokgpaersion.

You cannot change the backup scheme when backing up to optical media such as a DVD/BD. In this case,
Acronis True Image by default uses a custom scheme with only full backups. This is because the program cannot
consolidate backups stored optal media.

4.3.2.1  Single version scheme

This backup scheme is the same for both disk backup and file backup types (except scheduler
settings).

The program creates a full backup version and overwrites it every time according to the specified
schedule or whengu run backup manually.

Backup scheduler setting for disk backup: monthly.
Backup scheduler setting for file backup: daily.
Result: you have a single-tp-date full backup version.

Required storage space: minimal.

4.3.2.2  Version chain scheme
This backup schendiffers for disk backup and file backup types.

Disk backup version chain

At first the program creates the 1st full backup version. The version will be kept until you delete it
manually. After that, according to the specified schedule (or when you run paulnually) the

program creates: 1 full and 5 differential backup versions, then again 1 full and 5 differential backup
versions and so on. The versions will be stored for 6 months. After the period the program analyzes if
the oldest backup versions (exddhe 1st full version) may be deleted. It depends on the minimum
number of versions (eight) and version chains consistency. The program deletes the oldest versions
one by one after creating new versions with the same backup method (for example, the oldest
differential version will be deleted after creation of the newest differential version). First of all the
oldest differential versions will be deleted, thethe oldest full version.

Backup scheduler setting: monthly.

Result: you have monthly backup vierss for the last 6 months plus the initial full backup version
that may be kept for a longer period.

Required storage space: depends on the number of versions and their sizes.

File backup version chain



According to the specified schedule (or when youlvaokup manually) the program creates: 1 full

and 6 incremental backup versions, then again 1 full and 6 incremental versions and so on. The
versions will be stored for 1 month. After the period the program analyzes if the oldest backup
versions may be deled. It depends on the version chain consistency. To keep the consistency, the
program deletes the oldest versions by chains "1 full + 6 incremental backup versions" after creating
a new analogous version chain.

Backup scheduler setting: daily.
Result: yothave backup versions for every day of the last month.

Required storage space: depends on the number of versions and their sizes.

43.2.3 Custom schemes

With Acronis True Image you also can create your own backup schemes. Schemes can be based on
the pre-defined kackup schemes. You can make changes in a selectetefired scheme to suit
your needs and then save the changed scheme as a new one.

You cannot overwrite existing pdefined backup schemes.

In addition, you can create custom schemes from scratch basddllp differential or incremental
backup versions.

So first of all select one of the backup methods in the appropriate box.

A Full(p.29)
Select this method if you want to create only full backup versions.
A Differential(p. 29)

Select this method if you want to create backup chains containing only full and differential
backup versions.

You can configure the scheme by using one of the following options:

A Create only differential versions after the initial full versi - select this item to create only
one backup version chain. Automatic cleanup is not available for this option.

A Create a full version after every [n] differential versionselect this item to create several
backup version chains. This is a more rddidlut more space&€onsuming backup scheme.

A Incremental(p. 29)

Select this method if you want to create backup chains containing only full and incremental
backup versions.

You can configure the scheme by using one of the followinpogt

A Create only incremental versions after the initial full versieselect this item to create only
one backup version chain. Automatic cleanup is not available for this option.

A Create a full version after every [n] incremental versionselect thistem to create several
backup version chains. This is a more reliable but more spagsuming backup scheme.

Automatic cleanup rules

To delete obsolete backup versions automatically, you can set one of the following cleanup rules:

A Delete versions older tha [defined period](available for full method only)Select this option to
limit the age of backup versions. All versions that are older than the specified period will be
automatically deleted.



A Delete version chains older than [defined perio(@vailablefor incremental and differential
methods only) Select this option to limit the age of backup version chains. The oldest version
chain will be deleted only when the most recent backup version of this chain is older than the
specified period.

A Store no morethan [n] recent versiongavailable for full method only)Select this option to
limit the maximum number of backup versions. When the number of versions exceeds the
specified value, the oldest backup version will be automatically deleted.

A Store no morethan [n] recent version chaingavailable for incremental and differential methods
only)- Select this option to limit the maximum number of backup version chains. When the
number of version chains exceeds the specified value, the oldest backup versionvihbe
automatically deleted.

A Keep size of the backup no more than [defined siz&elect this option to limit maximum size of
the backup. After creating a new backup version, the program checks whether the total backup
size exceeds the specified valuf it's true, the oldest backup version will be deleted.

The first backup version option

Often the first version of any backup is one of the most valuable versions. This is true because it
stores the initial data state (for example, your system pantiticith recently installed Windows) or
some other stable data state (for example, data after a successful virus check).

Do not delete the first version of the backupSelect this check box to keep the initial data state. The
program will create two initiaflull backup versions. The first version will be excluded from the
automatic cleanup, and will be stored until you delete it manually.

If you select incremental or differential method, the first backup chain will start from the second full
backup versionAnd only the third version of the backup will be incremental or differential one.

Note that when the check box is selected, Biwre no more than [n] recent versionsheck box will
change toStore no more than 1+[n] recent versions

Managing custom backyp schemes

If you change anything in an existing backup scheme, you can save the changed scheme as a new
one. In this case you need to specify a new name for that backup scheme.

A You can overwrite existing custom schemes.

A You cannot overwrite existing paefined backup schemes.

A In a scheme name, you can use any symbols allowed by OS for naming files. The maximum length
of a backup scheme name is 255 symbols.

A You can create not more than 16 custom backup schemes.

After creating a custom backup scheme, yon aae it as any other existing backup scheme while
configuring a backup.

You can also use a custom backup scheme without saving it. In this case, it will be available only for
the backup where it was created and you will be unable to use it for otheipack

If you do not need a custom backup scheme anymore, you can delete it. To delete the scheme, select
it in the backup schemes list, cliDelete, and then clickoelete schemen the confirmation window.

The predefined backup schemes cannot be deleted.




Examples of custom schemes
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Case: You have files and/or folders you work with every day. You need to save your daily work results

and want to be able to recover data state to any date forthe a4 G KNBXS 6SS1a® [ SiQa
do this using a custom backup scheme.

1. Start configuring a file backup. Refer to Backing up files and folders for details.

2. ClickOptions, openScheduldgab, then clickDailyand specify a start time for the backup
operation. For example, if you finish your everyday work at 8 PM, specify this time or a little later
(8.05 PM) as the start time.

3. Open theBackup schem#ab, and then choos€ustom scheménstead ofincremental scheme
4. In theBackup methodbox, selectncremental from the drop down list.
5. ClickCreate a full version after every [n] incremental versiqrend type or select "6".

In that case, the program will first create the initial full backup version (no matter how you set up
a backup process, the first bagkversion will always be the full one), and then 6 incremental
versions day by day. Then, it will create 1 full version and 6 incremental versions again and so on.
So every new full version will be created in exactly a week's time.

6. To limit the storage the for the versions, clickurn on automatic cleanup

7. ClickDelete version chains older than [n] days/pe or select "21", and clicBK

8. IntheFile Backupvindow, check that all settings are correct and cBelck up now If you want
your first backup taun only at the time you specified in the Scheduler, click the down arrow to
the right of theBack up nowbutton and select.aterin the drop down list.
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Case: You need to blaup your system partition twice a month and create a new full backup version
every two months. In addition, you want to use no more than 100 GB of disk space to store the
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1. Start canfiguring a disk backup. ReferBacking up disks and partitiofs. 41).
2. Select your system partition (usually C:) as the backup source.
3. ClickOptions, openSchedulegab, then clickvionthly and specify, for example, the 1st and 15th
days of the month. This will result in a backup version in about every 2 weeks. Then specify a
start time for the backup operation.
4. Open theBackup schemgab, and then choos€ustom scheménstead ofincremental scheme

5. In theBackup methodox, selecDifferential from the drop down list.

6. ClickCreate a full version after every [n] differential versionand type or select "3".
In that case the program will first create the initial full backup version (no matter how you set up
a backup process, the firbackup version will always be the full one), and then 3 differential
versions, each one in about two weeks. Then again a full version and 3 differential versions and
so on. So every new full version will be created in two months.

7. To limit storage spacef the versions, clickurn on automatic cleanup

8. ClickKeep size of the backup no more than [defined sizwpe or select "100" "GB", and click
OK

When the total backup size exceeds 100 GB, Acronis True Image will clean up the existing backup versions
to make the remaining versions satisfy the size limit. The program will delete the oldest backup chain
consisting of a full backup version and 3 differential backup versions.




9. IntheDisk Backupvindow, check that all settings are correct and cBelck up ow. If you want
your first backup to be run only at the time you specified in the Scheduler, click the down arrow
to the right of theBack up nowbutton and selectaterin the drop down list.

4.3.3 Notifications for backup operation

Sometimes a backup or recery procedure can last an hour or longer. Acronis True Image can notify
you when it is finished via email. The program can also duplicate messages issued during the
operation or send you the full operation log after operation completion.

By default, all atifications are disabled.

Free disk space threshold

You may want to be notified when the free space on the backup storage becomes less than the
specified threshold value. If after starting a backup Acronis True Image finds out that the free space
in the ®lected backup location is already less than the specified value, the program will not begin
the actual backup process and will immediately inform you by displaying an appropriate message.
The message offers you three choieés ignore it and proceed wlitthe backup, to browse for

another location for the backup or to cancel the backup.

If the free space becomes less than the specified value while the backup is being run, the program
will display the same message and you will have to make the same decisio

To set the free disk space threshold:

A Select theShow notification message on insufficient free disk spateck box
A In the Sizebox, type or select a threshold value and select a unit of measure
Acronis True Image can monitor free space on the faligvgtorage devices:

A Local hard drives

A USB cards and drives

A Network shares (SMB/NFS)

The message will not be displayed if e not show messages and dialogs while processing (silent mode)
check box is selected in tBeror handlingsettings.

This optioncannot be enabled for FTP servers and CD/DVD drives.

Email notification

You can specify an email account that will be used to send you email notifications.

To configure the email notifications:

1. Select theSend email notifications about the operation stateheck box.
2. Configure email settings:

-

A Enter the email address in thieofield. You can enter several email addresses in a
semicolondelimited format.

A Enter the outgoing mail server (SMTP) in @atgoing mail server (SMTHRigld.
A Set the port of the outgimg mail server. By default the port is set to 25.
A

If required, select th&MTP authenticatiortheck box, and then enter the user name and
password in the corresponding fields.

3. To check whether your settings are correct, click 8amd test messageutton.



If the test message sending fails, then perform the following:

1. ClickShow extended settings
2. Configure additional email settings:

A Enter the email sender address in tHeromfield. If you are not sure what address to specify,
then type any address you éikn a standard format, for exampéaa@bbb.com

A Change the message subject in Bebjectfield, if necessary.

To simplify monitoring a backup status, you can add the most important information to the
subject of the email messages. You can type the fatiguext labels:

%BACKUP_NAME%e backup name
%COMPUTER_NAME®#ame of the computer where the backup was started
%OPERATION_STATUSSsult of the backup or other operation

For example, you can typ8tatus of backup %BACKUP_NAME%: %OPERATION_STATUS%
(%CONPUTER_NAME%)

A Select theLog on to incoming mail servatheck box.

A Enter the incoming mail server (POP3) in B@P3 servefield.

A Set the port of the incoming mail server. By default, the port is set to 110.
3. Click theSend test messaglutton again.

v > >

Additional notification settings:
A To send a notification concerning process completion, selecB#ral notification upon
operation's successful completiocheck box.

A To send a notification concerning process failure, selecSered notification upon operation
failure check box.

A To send a notification with operation messages, select3bed notification when user
interaction is requiredcheck box.

A To send a notification with full log of operations, select &udl full log to the notificationcheck
box.

4.3.4 Excludng items from backup

If you want to exclude unnecessary files from a backup, specify the appropriate file types on the
Exclusiongab of the backup options. You can specify exclusions for disk backups, file backups or
online backups.

When you select a spi#ic file for backup, it cannot be excluded by the exclusion settings. The
settings are applicable only to files located on a partition, disk, or inside a folder selected for backup.



How to use the default exclusion settings

After you have installed the g@fication, all the exclusion settings are set to the initial values. You can
change them for your current backup operation only or for all backups that will be created in future.
Select theSave as defaultheck box to apply the modified settings to alither backup operations

by default. If you want to reset all the modified settings to the values that they were originally set to
when the product was installed, click tReset to initial settinggutton.

B Acronis TrueImage 2016 =N IR =T
My system Disk backup options
E\
Schedule Backup scheme Notifications Exclusions Advanced
Files matching the following criteria:
hiberfil.sys
pagefile.sys
$Recycle.Bin
swapfile.sys
System Volume Information
*tib
*tib.metadata
*tmp
*db3-journal
C\Users\adm\AppData\Local\Temp
C\Users\adm\AppData\Local\Microsoft\Windows\Temporary Internet Files
C\Users\adm\AppData\Local\Google\Chrome\User Data
C\Users\adm‘\AppData\Local\Opera Software
C\Users\adm‘\AppData\Roaming\Opera\Opera
Save as default Cancel | | Ok

What you can exclude and how

You can exclude &t meeting the criteria you specify. To do this, select the Files matching the
following criteria check box, click the plus sign, and then enter the exclusion criterion.

We do not recommend excluding hidden and system files from the backups of your syigom.

How to add an exclusion criterion:

A You can enter explicit file names for exclusion from the backup:
A file.ext- all such files will be excluded from the backup.
A Cifile.ext- the file.ext file on the C: disk will be excluded.

A You can use wildcaharacters (* and ?):
A *.ext-all files with a .ext extension will be excluded.

A 2?name.ext all files with a .ext extension, having six letters in their names (starting with any
two symbols (??) and ending wittame), will be excluded.

A To exclude a foldefrom a diskievel backup, click the plus sign, click the ellipsis button, go to the
directory tree and select the folder you want to exclude, and then @ik

To delete a criterion, for example, added by mistake, click the Delete icon to the ridig of t
criterion.



4.3.4.1 Excluding online data

Before you start a backup, you can reduce the backup size by excluding data that does not need to be
backed up. Acronis True Image now allows you to exclude your local data that is uploaded or
synchronized with thireparty Cloud services, such as Dropbox or Microsoft OneDrive. This data is
already reliably protected and can be easily downloaded to your computer. Therefore you can

exclude it to reduce the backup size and to speed up the backup process.

To exclude an onlia data source from a backup:

1. Before you start the backup process, ckttclude items from backup
2. Clear the check boxes next to the items that you want to exclude, and therOdick

4.3.5 Image creation mode

You can use these parameters to create an exacy cdyour whole partitions or hard disks, and not
only the sectors that contain data. For example, this can be useful when you want to back up a
partition or disk containing an operating system that is not supported by Acronis True Image. Please
note thatthis mode increases processing time and usually results in a larger image file.

A To create a sectdby-sector image, select thBack up sectoby-sectorcheck box.

A Toinclude all unallocated disk space into the backup, seled#io up unallocated spaagheck
box.

This check box is available only when Baxk up secteby-sectorcheck box is selected.

4.3.6 Backup protection

A backup file can be passwepdotected. By default, there is no password protection for backups.

You cannot set or change the backuptpodion option for a preexisting backup.

To protect a backup:

1. Enter the password for the backup into the corresponding field. We recommend that you use a
password longer than seven symbols and containing both letters (in upper and lower cases
preferably)and numbers to make it more difficult to guess.

A password cannot be retrieved. Please memorize the password that you specify for a backup protection.

2. To confirm the previously entered password, retype it into the corresponding field.

3. [optional step] Toricrease the security of your confidential data, you can encrypt the backup
with strong industrystandard AES (Advanced Encryption Standard) cryptographic algorithm. AES
is available with three key lengtlgsl28, 192 and 256 bits to balance performance and
protection as desired.

The 128bit encryption key is sufficient for most applications. The longer the key, the more
secure your data. However, the 192 and A56long keys significantly slow down the backup
process.

If you want to use AES encryption, cBeane of the following keys:
A AES 128to use 128bit encryption key
A AES 192to use 192bit encryption key
A AES 256t0 use 256bit encryption key

If you do not want to encrypt the backup and only want to protect a backup with a password,
selectNone.



4. Having specified the backup settings, cliik
How to get access to a passwefotected backup

Acronis True Image asks for the password every time you try to modify the backup:

Recover data from the backup
Edit settings

Delete

Mount

Move

> > > >

To access thbackup, you must specify the correct password.

4.3.7 Pre/Post commands for backup

You can specify commands (or even batch files) that will be automatically executed before and after
the backup procedure.

For example, you may want to start/stop certain Windgwscesses, or check your data before
starting backup.

To specify commands (batch files):

A Select a command to be executed before the backup process starts Rréftmmmandfield. To
create a new command or select a new batch file, clickBtiébutton.

A Select a command to be executed after the backup process ends Rogteommandfield. To
create a new command or select a new batch file, clickBtiébutton.

Please do not try to execute interactive commands, i.e. commands that require user input (fo
example, "pause"). These are not supported.

4.3.7.1  Edit user command for backup
You can specify user commands to be executed before or after the backup procedure:

A In theCommandfield, typein a command or select it from the list. Clicko select a batcfiile.

A In theWorking directoryfield, typein a path for command execution or select it from the list of
previously entered paths.

A In the Argumentsfield enter or select command execution arguments from the list.

Disabling théDo not perform operationsuntil the command's execution is completgarameter
(enabled for Pre commands by default), will permit the backup process to run concurrently with your
command execution.

TheAbort the operation if the user command faienabled by default) parameter wabort the
operation if any errors occur in command execution.

You can test a command you entered by clickingTtast commandutton.



4.3.8 Backup splitting

Acronis True Image cannot split already existing backups. Backups can be split only when being created

Large backups can be split into several files that together make up the original backup. A backup can
also be split for burning to removable media.

The default setting Automatic. With this setting, Acronis True Image will act as follows.

When backing p to a hard disk:

A If the selected disk has enough space and its file system allows the estimated file size, the
program will create a single backup file.

A If the storage disk has enough space, but its file system does not allow the estimated file size, the
program will automatically split the image into several files.

A If you do not have enough space to store the image on your hard disk, the program will warn you
and wait for your decision as to how you plan to fix the problem. You can try to free some
additional space and continue or select another disk.

When backing up to a CB/RW, DVER/RW, DVD+R/RW, BR/RE:
A Acronis True Image will ask you to insert a new disk when the previous one is full.

Alternatively, you may select the desired file size fromdhap-down list. The backup will then be
split into multiple files of the specified size. This is useful when you store a backup to a hard disk in
order to burn the backup to CR/RW, DVER/RW, DVD+R/RW or BURE later on.

Creating images directly on (ORW, DVER/RW, DVD+R/RW, BURE might take considerably more time
than it would on a hard disk.

4.3.9 Backup validation option
You can specify the following settings:

A Vvalidate backup when it is createdSelect to check the integrity of the backup version
immedately after backup. We recommend that you enable this option when you back up your
critical data or system disk.

A Validate backup regularly Select to schedule validation of your backups to ensure that they
remain "healthy".

The default settings are aslfows:

A Frequencyonce a month.

A Day:the date when the backup was started.
Time:the moment of backup start plus 15 minutes.

Advanced settingsthe Run the validation only when the computer is idisheck box is
selected.

Example: You start a backup opeoaton July 15, at 12.00. The backup version is created at
12.05. Its validation will run at 12.15 if your computer is in the "screen saver"” state at the
moment. If not, then the validation will not run. In a month, August 15, at 12.15, the validation
will start again. As before, your computer must be in the "screen saver" state. The same will
occur on September 15, and so on.

You can change the default settings and specify your own schedule. For more information see
Schedulindp. 45).

> > >



4.3.10 Backup reserve copy

Backup reserve copy is an independent full backup version created immediately after a normal
backup. Even when you create an incremental or differential backup version containing only data
changes, the reserve copy will contain bk data selected for the normal backup. You can save
reserve copies of your backups on the file system, a network drive, or a USB flash drive.

Please, be aware that CD/DVDs are not supported as locations for reserve copies.

To make a reserve copy:

1. Select he Create a reserve copy of my backugiseck box.
2. Specify a location for the backup copies.

You can protect the reserve copy with a password. All other backup options will be inherited
from the source backup.

4.3.11 Removable media settings

When backing up to raovable media, you can make this media bootable by writing additional
components to it. Thus, you will not need a separate bootable disk.

Acronis True Image does not support creating bootable media if a flash drive is formatted in NTFS or exFAT. The
drivemust have a FAT16 or FAT32 file system.

The following settings are available:

A Place Acronis True Image on media

Acronis True Imageincludes support of USB, PC Card (formerly PCMCIA) and SCSI interfaces
along with the storage devices connected via thend ¢herefore is strongly recommended.

A Place Acronis System Report on media

Acronis System Reportthe component allows you to generate system report that is used for
collecting information about your system in case of any program problem. Report gemevali

be available before you start Acronis True Image from the bootable media. The generated system
report can be saved to a USB flash drive.

A Place Acronis On€lick Restore on media
Acronis OneClick Restorés a minimal addition to your bootable medi@lowing oneclick data
recovery from an image backup stored on this media. This means that when booting from the

media and after clickinBecover all data will be silently recovered to its original place. No
options or selections such as resizing pigntis will be possible.

Acronis On€Click Restore can be added to the media only when creating a full backup of an entire hard
disk.

A Ask for first media while creating backups on removable media

You can choose whether to display the Insert First Media ptasinen backing up to removable
media. With the default setting, backing up to removable media may not be possible if the user is
away, because the program will wait for someone to press OK in the prompt box. Therefore, you
should disable the prompt wherceduling a backup to removable media. Then, if the

removable media is available (for example;:RBW inserted) the backup can run unattended.

If you have other Acronis products installed on your computer, the bootable versions of these
programs' componets will be offered as well.



4.3.12 Backup comment

This option allows you to add comments to the backup. Backup comments may help you to find the
necessary backup later, when recovering data by using bootable media.

If a backup does not have comments, type youmment in the comments area. When a comment
already exists, you can edit it after clickigdit

4.3.13 Error handling

When the program encountered an error while performing backup, it stops the backup process and
displays a message, waiting for a response @m to handle the error. If you set an error handling
policy, the program will not stop the backup process, but will simply handle the error according to
the set rules and continue working.

You can set the following error handling policy:

A Do not show messges and dialogs while processing (silent mod&nable this setting to ignore
errors during backup operations. This is useful when you cannot control the backup process.

A Ignore bad sectors This option is available only for disk and partition backupstdtyou
successfully complete a backup even if there are bad sectors on the hard disk.

We recommend that you select this check box when your hard drive is failing, for example:
A Hard drive is making clicking or grinding noises during operation.

A The S.M.R.T. system has detected hard drive issues and recommends that you back up the
drive as soon as possible.

When you leave this check box cleared, the backup may fail because of possible bad sectors on
the drive.

A When not enough space in ASZ, delete the atibackup(the preset is enabled)We
recommend that you select this check box when planning unattended scheduled backups to the
Acronis Secure Zone. Otherwise, when the Acronis Secure Zone is full during a backup operation,
Acronis True Image suspend®thackup and requires your action. The dialog will open even
when theDo not show messages and dialogs while processing (silent medting is enabled.

A Repeat attempt if a backup failsThis option allows you to automatically repeat a backup
attempt if the backup fails for some reason. You can specify number of attempts and time
interval between attempts. Note that if the error interrupting the backup persists, then the
backup will not be created.

This option is not available, when you back up your ¢tataUSB flash drive or USB hard drive.

4.3.14 File-level security settings for backup
You can specify security settings for backed up files (these settings relate only to file/folder backups):

A Preserve file security settings in backupselecting this option Wl preserve all the security
properties (permissions assigned to groups or users) of the backup files for further recovery.

By default, files and folders are saved in the backup with their original Windows security settings
(i.e. permissions for read, Ve, execute and so on for each user or user group, set in file
Properties-> Security). If you recover a secured file/folder on a computer without the user
specified in the permissions, you may not be able to read or modify this file.



To eliminate this kid of problem, you can disable preserving file security settings in backups.
Then the recovered files/folders will always inherit the permissions from the folder to which they
are recovered (parent folder or disk, if recovered to the root).

Or, you can dable file security settings during recovery, even if they are available in the backup.
The result will be the same.

A In backups, store encrypted files in a decrypted stdtbe preset is disabled)check the option
if there are encrypted files in the bagkand you want them to be accessed by any user after
recovery. Otherwise, only the user who encrypted the files/folders will be able to read them.
Decryption may also be useful if you are going to recover encrypted files on another computer.

If you do notuse the encryption feature available in Windows XP and later operating systems,
simply ignore this option. (Files/folders encryption is seRiaperties-> General-> Advanced
Attributes -> Encrypt contents to secure daja

These options relate only tddifolder backups.

4.3.15 Computer shutdown

If you know that the backup process you are configuring may take a long time, you may select the
Shut down the computer after the backup is completheck box. In this case, you will not have to
wait until the operatim completion. The program will perform the backup and turn off your
computer automatically.

This option is also useful when you schedule your backups. For example, you may want to perform
backups every weekday in the evening to save all your work. Schibeéubackup and select the

check box. After that you may leave your computer when you finish your work knowing that the
critical data will be backed up and the computer will be turned off.

4.3.16 Acronis Cloud cleanup

This option is only available for online kap.

You can configure the cleanup settings for Acronis Cloud to optimize usage of its space.

To set the limits for the amount of versions on Acror@oud:

A Select theDelete versions that are older thaoheck box and enter a value that limits the
maximumage of the older versions. All other versions will be automatically deleted except the
most recent versions.



A Selectthgl 12 NB y2 Y2NB (i Kthetk box aNdetré ¢ vialuettaNitnits the &
maximum number of all versions in the storage.

B Acronis TrueImage 2016 for 3 computers =N ECR =<
Entire PC Online backup options
My system Schedule Motifications Exclusions Advanced
E\
C,?;I) Acranis Cloud deanup ~
Delete file versions that are older than: 6 Months
Store no more than: |20 recent file versions
O Backup protection
Performance
@ Data center
Save as default Cancel | | Ok

4.3.17 Online backup protection

To protect your data on Acronis Cloud from unauthorized access, you can use encryption. In this
case, your data will be stored on Acronis Cloud in an encrypted form. To encrypt and decrypt your
data, the program needs the password, tlyau should specify when you configure the online
backup. You can specify any set of characters you like. Note that the passwordsggsitige.

£ Warning! A password of an online backup cannot be retrieved. Please memorize the password
that you specifyfor backup protection.

While attempting to access the encrypted data, the program asks you to enter the password.

Note that you cannot set or change the password for agxisting online backup.

4.3.18 Selecting a data center for backup

This option is only ailable for online backup.

When you create a backup to Acronis Cloud, your data is uploaded to one of the Acronis data centers
located in different countries. Initially, the data center is defined as the one closest to your location
when you create your Aanis account. Afterwards, your online backups and synced files are stored

in the same data center, by default.

We recommend that you set the data center for a backup manually, when you are in a different
country and your default data center is not the s#st to your current location. This will significantly
increase the data upload rate.

Note: You cannot change the data center for ag@xesting backup.




To select a data center:

1. On the Online Backup Options screen, dlidkanced and then cliclData cente.
2. Select the country that is closest to your current location.

4.3.19 Performance of backup operation

Compression level

You can choose the compression level for a backup:

A None-the data will be copied without any compression, which may significantly increase t
backup file size.

A Normal-the recommended data compression level (set by default).

A High- higher backup file compression level, takes more time to create a backup.

A Maximum - maximum backup compression, but takes a long time to create a backup.

The optinal data compression level depends on the type of files stored in the backup. For example, even
maximum compression will not significantly reduce the backup size, if the backup contains essentially
compressed files, like .jpg, .pdf or .mp3.

You cannot sedr change the compression level for a4prasting backup.

Operation priority

Changing the priority of a backup or recovery process can make it run faster or slower (depending on
whether you raise or lower the priority), but it can also adversely affezipdrformance of other

running programs. The priority of any process running in a system, determines the amount of CPU
usage and system resources allocated to that process. Decreasing the operation priority will free
more resources for other CPU tasks réasing backup or recovery priority may speed up the process
by taking resources from the other currently running processes. The effect will depend on total CPU
usage and other factors.

You can set up the operation priority:

A Low(enabled by default) the backup or recovery process will run slower, but the performance
of other programs will be increased.

A Normal- the backup or recovery process will have the equal priority with other processes.

A High-the backup or recovery process will run faster, but tleefprmance of other programs will
be reduced. Be aware that selecting this option may result in 100% CPU usage by Acronis True
Image.

Network connection transfer rate

When you back up data to Acronis Cloud, network drives, or FTP, you can change théi@onnec
speed used by Acronis True Image. Set the connection speed that will allow you to use Internet and
network resources without annoying slowdowns.

To set up the connection speed, select one of the following options:
A Optimal
The data transfer rate is nahanged by Acronis True Image.

A Maximum (available for online backups only)

This option significantly speeds up the upload process, but at the same time the Internet
connection speed decreases for other applications. The optimization mechanism splittahe d
into small portions, and then uploads these portions via multiple network connections. In the



target Acronis data center, the split data is assembled back to the initial state, and then stored in
the cloud storage.

A Limit upload speed to
You can specifg maximum value for data upload speed.

4.4 Operations with backups

In this section

Backup operations MeNU............uveviiiiiiiiiiieeee e 63
Backup lIStICONS........cuiiiiiiiiiiei e 64
Validatng Dackups..........ccuveiiiiiiiiieee e 65
Backup to various places...........cccvveiveiiiiiiiiiieeee e 65
Adding an existing backup to the liSt.............cccooiiiiiiiiiis 66
Deleting backups and backMprsions...........ccceeevvevviiiiiiiiiiiiineeeeenn. 66
Backing up to Acronis Cloud from several computers................... 6.7
Removing data from Acronis Cloud............ccccuvvvveeiiiiiiiieceeee Qa7

4.4.1 Backup operations menu

The backumperations menu provides quick access to additional operations that can be performed
with the selected backup.

Rename

Validate

Open location

Clone settings

Move...

Delete...

The backup operations menu can contain the following items:

-

A Rename(not available for online backupsallows you to set a new name for a ag in the list.
The backup files will not be renamed.

A Reconfigurg(for backups manually added to the backup kst)lows configuring the settings of a
backup created by a previous Acronis True Image version. This item may also appear for backups
createdon another computer and added to the backup list without importing their settings.

Without backup settings, you cannot refresh the backup by clidBaak up now Also, you
cannot edit and clone the backup settings.

A Reconfigurgfor online backups)allows you to bind a selected online backup to the current
computer. To do this, click this item and reconfigure settings of the backup. Note that only one
online backup can be active on one computer.

A Validate- starts backup validation.
A Open location- opensthe folder containing the backup files.



A Clone settings Creates a new empty backup box with the settings of the initial backup and
named(1) [the initial backup name]Change the settings, save them, and then @&iakk up
now on the cloned backup box.

A Move- click to move all the backup files to another location. The subsequent backup versions
will be saved to the new location.

If you change the backup destination by editing the backup settings, only new backup versions
will be saved to the new locatioithe earlier backup versions will remain in the old location.

A Delete- depending on a backup type, this command completely deletes the backup from its
location or allows you to choose whether you want to delete the backup completely or the
backup box onlyWhen you delete a backup box, the backup files remain in the location, and you
will be able to add the backup to the list later. Note that when you delete a backup completely,
the deletion cannot be undone.

4.4.2 Backup list icons

While working with the backulist you will see special icons. The icons give you the following
information:

A Backup type
A Backup current state

My backups

[ 2om

% I_Entire PC

I—_IG) Nonstop backup

Q System disk

Backup type icons

E Entire PC backup
Disklevel backup

E Filelevel backup

Nonstop backup

Backup state icons

e The last backup failed.












































































































































































































































































































