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1 Introduction  
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1.1 What is AcronisÈ True ImageÊ? 
Acronis True Image is an integrated software suite that ensures the security of all of the information 
on your PC. It can back up your documents, photos, email, and selected partitions, and even the 
entire disk drive, including operating system, applications, settings, and all of your data. 

Backups allow you to recover your computer system should a disaster occur, such as losing data, 
accidentally deleting critical files or folders, or suffering a complete hard disk crash. 

Online Backup allows you to store your files and disks on Acronis Cloud. Your data will be protected 
even if your computer is lost, stolen, or destroyed, and your data can be entirely recovered onto a 
new device, if needed. 

Key features: 

Á Disk backup to a local storage and to Acronis Cloud (p. 41) 

Á File backup to a local storage and to Acronis Cloud (p. 42) 

Á Rescue bootable media (p. 118) 

Á Hard disk cloning (p. 109) 

Á Data archiving (p. 94) 

Á Family data protection (p. 97) 

Á File synchronization (p. 99) 

Á Security and privacy tools (p. 117) 

Getting started 

Learn how to protect your computer with two simple steps: "Protecting your system (p. 15)". 

 
 

1.2 Alternatives to the removed features 
After a detailed review, it was decided to remove a number of outdated and redundant features 
from Acronis True Image. The following is the list of the features that were removed and alternative 
ways of performing the same functions and operations in your version of Acronis True Image. 

For more information, refer to the Knowledge Base article: https://kb.acronis.com/content/48662. 
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Á Email backup. This feature becomes less and less popular, since most of our customers use 
web-based email systems. Please use disk-level backup instead. Refer to Backing up disks and 
partitions (p. 41) for details. 

Á Local and mixed synchronization. We recommend that you use cloud-based sync, instead. 
Acronis Cloud is much more reliable storage than a USB flash drive, an internal hard drive, or an 
external hard drive. One more important advantage τ your data in Acronis Cloud is accessible 
anytime, anywhere. Refer to Sync creation (p. 101) for details. 

Á Backup version consolidation. You can control the number of your backup versions by specifying 
it in the backup scheme. Refer to Backup schemes (p. 47) for details. 

Á Manual backup deletion. You can delete an entire backup, configure automatic cleanup rules, or 
delete a specific backup version while working in the recovery environment (bootable media). 
Refer to Deleting backups and backup versions (p. 66) for details. 

The following features have been removed, as they were originally designed for Windows XP. 

Á Acronis Extended Capacity Manager. In Windows Vista and later, hard drives of over 3 TB in size 
are supported by the operating system. 

Á Trim SSD. In Windows 7 and later, trimming SSD is natively integrated in the operating system. 
 

1.3 System requirements and supported media 

1.3.1 Minimum system requirements 

Acronis True Image requires the following hardware: 

Á Processor Pentium 1 GHz 

Á 1 GB RAM 

Á 1.5 GB of free space on a hard disk 

Á CD-RW/DVD-RW drive or USB flash drive for bootable media creation 

Á Screen resolution is 1152 x 720 

Á Mouse or other pointing device (recommended) 

Additionally, you need to have administrator privileges to run Acronis True Image. 
 

1.3.2 Supported operating systems 

Acronis True Image has been tested on the following operating systems: 

Á Windows XP SP3 (32-bit) * 

Á Windows 7 SP1 (all editions) 

Á Windows 8 (all editions) 

Á Windows 8.1 (all editions) 

Á Windows 10 (all editions) 

Á Windows Home Server 2011 

* Limited support. Some features may not work properly. For example, Online Dashboard and 
Archiving. 

Acronis True Image Small Office has been tested on the following operating systems: 

Á Windows Server 2008 R2 Foundation 
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Á Windows Server 2008 R2 Standard 

Á Windows Server 2012 Foundation 

Á Windows Server 2012 Essentials 

Á Windows Server 2012 Standard 

Á Windows Server 2012 R2 Foundation 

Á Windows Server 2012 R2 Essentials 

Á Windows Server 2012 R2 Standard 

Acronis True Image also lets you create a bootable CD-R/DVD-R that can back up and recover a 
disk/partition on a computer running any Intel- or AMD- based PC operating system, including 
[ƛƴǳȄϯΦ όbƻǘŜ ǘƘŀǘ ǘƘŜ LƴǘŜƭ-based Apple Macintosh is not supported.) 
 

1.3.3 Supported file systems 

Acronis True Image for home users supports: 

Á FAT16/32 

Á NTFS 

Á Ext2/Ext3/Ext4 * 

Á ReiserFS * 

Note: ReiserFS partitions and disks cannot be backed up to Acronis Cloud. 

Á Linux SWAP * 

* The Ext2/Ext3/Ext4, ReiserFS, and Linux SWAP file systems are supported only for disk or partition 
backup/recovery operations. You cannot use Acronis True Image for file-level operations with these 
file systems (file backup, recovery, search, as well as image mounting and file recovering from 
images). You also cannot perform backups to disks or partitions with these file systems. 

In addition, Acronis True Image Small Office supports: 

Á ReFS ** (Supported in Windows Server 2012/2012 R2 only) 

** Volume recovery without the volume resize capability 

If a file system is not supported or is corrupted, Acronis True Image can copy data using a 
sector-by-sector approach. 
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1.3.4 Supported Internet connection types 

The table below shows which Internet connection types are supported by the product functions. 

  Internet connection type 

Acronis Console in Windows Acronis Bootable media 

Any connection 
established in 

Windows 

Proxy server Ethernet 
cable 

Wi-Fi Proxy server 

Disk-level and file-level backup 
to Acronis Cloud 

+ - - - - 

Disk-level recovery from 
Acronis Cloud 

+ - + + - 

File-level recovery from Acronis 
Cloud 

+ - - - - 

Data synchronization + - - - - 

Product activation + - *  - - - 

Product update + - **  - - - 

* - You can activate the product by using an activation code. Refer to the Activation from another 
computer section in Activating Acronis True Image (p. 11) for details. 

** - To update the product, download the newer product version from the Acronis website and 
install it over your current one. 
 

1.3.5 Supported storage media 
Á Hard disk drives* 

Á Solid State Drives (SSD) 

Á Networked storage devices 

Á FTP servers** 

Á CD-R/RW, DVD-R/RW, DVD+R (including double-layer DVD+R), DVD+RW, DVD-RAM, BD-R, BD-RE 

Á USB 1.1 / 2.0 / 3.0, eSATA, FireWire (IEEE-1394) and PC card storage devices 

* Limitations on operations with dynamic disks: 

Á Creation of Acronis Secure Zone on dynamic disks is not supported. 

Á Recovery of a dynamic volume as a dynamic volume with manual resizing is not supported. 

Á ¢Ǌȅϧ5ŜŎƛŘŜϯ Ŏŀƴƴƻǘ ōŜ ǳǎŜŘ ŦƻǊ ǇǊƻǘŜŎǘƛƴƎ ŘȅƴŀƳƛŎ ŘƛǎƪǎΦ 

Á "Clone disk" operation is not supported for dynamic disks. 

** An FTP server must allow passive mode file transfers. Acronis True Image splits a backup into files 
with a size of 2GB when backing up directly to an FTP server. 

The firewall settings of the source computer should have Ports 20 and 21 opened for the TCP and 
UDP protocols to function. The Routing and Remote Access Windows service should be disabled. 
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1.4 Installing Acronis True Image 

Installing Acronis True Image 

To install Acronis True Image: 

1. Run the setup file. Before starting the setup process, Acronis True Image will check for a newer 
build on the website. If there is one, the newer version will be offered for installation.  

2. Read the participation terms of the Acronis Customer Experience Program. 

3. Click Install. 

Acronis True Image will be installed on your system partition (usually C:). 

4. When the installation is complete, click Start application. 

5. Read and accept the terms of the license agreement. 

6. In the opened window, sign in to your Acronis account. The product will be automatically 
activated. 

If you install Acronis True Image for home users, you can skip this step. In this case, enter your 
serial number, and then click Activate. 

If you install Acronis True Image Small Office, you must sign in with an account created 
specifically for Acronis True Image Small Office. Refer to Acronis account (p. 24) for details. 

Recovering from an Acronis True Image error 

If Acronis True Image ceased running or produced errors, its files might be corrupted. To repair this 
problem, you first have to recover the program. To do this, run Acronis True Image installer again. It 
will detect Acronis True Image on your computer and will ask you if you want to repair or remove it.  

Removing Acronis True Image 

Select Start -> Settings -> Control panel -> Add or remove programs -> Acronis True Image (or 
Acronis True Image Small Office) -> Remove. Then follow the instructions on the screen. You may 
have to reboot your computer afterwards to complete the task. 

If you use Windows 7 or Windows Server 2008, select Start -> Control Panel -> Uninstall a program 
-> Acronis True Image (or Acronis True Image Small Office) -> Uninstall.  

If you use Windows 8 or Windows Server 2012, click the Settings icon, then select Control Panel -> 
Uninstall a program -> Acronis True Image (or Acronis True Image Small Office) -> Uninstall.  

If you used the Acronis Secure Zone or Acronis Nonstop Backup (p. 35), select in the window that appears what 
to do with the zone and Nonstop Backup storages. 

Upgrading from old versions of Acronis True Image 

If your current version of Acronis True Image is Acronis True Image 2014 or Acronis True Image 2015, 
the new version will simply update it; there is no need to remove the old version and reinstall the 
software. If your current version is older, we recommend that you remove the current version, first. 

Please keep in mind that the backups created by the later program version may be incompatible with 
the previous program versions. Therefore, if you roll back Acronis True Image to an older version, you 
likely will have to re-create the backups using the older version. We strongly recommend that you 
create new bootable media after each product upgrade. 
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1.5 Activating Acronis True Image 
To use Acronis True Image, you need to activate it via the Internet. Without activation the fully 
functional product works for 30 days. If you do not activate it during that period, all the program 
functions become unavailable except the recovery. 

Activating Acronis True Image for home users 

You can activate Acronis True Image either on your computer or from another computer, if your 
computer is not connected to the Internet. 

Activation on a computer connected to the Internet 

If your computer is connected to the Internet, the product will be activated automatically. 

If the computer where you install Acronis True Image does not have Internet connection or if the 
program cannot connect to Acronis Activation Server, click Account on the sidebar, and then select 
one of the following actions: 

Á Try again - select this option to try to connect to the Acronis Activation Server again. 

Á Activate offline - you can activate the program manually from another computer that is 
connected to the Internet (see below). 

Activation from another computer 

If your computer is not connected to the Internet, you may activate Acronis True Image by using 
another computer which has connection to the Internet. 

To activate the product from another computer: 

1. On your computer, install and start Acronis True Image. 

2. On the sidebar, click Account, and then click Activate offline. 

3. In the Acronis True Image Activation window, perform 3 simple steps: 

1. Save your installation code to a file by clicking the Save to file button, and specify a 
removable media as the file location (for example, a USB flash drive). You may also simply 
write down this code on a piece of paper. 

2. On another computer which has the Internet connection, go to 
http://www.acronis.com/activation/. The instructions on the screen will help you to get your 
activation code by using the installation code. Save the obtained activation code to a file on a 
removable media, or write it down on paper. 

3. On your computer, click the Load from file button and specify a path to the file with the 
activation code; or, simply type it into the box from the piece of paper. 

4. Click Activate. 

Activating Acronis True Image Small Office 

To activate Acronis True Image Small Office, your computer must be connected to the Internet. After 
the product installation, sign in to your Small Office account. If your account has a free license of the 
appropriate type (server or computer), the license will be automatically assigned to the computer 
and the product will be automatically activated. 

"Too many activations" issue 

Acronis True Image Small Office has a license limit set for an account. You can buy no more than one 
license for a server OS and five licenses for computers. 
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Acronis True Image for home users does not have a license limitation. 

Possible reasons for the issue: 

Á You exceed the maximum number of computers with installed Acronis True Image. 

For example, you have one license or a serial number for one computer and you install Acronis 
True Image on a second computer. 

Solutions for users of Acronis True Image 2016: 

Á Enter a new serial number. If you do not have one, you can buy it in the Acronis built-in store 
or at the Acronis website. 

Á Move the license to your new computer from another one on which the product is already 
activated. To do this, select the computer from which you want to move the license. Note 
that Acronis True Image will be deactivated on that computer. 

Solutions for users of Acronis True Image Small Office: 

Á Buy a new license in the Acronis built-in store or at the Acronis website. 

Á Move the license to your new computer from another one on which the product is already 
activated. To do this, select the computer from which you want to move the license. Note 
that Acronis True Image will be deactivated on that computer. 

Á If you already installed Acronis True Image Small Office on the maximum allowed number of 
computers and you need more licenses, you have the following options: 

Á Create a new Small Office account and use it to buy more licenses or to enter a new 
serial number. 

Á Purchase the Acronis Backup family products that do not have license limitations. 

Á You reinstall Windows or change hardware of your computer. 

For example, you might upgrade motherboard or processor in your computer. Activation is lost, 
because Acronis True Image sees your computer as a new one. 

Solution: 

To reactivate Acronis True Image on your computer, choose from the list the same computer by 
its old name. 

 

1.6 Trial version information 

General limitations 

The trial version of Acronis True Image works only during the trial period of 30 days. It has the 
following limitations: 

Á Disk cloning is disabled. 

Á When booting from an Acronis bootable media, the only available operation is recovery. 

Á You can install only one trial version of Acronis True Image Small Office on a computer or server. 

Synchronization 

Data synchronization is available without any limitations, but when the trial period expires: 

Á Your computer is excluded from all syncs. After installing the full version of Acronis True Image 
you will be able to connect to the syncs again. 

Á All the versions of synced files will be permanently deleted from Acronis Cloud. 

Acronis Cloud 

Storage space on the cloud during the trial period: 
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Á Unlimited - for users of Acronis True Image Cloud. 

Á 100 GB - for users of Acronis True Image Small Office. 

You can use this space to store your online backups, archives, and versions of synced files. After the 
trial period is over, Acronis Cloud works in recovery-only mode for 30 days. After this period, you 
won't be able to use the Acronis Cloud service and all your data on the Cloud will be deleted. 

Note: The Acronis Cloud service is not included in Acronis True Image 2016. 

Purchasing the full version 

You can buy the full version at the Acronis website or using in-app purchase functionality. See details 
in Upgrading Acronis True Image (p. 13). 
 

1.7 Upgrading Acronis True Image 
If your current version of Acronis True Image is Acronis True Image 2014 or Acronis True Image 2015, 
the new version will simply update it; there is no need to remove the old version and reinstall the 
software. If your current version is older, we recommend that you remove the current version, first. 

Your backups created with a previous version of Acronis True Image are completely compatible with 
the newer product version. After you upgrade, all of your backups will automatically be added to 
your backup list. 

We strongly recommend that you create new bootable media after each product upgrade. 

Purchasing the full version while using the trial version 

To purchase the full version of the product: 

1. Start Acronis True Image. 

2. On the sidebar, click Account, and then click Buy full version. The built-in store opens. 

3. Select the license that you want to buy, and then click Buy now. 

4. Provide your payment information. 

Updating Acronis True Image 

To update Acronis True Image: 

1. Start Acronis True Image. 

2. On the sidebar, click Account. 

If there is a new version available, you will see the appropriate message next to the current build 
number. 

3. Click Download and install. 

Before you start downloading, please make sure that your firewall won't block the download process. 

4. When the new version is downloaded, click Install now. 

To check for updates automatically, turn on or turn off the Automatically check for updates at 
startup switcher. 

Built-in store 

Acronis True Image provides an in-app store. 

If you use Acronis True Image, you can: 
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Á Buy the full version of Acronis True Image or Acronis True Image Cloud. 

Á Upgrade from Acronis True Image to Acronis True Image Cloud. 

If you use Acronis True Image Small Office, you can: 

Á Buy the full version of Acronis True Image Small Office. 

Á Buy additional licenses of Acronis True Image Small Office. 

Note: There is a license limit set for an account. You can buy no more than one license for a server OS and 
five licenses for computers. 

Á Buy more storage space on Acronis Cloud. 

To access the in-app store, go to the Account tab, and then click Upgrade. You will see the in-app 
store and all available purchase options. 

Installing Acronis hotfixes 

Acronis hotfix is a small update for Acronis products. It makes changes to one or more application 
files or registry keys but does not change an application version. A hotfix targets only a specific 
Acronis True Image build, and cannot be applied to any other build. 

To install an Acronis hotfix, follow the steps described in Updating Acronis True Image above. A list 
of available hotfixes for the current build will be displayed in a table, where you can select those you 
want to install. 
 

1.8 Technical Support 

Maintenance and Support Program 

If you need assistance with your Acronis product, please go to http://www.acronis.com/support/ 

Product Updates 

You can download the latest updates for all your registered Acronis software products from our 
website at any time after logging into your Account (http://www.acronis.com/my) and registering 
the product. See Registering Acronis Products at the Website (http://kb.acronis.com/content/4834) 
and Acronis Website User Guide (http://kb.acronis.com/content/8128). 
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2 Getting started 

In this section  
User interface language ........................................................................... 15 
Protecting your system ............................................................................ 15 
Backing up all data on your PC ................................................................. 17 
Backing up your files ................................................................................ 19 
Cloning your hard drive ............................................................................ 20 
Recovering your computer ...................................................................... 21 
Recovering your files and folders ............................................................. 23 
FAQ about Acronis True Image Small Office ............................................ 23 
Acronis account ........................................................................................ 24 
Getting started with Acronis Cloud .......................................................... 25 

 

2.1 User interface language 
Before you start, select a preferred language for the Acronis True Image user interface. By default, 
the language is set in accordance with your Windows display language. 

To change the user interface language: 

1. Start Acronis True Image. 

2. In the Help section, select a preferred language from the list. 
 

2.2 Protecting your system 
To protect your system: 

1. Back up your computer (p. 16). 

2. Create bootable media (p. 17). 

 

It is recommended to test the rescue media as described in Making sure that your rescue media 
can be used when needed (p. 122). 
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2.2.1 Step 1. Backing up your computer 

When should I back up my computer? 

Create a new backup version after every significant event in your system. 

Examples of these events include: 

Á You bought a new computer. 

Á You reinstalled Windows on your computer. 

Á You configured all system settings (for example, time, date, language) and installed all necessary 
programs on your new computer. 

Á Important system update. 

To ensure you save a healthy state of a disk, it is a good idea to scan it for viruses before backing it up. Please 
use antivirus software for this purpose. Note this operation often takes a significant amount of time. 

How do I create a backup of my computer? 

You have two options to protect your system: 

Á Entire PC backup (recommended) 

Acronis True Image backs up all your internal hard drives in disk mode. The backup contains the 
operating system, installed programs, system settings, and all your personal data including your 
photos, music, and documents. Refer to Backing up all data on your PC (p. 17) for details. 

Á System disk backup 

You can choose to back up your system partition or the entire system drive. Refer to Backing up 
disks and partitions (p. 41) for details. 

To back up your computer: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

If this is your first backup, you will see the backup configuration screen. If you already have some 
backups in the backup list, then first click Add backup, and then click Create new backup. 

3. Click the Backup source icon, and then select Entire PC. 

If you want to back up your system disk only, then click Disks and partitions, and then select your 
system partition (usually C:) and the System Reserved partition (if any). 

4. Click the Backup destination icon, and then select a storage place for the backup (see 
recommendation below). 

5. Click Back up now. 

Result: A new backup box appears in the backup list. To create a new version of the backup in future, 
select the backup box from the list, and then click Back up now. 

Where do I store my disk backups? 

Á Good: Your ordinary internal hard disk. 

Á Better: Acronis Secure Zone (p. 133). This is a special secure partition on your local hard drive for 
storing backups.  

Á The best: Acronis Cloud (p. 25) or an external hard disk. 

Refer to Deciding where to store your backups (p. 33) for details. 
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How many backup versions do I need? 

In most cases, you need 2-3 backup versions of your entire PC contents or your system disk, with a 
maximum of 4-6 (see above for information about when to create backups). 

Remember, the first backup version (the full backup version) is the most important. It is the biggest 
one, because it contains all data stored on the disk. Further backup versions (the incremental and 
differential backup versions) may be organized in different schemes. These versions contain only 
Řŀǘŀ ŎƘŀƴƎŜǎΦ ¢ƘŀǘΩǎ ǿƘȅ ǘƘŜȅ ŀǊŜ ŘŜǇŜƴŘŜƴǘ ƻƴ ǘƘŜ Ŧǳƭƭ ōŀŎƪǳǇ ǾŜǊǎƛƻƴ ŀƴŘ ǿƘȅ ǘƘŜ Ŧǳƭƭ ōŀŎƪǳǇ 
version is so important. 

By default, a disk backup is created by using the incremental scheme. This scheme is optimal, in most 
cases. 

For advanced users: it is a good idea to create 2-3 full backup versions and store them on different storage 
devices. This method is much more reliable. 
 

2.2.2 Step 2. Creating bootable rescue media 

What is bootable media? 

Bootable media is a product, such as a CD-R/RW or a USB flash drive, from which you can run Acronis 
True Image when Windows cannot start. You can make a media bootable by using Acronis Media 
Builder. 

How do I create bootable media? 

1. Insert a CD-R/RW or plug in a USB flash drive. 

2. Start Acronis True Image. 

3. On the sidebar, click Tools, and then click Rescue Media Builder. 

4. On the first step, select Acronis bootable rescue media. 

5. Select the device to use to create the bootable media. 

6. Click Proceed. 

How do I use bootable media? 

Use bootable media to recover your computer when Windows cannot start. 

1. Connect the bootable media to your computer (insert the CD or plug in the USB drive). 

2. Arrange the boot order in BIOS so that your rescue media device (CD or USB drive) is the first 
device to be booted. 

Refer to Arranging boot order in BIOS (p. 81) for details. 

3. Boot your computer from the rescue media and select Acronis True Image. 

Result: Once Acronis True Image is loaded, you can use it to recover your computer. 

Refer to Acronis Media Builder for details. 
 

2.3 Backing up all data on your PC 

What is an Entire PC backup? 

An Entire PC backup is the easiest way to back up the full contents of your computer. We 
recommend that you choose this option when you are not sure which data that you need to protect. 
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If you want to back up your system partition only, refer to Backing up disks and partitions (p. 41) for 
details. 

When you select Entire PC as a backup type, Acronis True Image backs up all your internal hard drives 
in disk mode. The backup contains the operating system, installed programs, system settings, and all 
your personal data including your photos, music, and documents. 

The recovery from an Entire PC backup is also simplified. You only need to choose the date to which 
you want to revert your data. Acronis True Image recovers all data from the backup to the original 
location. Note that you cannot select specific disks or partitions to recover and you cannot change 
the default destination. If you need to avoid these limitations, we recommend that you back up your 
data with an ordinary disk-level backup method. Refer to Backing up disks and partitions (p. 41) for 
details. 

You can also recover specific files and folders from an Entire PC backup. Refer to Backing up files and 
folders (p. 42) for details. 

If an Entire PC backup contains dynamic disks, you recover your data in partition mode. This means 
that you can select partitions to recover and change recovery destination. Refer to About recovery of 
dynamic/GPT disks and volumes (p. 79) for details. 

How do I create an Entire PC backup? 

To back up the entire contents of your computer: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. Click Add backup, and then click Create new backup. 

4. Click the Backup source icon, and then select Entire PC. 

5. Click the Backup destination icon, and then select a destination for the backup. 

We recommend that you back up your computer to Acronis Cloud or to local or network storage. 
Refer to Deciding where to store your backups (p. 33) for details. 
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6. [optional step] Click Options to set the options for the backup, including Schedule (p. 45), 
Scheme (p. 47), and Password protection (p. 55). For more information see Backup options (p. 
43). 

7. Click Back up now. 

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to 
complete. Further backup processes will likely be much faster, because only changes to files will be transferred 
over the Internet. 
 

2.4 Backing up your files 
To protect files such as documents, photos, music files, and video files, there is no need to back up 
the entire partition containing the files. You can back up specific files and folders and save them to 
the following storage types: 

Á Local or network storage 

This option is fast and easy. Use it to protect rarely changed files. 

Á Acronis Cloud 

This option is reliable. Use it to protect critical files and files that you want to share between 
devices or people. 

To use Acronis Cloud, you must have an Acronis account and a subscription to the Acronis Cloud 
service. Refer to Subscription information (p. 25) for details. 

 

To back up files and folders: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. Click the Backup source icon, and then select Files and folders. 

4. In the opened window, select the check boxes next to the files and folders that you want to back 
up, and then click OK. 

5. Click the Backup destination icon, and then select a destination for backup: 

Á Acronis CloudτSign in to your Acronis account, and then click OK. 

Á Your external driveτWhen an external drive is plugged into your computer, you can select it 
from the list. 

Á BrowseτSelect a destination from the folder tree. 

6. Click Back up now. 

Refer to Backing up files and folders (p. 42) for details. 
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2.5 Cloning your hard drive 

Why do I need it? 

When you see that the free space on your hard drive is not enough for your data, you might want to 
buy a new, larger hard drive and transfer all your data to the new drive. The usual copy operation 
does not make your new hard drive identical to the old one. For example, if you open Windows 
Explorer and copy all files and folders to the new hard drive, Windows will not start from the new 
hard drive. The Clone disk utility allows you to duplicate all your data and make Windows bootable 
on your new hard drive. 

 

Before you start 

We recommend that you install the target (new) drive where you plan to use it and the source drive 
in another location, for example, in an external USB enclosure. This is especially important for 
laptops. 

Warning! Your old and new hard drives must work in the same controller mode (for example, IDE or AHCI). 
Otherwise, your computer will not start from the new hard drive. 

Using the Clone disk utility 

To clone a disk: 

1. On the sidebar, click Tools, and then click Clone disk. 

2. On the Clone Mode step, we recommend that you choose the Automatic transfer mode. In this 
case, the partitions will be proportionally resized to fit your new hard drive. The Manual mode 
provides more flexibility. Refer to Clone Disk wizard (p. 109) for more details about the manual 
mode.  

If the program finds two disks, one partitioned and another unpartitioned, it will automatically recognize 
the partitioned disk as the source disk and the unpartitioned disk as the destination disk. In this case, the 
next steps will be bypassed and you will be taken to the cloning Summary screen. 
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3. On the Source Disk step, select the disk that you want to clone. 

 

4. On the Destination Disk step, select the destination disk for the cloned data. 

If any disk is unpartitioned, the program will automatically recognize it as the destination and bypass this 
step. 

5. On the Finish step, ensure that the configured settings suit your needs, and then click Proceed. 

By default, Acronis True Image shuts down the computer after the clone process finishes. This 
enables you to change the position of master/subordinate jumpers and remove one of the hard 
drives. 
 

2.6 Recovering your computer 
Please be aware that recovery of a system disk is an important operation. Before you start, we 
recommend that you read the detailed descriptions in the following Help topics: 

Á Trying to determine the crash cause (p. 69) 

Á Preparing for recovery (p. 70) 

Á Recovering your system to the same disk (p. 70) 

[ŜǘΩǎ ŎƻƴǎƛŘŜǊ ǘǿƻ ŘƛŦŦŜǊŜƴǘ ŎŀǎŜǎΥ 

1. Windows works incorrectly, but you can start Acronis True Image. 

2. Windows cannot start (for example, you turn on your computer and see something unusual on 
your screen). 
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Case 1. How to recover computer if Windows works incorrectly? 

 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. From the backup list, select the backup that contains your system disk. The backup can be 
located on local, network storage, or Acronis Cloud. 

4. Depending on the backup type, click Recover PC or Recover disks. 

5. In the opened window, select the backup version (the data state from a specific date and time). 

6. Select the system partition and the System Reserved partition (if any) to be recovered. 

7. Click Recover now. 

To complete the operation, Acronis True Image must restart your system. 

Case 2. How to recover computer if Windows cannot start? 

 

1. Connect Acronis bootable media to your computer, and then run the special standalone version 
of Acronis True Image. 

Refer to Step 2 Creating bootable rescue media (p. 17) and Arranging boot order in BIOS (p. 81) 
for details. 

2. On the Welcome screen, select My disks below Recover. 

3. Select the system disk backup to be used for recovery. Right-click the backup and choose 
Recover. 

When the backup is not displayed, click Browse and manually specify the path to the backup. In 
the same window, you can connect to Acronis Cloud and select an online backup. Refer to 
Recovering your system from Acronis Cloud (p. 86) for details. 

4. At the Recovery method step, select Recover whole disks and partitions. 
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5. Select the system partition (usually C) on the What to recover screen. Note that you may 
distinguish the system partition by the Pri, Act flags. Select the System Reserved partition (if any), 
as well. 

6. You may leave all settings of the partitions without changes and click Finish. 

7. Check the summary of operations, and then click Proceed. 

8. When the operation finishes, exit the standalone version of Acronis True Image, remove the 
rescue media (if any), and boot from the recovered system partition. After making sure that you 
have recovered Windows to the state you need, restore the original boot order. 

 

2.7 Recovering your files and folders 
You can recover files and folders both from file-level and disk-level backups. 

To recover files and folders: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. From the backup list, select the backup which contains the files or folders that you want to 
recover. 

The backup can be located on local, network storage, or Acronis Cloud. When you recover data 
from Acronis Cloud, you first need to sign in to your Acronis account. 

4. On the right panel, click Recover files. 

5. Select the backup version (the data state from a specific date and time). 

6. Select the files and folders that you want to recover, and then click Next. 

7. Select a destination on your computer for the recovered files/folders. You can recover data to its 
original location or choose a new one, if necessary. To choose a new location, click the Browse 
button. 

8. To start the recovery process, click the Recover now button.  
 

2.8 FAQ about Acronis True Image Small Office 
Á What is the main purpose of Acronis True Image Small Office? - Acronis True Image Small Office 

has the same purpose as Acronis True Image for home users, but it's designed and developed for 
small office infrastructure that consists of no more than one server and five computers. It 
protects all data on each computer, including the operating system, programs, documents, 
photos, and other user files. In case of disaster or data loss, the operating system and data can 
be easily recovered from a backup. Refer to What is Acronis True Image (p. 6) for details. 

Á Can I protect my Macs with the product? - No, you cannot. Currently, Acronis True Image Small 
Office supports only Windows-based servers and computers. Refer to Supported operating 
systems (p. 7) for details. 

Á What is the difference between Acronis True Image Small Office and Acronis True Image for 
home users? - Acronis True Image Small Office can be installed not only on computers, but on a 
server operating system as well. It protects all data on your server and reduces possible 
downtime to several minutes. The feature set of both products is identical. 

Á How many licenses of Acronis True Image Small Office can I purchase? - For one account, you 
can buy no more than one license for a server OS and five licenses for computers. If you need 
more licenses, consider purchasing the Acronis Backup family of products. 

Á Will my Acronis account suit Acronis True Image Small Office? - No, it will not. To use Acronis 
True Image Small Office, you need a special account created for this product. You can create it in 
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the product interface or at the Acronis website. Accounts created in the home edition of Acronis 
True Image cannot be accepted by the product edition for small offices. Refer to Acronis account 
(p. 24) for details. 

Á I already have an Acronis Cloud subscription in the home edition of Acronis True Image. Will it 
be valid for Acronis True Image Small Office? - No, it will not. With the small office edition, you 
will have a separate Acronis Cloud subscription and you will use different Acronis Cloud storage. 
Refer to Subscription information (p. 25) for details. 

Á Can I work with Acronis True Image Small Office when I'm signed out? - No, you cannot. To start 
working with the product, you must sign in to your Small Office account. When you sign out, the 
entire product functionality is blocked. 

Á Can I back up the data from my mobile devices to the same Acronis Cloud? - Yes, you can back 
up mobile data from your iPhones, iPads, iPods, and Android smartphones and tablets. Install the 
Acronis True Image Cloud mobile app on a mobile device, sign in to your Small Office account, 
and back up your mobile data. Refer to Installing Acronis True Image for mobile devices (p. 106) 
for details. 

Á How many mobile devices can I include in the company infrastructure? - There is no limit on the 
number of mobile devices registered under the same Small Office account. 

 

2.9 Acronis account 
An Acronis account is required when you: 

Á Register an Acronis product. 

Á Back up to Acronis Cloud. 

Á Synchronize your data. 

Á Archive your data. 

There are two types of Acronis accounts: 

Á An account for home users, usually just called an Acronis account 

You can create this type of account in Acronis True Image or at the Acronis website. 

Á An account for users of Acronis True Image Small Office 

You can create this type of account in Acronis True Image Small Office or at the Acronis website. 

How to create an Acronis account 

If you do not have an Acronis account yet, perform the following steps: 

1. On the sidebar, click Account, and then click Sign in or create an account. 

2. Click Create account. 

3. In the opened registration form, provide your email address, a password for your new account 
and confirm the password by retyping it once more in the appropriate field. 

To keep your personal data secure, choose a strong password for your online backups, guard it from getting 
into the wrong hands, and change it from time to time. 

4. Click Create account. 

5. An email message will be sent to the address you specified. Open this message and confirm your 
wish to create an account. 
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How to sign in 

To sign in to your Acronis account: 

1. On the sidebar, click Account, and then click Sign in or create an account. 

2. Enter your registration email address and password, and then click Sign in. 

How to sign out 

To sign out of your Acronis account: 

1. On the sidebar, click Account. 

2. Click your email address, and then choose Sign out. 
 

2.10 Getting started with Acronis Cloud 
Acronis Cloud might be unavailable in your region. For more information, click here: 
http://kb.acronis.com/content/4541 

Remote storage 

On the one hand, Acronis Cloud is a secure remote storage which you can use to store: 

Á Backups of your files and folders 

Á Backups of your partitions and disks 

Á Versions of your synchronized files and folders 

Á Archives 

Because files are stored on a remote storage, they are protected even if your computer is stolen or 
your house burns down. In the case of a disaster or data corruption, you can recover your files and 
even the entire contents of your computer. 

With one account, you can save data from several computers and all your mobile devices running iOS 
and Android operating systems. Refer to Acronis True Image for mobile devices (p. 106) for details.  

To start using Acronis Cloud, you need a subscription to the service. Refer to Subscription 
information (p. 25) for details. 

Web application 

On the other hand, Acronis Cloud is a web application that allows you to recover and manage the 
data you store on Acronis Cloud. To work with the application, you can use any computer connected 
to the Internet. 

To access the application, go to https://www.acronis.com/my/online-backup/, log in to your account, 
and then click Recover my data now. 
 

2.10.1 Subscription information 

Performing backups to Acronis Cloud requires subscription to the Acronis Cloud service. To subscribe, 
start Acronis True Image and sign in using your Acronis account. Refer to Acronis account (p. 24) for 
details. 

Please note that Acronis Cloud is a subject of Fair Usage Policy for holders of Acronis True Image license. See 
more details at: https://kb.acronis.com/ati2016/fairusage. 



26 Copyright É Acronis International GmbH, 2002-2016 

 

Trial version 

When you activate the trial version of the product, a free subscription to Acronis Cloud is assigned to 
your account automatically. 

With the following product editions, you obtain: 

Á Acronis True Image 2016τan unlimited storage space and a 30-day free subscription. 

Á Acronis True Image Small Officeτ100 GB of storage space and a 30-day free subscription. 

See details in Trial version information (p. 12). 

Full version 

The full Acronis Cloud subscription is included in Acronis True Image Cloud. You can purchase this 
product in the Account section of your version of Acronis True Image or at the Acronis website. See 
details in Upgrading Acronis True Image (p. 13). 
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3 Basic concepts 

In this section  
Basic concepts .......................................................................................... 27 
The difference between file backups and disk/partition images ............ 28 
Full, incremental and differential backups .............................................. 29 
FAQ about backup, recovery and cloning ................................................ 31 
Deciding where to store your backups .................................................... 33 
Using Acronis Nonstop Backup ................................................................ 35 
Backup file naming ................................................................................... 38 
Integration with Windows ....................................................................... 38 
Wizards..................................................................................................... 39 

 

3.1 Basic concepts 
This section provides general information about basic concepts which could be useful for 
understanding how the program works. 

Backup and recovery 

Backup refers to the making copies of data so that these additional copies may be used to recover 
the original after a data loss event.  

Backups are useful primarily for two purposes: 

Á To recover an operating system when it is corrupted or cannot start (called disaster recovery). 
Refer to Protecting your system (p. 15) for more details about protecting your computer from a 
disaster. 

Á To recover specific files and folders after they have been accidentally deleted or corrupted. 

Acronis True Image does both by creating disk (or partition) images and file-level backups 
respectively. 

Backup versions 

Backup versions are the file or files created during each backup operation. The number of versions 
created is equal to the number of times the backup is executed. So, a version represents a point in 
time to which the system or data can be restored. 

Backup versions represent full, incremental and differential backups - see Full, incremental and 
differential backups (p. 29). 

The backup versions are similar to file versions. The file versions concept is familiar to those who use 
a Windows Vista and Windows 7 feature called "Previous versions of files". This feature allows you to 
restore a file as it existed on a particular date and time. A backup version allows you to recover your 
data in a similar way. 

Disk cloning 

This operation copies the entire contents of one disk drive to another disk drive. This may be 
necessary, for example, when you want to clone your operating system, applications, and data to a 
new larger capacity disk. You can do it two ways: 

Á Use the Clone disk utility. 
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Á Back up your old disk drive, and then recover it to the new one. 

Backup file format 

Acronis True Image usually saves backup data in the proprietary tib format using compression. The 
data from .tib file backups can be recovered only through Acronis True Image, in Windows or in the 
recovery environment. 

Acronis Nonstop Backup uses a special hidden storage for data and metadata. The backed up data is 
compressed and split into files of about 1 GB. These files also have a proprietary format and the data 
they contain can be recovered only with the help of Acronis True Image. 

Backup validation 

The backup validation feature allows you to confirm that your data can be recovered. The program 
adds checksum values to the data blocks being backed up. During backup validation, Acronis True 
Image opens the backup file, recalculates the checksum values and compares those values with the 
stored ones. If all compared values match, the backup file is not corrupted.  

Scheduling 

For your backups to be really helpful, they must be as "up-to-date" as possible. Schedule your 
backups to run automatically and on a regular basis. 

Deleting backups 

When you want to delete backups and backup versions you no longer need, please do it by using the 
tools provided by Acronis True Image. Refer to Deleting backups and backup versions (p. 66) for 
details. 

Acronis True Image stores information on the backups in a metadata information database. 
Therefore, deleting unneeded backup files in Windows Explorer will not delete information about 
these backups from the database. This will result in errors when the program tries to perform 
operations on the backups that no longer exist. 
 

3.2 The difference between file backups and 
disk/partition images 

When you back up files and folders, only the files and folder tree are compressed and stored. 

Disk/partition backups are different from file and folder backups. Acronis True Image stores an exact 
snapshot of the disk or partition. This procedure is called "creating a disk image" or "creating a disk 
backup" and the resulting backup is often called "a disk/partition image" or "a disk/partition backup". 

What does a disk/partition backup contain? 

A disk/partition backup contains all the data stored on the disk or partition: 

1. Zero track of the hard disk with the master boot record (MBR) (applicable to MBR disk backups 
only). 

2. One or more partitions, including: 

1. Boot code. 

2. File system meta data, including service files, file allocation table (FAT), and partition boot 
record. 
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3. File system data, including operating system (system files, registry, drivers), user data and 
software applications. 

3. System Reserved partition, if any. 

4. EFI system partition, if any (applicable to GPT disk backups only). 

What is excluded from disk backups? 

To reduce image size and speed up image creation, by default Acronis True Image only stores the 
hard disk sectors that contain data. 

Acronis True Image excludes the following files from a disk backup: 

Á pagefile.sys 

Á hiberfil.sys (a file that keeps RAM contents when the computer goes into hibernation) 

You can change this default method by turning on the sector-by-sector mode. In this case, Acronis 
True Image copies all hard disk sectors, and not only those that contain data. 

Additionally, when you back up your system partition or disk to Acronis Cloud, Acronis True Image 
excludes the following data: 

Á The Temp folder (usually located in C:\Windows\Temp\) 

Á The System Volume Information folder (usually located in C:\System Volume Information\ ) 

Á The Recycle Bin 

Á Web browser temporary data: 

Á Temporary Internet files 

Á Cookies 

Á History 

Á Cache 

Á .tib files 

Á .tmp files 

Á .~ files 
 

3.3 Full, incremental and differential backups 
Acronis True Image offers three backup methods: 

Full method 

The result of a full method backup operation (also known as full backup version) contains all of the 
data at the moment of the backup creation.  

Example: Every day, you write one page of your document and back it up using the full method. 
Acronis True Image saves the entire document every time you run backup. 
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1.tib, 2.tib, 3.tib, 4.tib - full backup versions. 

 

Additional information 

A full backup version forms a base for further incremental or differential backups. It can also be used 
as a standalone backup. A standalone full backup might be an optimal solution if you often roll back 
the system to its initial state or if you do not like to manage multiple backup versions. 

Incremental method 

The result of an incremental method backup operation (also known as incremental backup version) 
contains only those files which have been changed since the LAST BACKUP. 

Example: Every day, you write one page of your document and back it up using the incremental 
method. Acronis True Image saves the new page every time you run backup. 

Note: The first backup version you create always uses full method. 

Á 1.tib - full backup version. 

Á 2.tib, 3.tib, 4.tib - incremental backup versions. 

 

Additional information 

Incremental method is the most useful when you need frequent backup versions and the ability to 
roll back to a specific point in time. As a rule, incremental backup versions are considerably smaller 
than full or differential versions. 
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On the other hand, incremental versions require more work for the program to provide recovery. In 
the example above, to recover the entire work from 4.tib file, Acronis True Image reads data from all 
backup versions. Therefore, if you lose an incremental backup version or it becomes corrupted, all 
later incremental versions are unusable. 

Differential method 

The result of a differential method backup operation (also known as differential backup version) 
contains only those files which have been changed since the LAST FULL BACKUP. 

Example: Every day, you write one page of your document and back it up using the differential 
method. Acronis True Image saves the entire document except the first page stored in the full backup 
version. 

Note: The first backup version you create always uses full method. 

Á 1.tib - full backup version. 

Á 2.tib, 3.tib, 4.tib - differential backup versions. 

 

Additional information 

Differential method is an intermediate between the first two approaches. It takes less time and space 
than "Full", but more than "Incremental". To recover data from a differential backup version, Acronis 
True Image needs only the differential version and the last full version. Therefore, recovery from a 
differential version is simpler and more reliable than recovery from an incremental one. 

An incremental or differential backup created after a disk is defragmented might be considerably larger than 
usual. This is because the defragmentation program changes file locations on the disk and the backups reflect 
these changes. Therefore, it is recommended that you re-create a full backup after disk defragmentation. 

To choose a desired backup method, you usually need to configure a custom backup scheme. For 
more information see Custom schemes (p. 49). 
 

3.4 FAQ about backup, recovery and cloning 
Á I have a 150GB system partition, but the occupied space on that partition is only 80GB. What 

will Acronis True Image include in a backup? - By default, Acronis True Image copies only the 
hard disk sectors that contain data, so it will include only 80GB in a backup. You can also choose 
the sector-by-sector mode. Note than such a backup mode is required only in special cases. For 
more information see Image creation mode (p. 55). While creating a sector-by-sector backup, the 
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program copies both used and unused hard disk sectors and the backup file will usually be 
significantly larger.  

Á Will my system disk backup include drivers, documents, pictures, etc.? - Yes, such a backup will 
contain the drivers, as well as the contents of the My documents folder and its subfolders, if you 
kept the default location of the My documents folder. If you have just a single hard disk in your 
PC, such a backup will contain all of the operating system, applications and data. 

Á I have an old hard disk drive which is almost full in my notebook. I purchased a new bigger 
HDD. How can I transfer Windows, programs and data to the new disk? - You can either clone 
the old hard disk on the new one or back up the old hard disk and then recover the backup to a 
new one. The optimum method usually depends on your old hard disk partitions layout.  

Á I want to migrate my old system hard disk to an SSD. Can this be done with Acronis True 
Image? - Yes, Acronis True Image provides such a function. For procedure details, see Migrating 
your system from an HDD to an SSD 

Á What is the best way to migrate the system to a new disk: cloning or backup and recovery? - 
The backup and recovery method provides more flexibility. In any case, we strongly recommend 
to make a backup of your old hard disk even if you decide to use cloning. It could be your data 
saver if something goes wrong with your original hard disk during cloning. For example, there 
were cases when users chose the wrong disk as the target and thus wiped their system disk. In 
addition, you can make more than one backup to create redundancy and increase security. 

Á What should I back up: a partition or the whole disk? - In most cases, it is better to back up the 
whole disk. However, there may be some cases when a partition backup is advisable. For 
example, your notebook has a single hard disk with two partitions: system (disk letter C) and the 
data (disk letter D). The system partition stores your working documents in the My documents 
folder with subfolders. The data partition stores your videos, pictures, and music files. Such files 
are already compressed and backing them up using Acronis True Image would not give you 
significant reduction of the backup file size. In this case, it may be better to use a local sync for 
the data partition files and a separate backup for the system partition. However, we also 
recommend creating at least one whole disk backup if your backup storage has enough space. 

Á Could you tell me how to clone: in Windows or after booting from the rescue media? Even 
when you start cloning in Windows, the computer will reboot into the Linux environment the 
same as when booting from the rescue media. Because of this, it is better to clone under rescue 
media. For example, there may be a case when your hard disk drives are detected in Windows 
and not detected in Linux. If this is the case, the cloning operation will fail after reboot. When 
booting from the rescue media, you can make sure that Acronis True Image detects both the 
source and target disks before starting the cloning operation. 

Á Can I clone or back up and recover a dual boot machine? Yes, this is possible in most cases. If 
your systems are installed in separate partitions of the same physical hard disk drive, cloning or 
recovery usually proceeds without any problems. If the systems are on different physical hard 
disk drives, there may be some problems with bootability after recovery. 

Á Does Acronis True Image support RAID? - Acronis True Image supports hardware RAID arrays of 
all popular types. Support of software RAID configurations on dynamic disks is also provided. 
Acronis Bootable Rescue Media supports most of the popular hardware RAID controllers. If the 
standard Acronis rescue media does not "see" the RAID as a single volume, the media does not 
have the appropriate drivers. In this case you can try to create WinPE-based rescue media. This 
media may provide the necessary drivers.  
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3.5 Deciding where to store your backups 
Acronis True Image supports quite a few of storage devices. For more information, refer to 
Supported storage media. 

The table below shows possible backup destinations for your data. 

  HDD 
(internal 
or 
external) 

 

SSD USB 
flash 
drive 

Acronis 
Cloud 

File 
server, 
NAS or 
NDAS 

 

Network 
share 

SMB/
NFS 
share 

FTP 
serve
r 

DVD 
or 
Blue
-ray 
disc 

 

Memor
y card 

MBR partitions or 
entire disks (HDD, SSD) 

+ + + + + + + + + + 

GPT/dynamic volumes 
or disks 

+ + + + + + + + + + 

Files and folders + + + + + + + + + + 

Though backing up to your local hard drive is the simplest option, we recommend that you store your 
backups off-site because it enhances the security of your data. 

Recommended storage media: 

1. Acronis Cloud 

2. External drive 

If you plan to use an external USB hard drive with your desktop PC, we recommend that you 
connect the drive to a rear connector by using a short cable. 

3. Home file server, NAS, or NDAS 

Please check whether Acronis True Image detects the selected backup storage, both in Windows 
and when booted from the rescue media. 

To gain access to an NDAS-enabled storage device, in many cases you will need to specify the 
NDAS device ID (20 characters) and the write key (five characters). The write key allows you to 
use an NDAS-enabled device in write mode (for example, for saving your backups). Usually the 
device ID and write key are printed on a sticker attached to the bottom of the NDAS device or on 
the inside of its enclosure. If there is no sticker, you need to contact your NDAS device vendor to 
obtain that information. 

The certain NAS devices can be detected by Acronis True Image if Bonjour software is installed. 

You can download this third-party software at: 
http://support.apple.com/downloads/DL999/en_US/BonjourPSSetup.exe 

See the following article for more information: http://support.apple.com/kb/DL999 

4. Network share 

See also: Authentication settings (p. 35). 

5. FTP server 

See also: FTP connection (p. 34). 

6. Optical discs (CD, DVD, BD) 

Blank optical discs such as DVD-R, DVD+R are very cheap, so they will be the lowest cost solution 
for backing up your data, though the slowest one. 
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Due to the necessity of swapping discs, we strongly recommend to avoid backing up to DVDs if 
the number of discs is more than three. When there is no alternative to backing up to DVDs, we 
recommend to copy all DVDs to a folder on a hard disk, and then to recover from that folder. 

 

3.5.1 Preparing a new disk for backup 

A new internal or external hard drive may not be recognized by Acronis True Image. If this is the case, 
use the operating system tools to change the disk status to Online and then to initialize the disk.  

To change a disk status to Online: 

1. Open Disk Management. To do this, go to Control Panel -> System and Security -> 
Administrative Tool, start Computer Management, and then click Disk Management. 

2. Find the disk marked as Offline. Right-click the disk and then click Online. 

3. The disk status will be changed to Online. After that, you will be able to initialize the disk. 

To initialize a disk: 

1. Open Disk Management. To do this, go to Control Panel -> System and Security -> 
Administrative Tool, start Computer Management, and then click Disk Management. 

2. Find the disk marked as Not Initialized. Right-click the disk and then click Initialize Disk. 

3. Select a partition table for the disk - MBR or GPT, and then click OK. 

4. [optional step] To create a volume on the disk, right-click the disk, click New Simple Volume, and 
then follow the wizard's steps to configure the new volume. To create one more volume, repeat 
this operation. 

 
 

3.5.2 FTP connection 

Acronis True Image allows you to store your backups on FTP servers. 

To create a new FTP connection, when selecting a backup storage click FTP connection, and in the 
opened window provide: 

Á Path to the FTP server, for example: my.server.com 

Á Port 

Á User name 

Á Password 

To check your settings, click the Test connection button. The computer will try to connect to the 
specified FTP server. If the test connection has been established, click the Connect button to add the 
FTP connection. 

The created FTP connection will appear in the folder tree. Select the connection and browse for the 
backup storage that you want to use. 

Please, be aware that the mere opening of an FTP server's root folder does not bring you to your home 
directory. 

Acronis True Image splits a backup into files with a size of 2GB when backing up directly to an FTP server. If you 
back up to a hard disk with the aim of transferring the backup to an FTP later, split the backup into files of 2GB 
each by setting the desired file size in the backup options. Otherwise, the recovery will not be possible. 

An FTP server must allow passive mode file transfers.  
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The firewall settings of the source computer should have Ports 20 and 21 opened for the TPC and UDP protocols 
to function. The Routing and Remote Access Windows service should be disabled. 
 

3.5.3 Authentication settings 

If you are connecting to a networked computer, in most cases you will need to provide the necessary 
credentials for accessing the network share. For example, this is possible when you select a backup 
storage. The Authentication Settings window appears automatically when you select a networked 
computer name. 

If necessary, specify the user name and password, and then click Test connection. When the test is 
successfully passed, click Connect. 

Troubleshooting 

When you create a network share that you plan to use as a backup storage, please ensure that at 
least one of the following conditions is met: 

Á Windows account has a password on the computer where the shared folder is located. 

Á Password-protected sharing is turned off in Windows. 

For example, in Windows 7, you can find this setting at Control Panel τ> Network and Internet 
τ> Network and Sharing Center τ> Advanced sharing settings τ> Turn off password protected 
sharing. 

Otherwise, you will not be able to connect to the shared folder. 
 

3.6 Using Acronis Nonstop Backup 
Acronis Nonstop Backup provides easy protection of your disks and files. It allows you to recover 
entire disks, individual files and their different versions. 

The main purpose of Acronis Nonstop Backup is continuous protection of your data (files, folders, 
contacts, etc.), though you can use it to protect partitions as well. If you choose to protect an entire 
partition, you will be able to recover the partition as a whole using the image recovery procedure. 

Nonstop Backup limitations 

Á You can create only one nonstop backup. 

Á Windows libraries (Documents, Music, etc.) can be protected with a disk-level nonstop backup 
only. 

Á You cannot protect data stored on external hard drives. 

Á Nonstop Backup and Try&Decide cannot work simultaneously. 

How it works 

Once you start Acronis Nonstop Backup, the program will perform an initial full backup of the data 
selected for protection. Acronis Nonstop Backup will then continually monitor the protected files 
(including open ones). Once a modification is detected, the changed data is backed up. The shortest 
interval between the incremental backup operations is five minutes. This allows you to recover your 
system to an exact point in time. 

Acronis Nonstop Backup checks file changes on the disk, not in the memory. If, for instance, you are 
working in Word and do not use the "Save" operation for a long time, your current changes in the 
Word document will not be backed up. 
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You may think that at these backup rates the storage will fill in no time. Do not worry as Acronis True 
Image will back up only so called "deltas". This means that only differences between old and new 
versions will be backed up and not whole changed files. For example, if you use Microsoft Outlook or 
Windows Mail, your pst file may be very large. Furthermore, it changes with each received or sent 
E-mail message. Backing up the entire pst file after each change would be an unacceptable waste of 
your storage space, so Acronis True Image backs up only its changed parts in addition to the initially 
backed up file. 

Retention rules 

Acronis Nonstop Backup keeps all backups for the last 24 hours. The older backups will be 
consolidated in such a way that Nonstop Backup will keep daily backups for the last 30 days and 
weekly backups until all Nonstop Backup data destination space is used. 

The consolidation will be performed every day between midnight and 01:00 AM. The first 
consolidation will take place after the Nonstop Backup has been working for at least 24 hours. For 
example, you have turned on the Nonstop Backup at 10:00 AM on July 12. In this case the first 
consolidation will be performed between 00:00 and 01:00 AM on July 14. Then the program will 
consolidate the data every day at the same time. If your computer is turned off between 00:00 and 
01:00 AM, the consolidation will start when you turn the computer on. If you turn off Nonstop 
Backup for some time, the consolidation will start after you turn it on again.  

 
 

3.6.1 Acronis Nonstop Backup data storage 

Acronis Nonstop Backup data storage can be created on local hard disk drives (both internal and 
external). 

In many cases an external hard disk will be the best choice for Nonstop Backup data storage. You can 
use an external disk with any of the following interfaces: USB (including USB 3.0), eSATA, FireWire, 
and SCSI. 

You can also use an NAS as the storage, but with one limitation - it must be accessible with the SMB 
protocol. It does not matter whether an NAS share you want to use for the storage is mapped as a 
local disk or not. If the share requires login, you will need to provide the correct user name and 
password. For more information see Authentication settings (p. 35). Acronis True Image remembers 
the credentials and the subsequent connections to the share do not require login. 

When an external hard disk or NAS is unavailable, the Nonstop Backup destination can be an internal 
disk, including a dynamic one. Please note that you cannot use a partition to be protected as a 
Nonstop Backup storage. If your computer has a single hard disk drive with a single partition, but you 
want to use Acronis Nonstop Backup anyway, you can create Acronis Secure Zone and use it as the 
Nonstop Backup data storage. 

Before creating Acronis Nonstop Backup data storage, Acronis True Image checks whether the 
selected destination has enough free space. It multiplies the volume of data to be protected by 1.2 
and compares the calculated value with the available space. If the free space on the destination 
satisfies this minimum storage size criterion, the destination can be used for storing Nonstop Backup 
data. 
 



37 Copyright É Acronis International GmbH, 2002-2016 

 

3.6.2 Nonstop Backup - Frequently asked questions 

Why does Acronis Nonstop Backup pause on its own? - This is the designed behavior of Acronis 
Nonstop Backup. When the system load rises to a critical level, Acronis Nonstop Backup receives the 
overload alarm from Windows and pauses itself. This is done to aid Windows relieve the load caused 
by other applications. The overload can be caused by running resource-intensive applications (for 
example, performing a deep system scan with your antivirus software). 

In such a case Nonstop Backup automatically pauses and you cannot restart it. After pausing, Acronis 
Nonstop Backup gives the system one hour to relieve the load and then attempts to restart. 

The automatic restart count for Acronis Nonstop Backup is 6. This means that after the first 
automatic restart Acronis Nonstop Backup will attempt to restart five more times with intervals of  
exactly one hour between attempts. 

After the sixth unsuccessful attempt, Acronis Nonstop Backup will wait for the next calendar day. On 
the next day the automatic restart count will automatically reset. When not interfered with, Acronis 
Nonstop Backup performs six restart attempts per day. 

The restart attempt count can be reset by doing any of the following: 

Á Restarting Acronis Nonstop Backup service; 

Á Rebooting the computer. 

Restarting Acronis Nonstop Backup service will only reset the restart count to 0. If the system is still 
overloaded, Acronis Nonstop Backup will pause again. An Acronis Support Knowledge Base article at 
http://kb.acronis.com/content/14708 describes the procedure for restarting the Acronis Nonstop 
Backup service. 

Rebooting the computer will reset the load and the restart count. If the system overloads again, 
Acronis Nonstop Backup will pause. 

Why does Acronis Nonstop Backup sometimes cause a high CPU load? - This is the expected 
behavior of Acronis Nonstop Backup. This may happen on restart of a paused Acronis Nonstop 
Backup if a considerable amount of protected data has been modified during the pause. 

For example, if you manually pause the Acronis Nonstop Backup that you use for protecting your 
system partition and then install a new application. When you restart Acronis Nonstop Backup, it 
loads the CPU for some time. However, the process (afcdpsrv.exe) then goes back to normal. 

This happens because Acronis Nonstop Backup needs to check the backed up data against the data 
that have been modified during the pause to ensure protection continuity. If there was a 
considerable amount of data modified, the process may load CPU for some time. After the check is 
done and all the modified data is backed up, Acronis Nonstop Backup goes back to normal. 

Can I have Acronis Nonstop Backup storage on an FAT32 partition of a local hard disk? - Yes, FAT32 
and NTFS partitions can be used as the storage. 

Can I set up Acronis Nonstop Backup storage on a network share or NAS? - Yes, Acronis Nonstop 
Backup supports network shares, mapped drives, NAS and other network attached devices with one 
limitation - they must use the SMB protocol. 
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3.7 Backup file naming 
A backup file name has the following attributes: 

Á Backup name. 

Á Backup method (full, inc, diff: full, incremental, differential). 

Á Number of backup chain (in the form of b#). 

Á Number of backup version (in the form of s#). 

Á Number of volume (in the form of v#). 

For example this attribute changes when you split a backup into several files. Refer to Backup 
splitting (p. 57) for details. 

Thus a backup name may look the following way: 

1. my_documents_full_b1_s1_v1.tib  

2. my_documents_full_b2_s1_v1.tib  

3. my_documents_inc_b2_s2_v1.tib  

4. my_documents_inc_b2_s3_v1.tib  

If you are creating a new backup, and there is already a file with the same name, the program does 
not delete the old file, but adds to the new file the "-number" suffix, for example, 
my_documents_inc_b2_s2_v1 - 2.tib . 
 

3.8 Integration with Windows  
During installation Acronis True Image provides closer integration with Windows. Such merging 
allows you to get the most out of your computer. 

Acronis True Image integrates the following components:  

Á Acronis items on the Windows Start menu. 

Á Acronis True Image button on the taskbar. 

Á Shortcut menu commands. 
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Windows Start menu 

The Start menu displays Acronis commands, tools and utilities. They give you access to Acronis True 
Image functionality, without having to start the application. 

 

Acronis True Image button on the taskbar 

The Acronis True Image button on the Windows taskbar shows the progress and result of Acronis 
True Image operations. 

 

Taskbar notification area icons 

During most of the operations, special indicator icons appear in the Windows taskbar notification 
area. This icon doesn't depend on the main program window being open. 

 

Á To view a tooltip indicating the operation's progress or state, point to the icon. 

Á To view status, change priority or cancel a current operation, right-click the icon, and then click 
the corresponding command. 

 

3.9 Wizards 
When you use the available Acronis True Image tools and utilities, the program will in many cases 
employ wizards to guide you through the operations. 
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For example, see the screen shot below. 

 

A wizard window usually consists of the following areas: 

1. This is the list of steps to complete the operation. A green checkmark appears next to a complete 
step. The green arrow indicates the current step. When complete all the steps, the program 
displays the Summary screen in the Finish step. Check the summary and click Proceed to start 
the operation. 

2. This toolbar contains buttons to manage objects you select in area 3. 

For example: 

Á  Details - displays the window that provides detailed information about the selected 
backup. 

Á  Properties - displays the selected item properties window. 

Á  Create new partition - displays the window where you can configure a new partition 
settings. 

Á  Columns - allows you to choose which table columns to display and in which order. 

3. This is the main area where you select items and change settings. 

4. This area displays additional information about the item you select in area 3. 
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4 Backing up data 

In this section  
Backing up disks and partitions ................................................................ 41 
Backing up files and folders ..................................................................... 42 
Backup options ......................................................................................... 43 
Operations with backups ......................................................................... 63 

 

4.1 Backing up disks and partitions 
As opposed to file backups, disk and partition backups contain all the data stored on the disk or 
partition. This backup type is usually used to create an exact copy of a system partition of the whole 
system disk. Such backup allows you to recover your computer when Windows works incorrectly or 
cannot start. 

To back up partitions or disks: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. Click the plus sign at the bottom of the backup list. 

4. [Optional] To rename the backup, click the arrow next to the backup name, click Rename, and 
then enter a new name. 

5. Click the Backup source area, and then select Disks and partitions. 

6. In the opened window, select the check boxes next to the partitions and disks that you want to 
back up, and then click OK. 

To view hidden partitions, click Full partition list. 

To back up dynamic disks you can use only the partition mode.  

 

7. Click the Backup destination area, and then select a destination for backup: 
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Á Acronis CloudτSign in to your Acronis account, and then click OK. 

If you do not have an Acronis account, click Create account, type your email address, 
password, and then click the Create account button. Refer to Acronis account (p. 24) for 
details. 

Á Your external driveτWhen an external drive is plugged into your computer, you can select it 
from the list. 

Á BrowseτSelect a destination from the folder tree. 

If possible, avoid storing your system partition backups on dynamic disks, because the system partition is 
recovered in the Linux environment. Linux and Windows work with dynamic disks differently. This may 
result in problems during recovery. 

8. [optional step] Click Options to set the options for the backup, including Schedule (p. 45), 
Scheme (p. 47), and Password protection (p. 55). For more information see Backup options (p. 
43). 

9. Perform one of the following: 

Á To run the backup immediately, click Back up now. 

Á To run the backup later or on a schedule, click the arrow to the right of the Back up now 
button, and then click Later. 

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to 
complete. Further backup processes will likely be much faster, because only changes to files will be transferred 
over the Internet. 

Once an online backup is started, you are free to close Acronis True Image. The backup process will continue in 
background mode. If you suspend the backup, turn off your computer, or disconnect it from the Internet, the 
backup will resume when you click Back up now or when the Internet connection is restored. A backup 
interruption does not cause your data to be uploaded twice. 
 

4.2 Backing up files and folders 
To protect files such as documents, photos, music files, video files, there is no need to back up the 
entire partition containing the files. You can back up specific files and folders. 

To back up files and folders: 

1. Start Acronis True Image. 

2. On the sidebar, click Backup. 

3. Click the plus sign at the bottom of the backup list. 

4. [Optional] To rename the backup, click the arrow next to the backup name, click Rename, and 
then enter a new name. 

5. Click the Backup source area, and then select Files and folders. 
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6. In the opened window, select the check boxes next to the files and folders that you want to back 
up, and then click OK. 

 

7. Click the Backup destination area, and then select a destination for backup: 

Á Acronis CloudτSign in to your Acronis account, and then click OK. 

If you do not have an Acronis account, click Create account, type your email address, 
password, and then click the Create account button. Refer to Acronis account (p. 24) for 
details. 

Á Your external driveτWhen an external drive is plugged into your computer, you can select it 
from the list. 

Á BrowseτSelect a destination from the folder tree. 

8. [optional step] Click Options to set the options for the backup, including Schedule (p. 45), 
Scheme (p. 47), and Password protection (p. 55). For more information see Backup options (p. 
43). 

9. Perform one of the following: 

Á To run the backup immediately, click Back up now. 

Á To run the backup later or on a schedule, click the down arrow to the right of the Back up 
now button, and then click Later. 

When you back up your data to Acronis Cloud, the first backup may take a considerable amount of time to 
complete. Further backup processes will likely be much faster, because only changes to files will be transferred 
over the Internet. 
 

4.3 Backup options 
When you create a backup, you can change additional options and fine-tune the backup process. To 
open the options window, select a source and destination for a backup, and then click Options. 

Note that options of each backup type (disk-level backup, file-level backup, online backup, nonstop 
backup) are fully independent and you should configure them separately. 
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After you have installed the application, all options are set to the initial values. You can change them 
for your current backup operation only or for all backups that will be created in future. Select the 
Save the settings as default check box to apply the modified settings to all further backup operations 
by default. 

 

 

If you want to reset all the modified options to the values that were set after the product installation 
initially, click the Reset to initial settings button. Note that this will reset the settings for the current 
backup only. To reset the settings for all further backups, click Reset to initial settings, select the 
Save the settings as default check box, and then click OK.  

In this section  
Scheduling ................................................................................................ 45 
Backup schemes ....................................................................................... 47 
Notifications for backup operation .......................................................... 52 
Excluding items from backup ................................................................... 53 
Image creation mode ............................................................................... 55 
Backup protection .................................................................................... 55 
Pre/Post commands for backup ............................................................... 56 
Backup splitting ........................................................................................ 57 
Backup validation option ......................................................................... 57 
Backup reserve copy ................................................................................ 58 
Removable media settings ....................................................................... 58 
Backup comment ..................................................................................... 59 
Error handling .......................................................................................... 59 
File-level security settings for backup ...................................................... 59 
Computer shutdown ................................................................................ 60 
Acronis Cloud cleanup .............................................................................. 60 
Online backup protection ........................................................................ 61 
Selecting a data center for backup .......................................................... 61 
Performance of backup operation ........................................................... 62 

 



45 Copyright É Acronis International GmbH, 2002-2016 

 

4.3.1 Scheduling 

The Schedule tab allows you to specify the backup and validation schedule settings. 

 

You can choose and set up one of the following backup or validation frequencies: 

Á Nonstop (p. 35)τThe backup will run every five minutes. 

Á Daily (p. 46)τThe operation will be executed once a day or more frequently. 

Á Weekly (p. 46)τThe operation will be executed once a week or several times a week on the 
selected days. 

Á Monthly (p. 46)τThe operation will be executed once a month or several times a month on the 
selected dates. 

Á Upon event (p. 47)τThe operation will be executed upon an event. 

Á Do not scheduleτThe scheduler will be turned off for the current operation. In this case the 
backup or validation will run only when you click Back up now or Validate respectively in the 
main window. 

Advanced settings 

Clicking Advanced settings allows you to specify the following additional settings for backup and 
validation: 

Á To postpone a scheduled operation until the next time the computer is not in use (a screen saver 
is displayed or computer is locked), select the Run the backup only when the computer is idle 
check box. If you schedule validation, the check box will change to Run the validation only when 
the computer is idle. 

Á If you want to wake up the sleeping/hibernating computer to perform the scheduled operation, 
select the Wake up the sleeping/hibernating computer check box. 

Á If the computer is switched off when the scheduled time comes, the operation won't be 
performed. You can force the missed operation to run at the next system startup. To do so, 
select the Run at system startup check box. 
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Additionally, you can set a time delay to start backup after  the system startup. For example, to 
start backup 20 minutes after system startup, type 20 in the appropriate box. 

Á If you schedule a backup to a USB flash drive or validation of a backup that is located on a USB 
flash drive, one more check box appears: Run when the current destination device is attached. 
Selecting the check box will let you perform a missed operation when the USB flash drive is 
attached if it was disconnected at the scheduled time. 

Á If you want to regularly back up data located on a removable media (for example USB flash drive) 
or remote storage (for example network folder or NAS), we recommend that you select the Run 
when the current source device is attached check box. This is useful because an external storage 
device may be often unavailable at the scheduled moment of backup. In that case, if the check 
box is selected, the missed backup operation will start when the device is connected or attached. 

 

4.3.1.1 Daily execution parameters 

You can set up the following parameters for daily operation execution: 

Á Start time or periodicity 

Á If you select At, set the operation's start time. Enter hours and minutes manually, or set the 
desired start time using the up and down buttons. You can specify several start times by 
clicking Add. 

Á If you select Every, choose daily operation periodicity from the dropdown list (for example, 
every 2 hours). 

Description of the Advanced settings see in Scheduling (p. 45). 
 

4.3.1.2 Weekly execution parameters 

You can set up the following parameters for weekly operation execution: 

Á Week days 

Select the days on which to execute the operation by clicking on their names. 

Á Start time 

Set the operation's start time. Enter hours and minutes manually, or set the desired start time 
using the up and down buttons. 

Description of the Advanced settings see in Scheduling (p. 45). 
 

4.3.1.3 Monthly execution parameters 

You can set up the following parameters for monthly operation execution: 

Á Periodicity or dates 

Á If you select Every, choose a numeral and the day of the week from the dropdown lists 
(example: First Monday - the operation will be performed on the first Monday of every 
month)  

Á If you select On, choose the date(s) for operation execution (example: you may want the 
operation to be run on the 10th, 20th, and last day of the month) 

Á Start time 

Set the operation's start time. Enter hours and minutes manually, or set the desired start time 
using the up and down buttons. 

Description of the Advanced settings see in Scheduling (p. 45). 
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4.3.1.4 Upon event execution parameters 

You can set up the following parameters for the Upon event operation execution: 

Á Event 

Á User logon ς the operation will be executed each time the current user logs on to the OS. 

Á User logoff ς the operation will be executed each time the current user logs off the OS. 

Á System startup ς the operation will be executed at every OS startup. 

Á System shutdown or restart ς the operation will be executed at every computer shutdown 
or reboot. 

Á Additional condition 

Á If you want to run an operation only at the first occurrence of the event on the current day, 
select the Once a day only check box. 

Description of the Advanced settings see in Scheduling (p. 45). 
 

4.3.2 Backup schemes 

Backup schemes along with the scheduler help you to set up your backup strategy. The schemes 
allow you to optimize backup storage space usage, improve data storage reliability, and 
automatically delete the obsolete backup versions. 

For online backups, the backup scheme is preset and cannot be changed. After the initial full backup, 
only incremental versions are created. 

The backup scheme defines the following parameters: 

Á Backup methods that will be used to create backup versions (full, differential or incremental) 

Á Sequence of the backup versions created using different methods 

Á Version cleanup rules 

 

Acronis True Image allows you to choose from the following backup schemes: 
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Á Single version (p. 48) - select this scheme if you want to use the smallest backup storage. 

Á Version chain (p. 48) - this may be the optimal scheme in many cases. 

Á Incremental - select to create a full version after every five incremental versions. This is the 
default scheme. 

Á Differential - select to create only differential backups after an initial full backup. 

Á Custom (p. 49) - select to set up a backup scheme manually. 

You can easily change the backup scheme for a pre-existing backup. This will not affect the integrity 
of the backup chains, so you will be able to recover your data from any previous backup version. 

You cannot change the backup scheme when backing up to optical media such as a DVD/BD. In this case, 
Acronis True Image by default uses a custom scheme with only full backups. This is because the program cannot 
consolidate backups stored on optical media. 
 

4.3.2.1 Single version scheme 

This backup scheme is the same for both disk backup and file backup types (except scheduler 
settings). 

The program creates a full backup version and overwrites it every time according to the specified 
schedule or when you run backup manually. 

Backup scheduler setting for disk backup: monthly. 

Backup scheduler setting for file backup: daily. 

Result: you have a single up-to-date full backup version. 

Required storage space: minimal. 
 

4.3.2.2 Version chain scheme 

This backup scheme differs for disk backup and file backup types. 

Disk backup version chain 

At first the program creates the 1st full backup version. The version will be kept until you delete it 
manually. After that, according to the specified schedule (or when you run backup manually) the 
program creates: 1 full and 5 differential backup versions, then again 1 full and 5 differential backup 
versions and so on. The versions will be stored for 6 months. After the period the program analyzes if 
the oldest backup versions (except the 1st full version) may be deleted. It depends on the minimum 
number of versions (eight) and version chains consistency. The program deletes the oldest versions 
one by one after creating new versions with the same backup method (for example, the oldest 
differential version will be deleted after creation of the newest differential version). First of all the 
oldest differential versions will be deleted, then - the oldest full version. 

Backup scheduler setting: monthly. 

Result: you have monthly backup versions for the last 6 months plus the initial full backup version 
that may be kept for a longer period. 

Required storage space: depends on the number of versions and their sizes. 

File backup version chain 
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According to the specified schedule (or when you run backup manually) the program creates: 1 full 
and 6 incremental backup versions, then again 1 full and 6 incremental versions and so on. The 
versions will be stored for 1 month. After the period the program analyzes if the oldest backup 
versions may be deleted. It depends on the version chain consistency. To keep the consistency, the 
program deletes the oldest versions by chains "1 full + 6 incremental backup versions" after creating 
a new analogous version chain. 

Backup scheduler setting: daily. 

Result: you have backup versions for every day of the last month. 

Required storage space: depends on the number of versions and their sizes. 
 

4.3.2.3 Custom schemes 

With Acronis True Image you also can create your own backup schemes. Schemes can be based on 
the pre-defined backup schemes. You can make changes in a selected pre-defined scheme to suit 
your needs and then save the changed scheme as a new one. 

You cannot overwrite existing pre-defined backup schemes. 

In addition, you can create custom schemes from scratch based on full, differential or incremental 
backup versions. 

So first of all select one of the backup methods in the appropriate box. 

Á Full (p. 29) 

Select this method if you want to create only full backup versions. 

Á Differential (p. 29) 

Select this method if you want to create backup chains containing only full and differential 
backup versions. 

You can configure the scheme by using one of the following options: 

Á Create only differential versions after the initial full version - select this item to create only 
one backup version chain. Automatic cleanup is not available for this option. 

Á Create a full version after every [n] differential versions - select this item to create several 
backup version chains. This is a more reliable but more space-consuming backup scheme. 

Á Incremental (p. 29) 

Select this method if you want to create backup chains containing only full and incremental 
backup versions. 

You can configure the scheme by using one of the following options: 

Á Create only incremental versions after the initial full version - select this item to create only 
one backup version chain. Automatic cleanup is not available for this option. 

Á Create a full version after every [n] incremental versions - select this item to create several 
backup version chains. This is a more reliable but more space-consuming backup scheme. 

Automatic cleanup rules 

To delete obsolete backup versions automatically, you can set one of the following cleanup rules: 

Á Delete versions older than [defined period] (available for full method only) - Select this option to 
limit the age of backup versions. All versions that are older than the specified period will be 
automatically deleted. 
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Á Delete version chains older than [defined period] (available for incremental and differential 
methods only) - Select this option to limit the age of backup version chains. The oldest version 
chain will be deleted only when the most recent backup version of this chain is older than the 
specified period. 

Á Store no more than [n] recent versions (available for full method only) - Select this option to 
limit the maximum number of backup versions. When the number of versions exceeds the 
specified value, the oldest backup version will be automatically deleted. 

Á Store no more than [n] recent version chains (available for incremental and differential methods 
only) - Select this option to limit the maximum number of backup version chains. When the 
number of version chains exceeds the specified value, the oldest backup version chain will be 
automatically deleted. 

Á Keep size of the backup no more than [defined size] - Select this option to limit maximum size of 
the backup. After creating a new backup version, the program checks whether the total backup 
size exceeds the specified value. If it's true, the oldest backup version will be deleted. 

The first backup version option 

Often the first version of any backup is one of the most valuable versions. This is true because it 
stores the initial data state (for example, your system partition with recently installed Windows) or 
some other stable data state (for example, data after a successful virus check). 

Do not delete the first version of the backup - Select this check box to keep the initial data state. The 
program will create two initial full backup versions. The first version will be excluded from the 
automatic cleanup, and will be stored until you delete it manually. 

If you select incremental or differential method, the first backup chain will start from the second full 
backup version. And only the third version of the backup will be incremental or differential one. 

Note that when the check box is selected, the Store no more than [n] recent versions check box will 
change to Store no more than 1+[n] recent versions. 
 

Managing custom backup schemes 

If you change anything in an existing backup scheme, you can save the changed scheme as a new 
one. In this case you need to specify a new name for that backup scheme. 

Á You can overwrite existing custom schemes.  

Á You cannot overwrite existing pre-defined backup schemes. 

Á In a scheme name, you can use any symbols allowed by OS for naming files. The maximum length 
of a backup scheme name is 255 symbols. 

Á You can create not more than 16 custom backup schemes. 

After creating a custom backup scheme, you can use it as any other existing backup scheme while 
configuring a backup.  

You can also use a custom backup scheme without saving it. In this case, it will be available only for 
the backup where it was created and you will be unable to use it for other backups. 

If you do not need a custom backup scheme anymore, you can delete it. To delete the scheme, select 
it in the backup schemes list, click Delete, and then click Delete scheme in the confirmation window. 

The pre-defined backup schemes cannot be deleted. 
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Examples of custom schemes 

мΦ CƛƭŜ ōŀŎƪǳǇ ά5ŀƛƭȅ ƛƴŎǊŜƳŜƴǘŀƭ ǾŜǊǎƛƻƴ Ҍ ǿŜŜƪƭȅ Ŧǳƭƭ ǾŜǊǎƛƻƴέ 

Case: You have files and/or folders you work with every day. You need to save your daily work results 
and want to be able to recover data state to any date for the ƭŀǎǘ ǘƘǊŜŜ ǿŜŜƪǎΦ [ŜǘΩǎ ǎŜŜ Ƙƻǿ ȅƻǳ Ŏŀƴ 
do this using a custom backup scheme. 

1. Start configuring a file backup. Refer to Backing up files and folders for details. 

2. Click Options, open Schedule tab, then click Daily and specify a start time for the backup 
operation. For example, if you finish your everyday work at 8 PM, specify this time or a little later 
(8.05 PM) as the start time. 

3. Open the Backup scheme tab, and then choose Custom scheme instead of Incremental scheme. 

4. In the Backup method box, select Incremental from the drop down list. 

5. Click Create a full version after every [n] incremental versions, and type or select "6". 

In that case, the program will first create the initial full backup version (no matter how you set up 
a backup process, the first backup version will always be the full one), and then 6 incremental 
versions day by day. Then, it will create 1 full version and 6 incremental versions again and so on. 
So every new full version will be created in exactly a week's time. 

6. To limit the storage time for the versions, click Turn on automatic cleanup. 

7. Click Delete version chains older than [n] days, type or select "21", and click OK. 

8. In the File Backup window, check that all settings are correct and click Back up now. If you want 
your first backup to run only at the time you specified in the Scheduler, click the down arrow to 
the right of the Back up now button and select Later in the drop down list. 

нΦ 5ƛǎƪ ōŀŎƪǳǇ άCǳƭƭ ǾŜǊǎƛƻƴ ŜǾŜǊȅ н ƳƻƴǘƘǎ Ҍ ŘƛŦŦŜǊŜƴǘƛŀƭ ǾŜǊǎƛƻƴ ǘǿƛŎŜ ŀ ƳƻƴǘƘέ 

Case: You need to back up your system partition twice a month and create a new full backup version 
every two months. In addition, you want to use no more than 100 GB of disk space to store the 
ōŀŎƪǳǇ ǾŜǊǎƛƻƴǎΦ [ŜǘΩǎ ǎŜŜ Ƙƻǿ ȅƻǳ Ŏŀƴ Řƻ ƛǘ ǳǎƛƴƎ ŀ ŎǳǎǘƻƳ ōŀŎƪǳǇ ǎŎƘŜƳŜΦ 

1. Start configuring a disk backup. Refer to Backing up disks and partitions (p. 41). 

2. Select your system partition (usually C:) as the backup source. 

3. Click Options, open Schedule tab, then click Monthly and specify, for example, the 1st and 15th 
days of the month. This will result in a backup version in about every 2 weeks. Then specify a 
start time for the backup operation.  

4. Open the Backup scheme tab, and then choose Custom scheme instead of Incremental scheme. 

5. In the Backup method box, select Differential from the drop down list. 

6. Click Create a full version after every [n] differential versions, and type or select "3". 

In that case the program will first create the initial full backup version (no matter how you set up 
a backup process, the first backup version will always be the full one), and then 3 differential 
versions, each one in about two weeks. Then again a full version and 3 differential versions and 
so on. So every new full version will be created in two months. 

7. To limit storage space for the versions, click Turn on automatic cleanup. 

8. Click Keep size of the backup no more than [defined size], type or select "100" "GB", and click 
OK. 

When the total backup size exceeds 100 GB, Acronis True Image will clean up the existing backup versions 
to make the remaining versions satisfy the size limit. The program will delete the oldest backup chain 
consisting of a full backup version and 3 differential backup versions. 
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9. In the Disk Backup window, check that all settings are correct and click Back up now. If you want 
your first backup to be run only at the time you specified in the Scheduler, click the down arrow 
to the right of the Back up now button and select Later in the drop down list. 

 

4.3.3 Notifications for backup operation 

Sometimes a backup or recovery procedure can last an hour or longer. Acronis True Image can notify 
you when it is finished via email. The program can also duplicate messages issued during the 
operation or send you the full operation log after operation completion.  

By default, all notifications are disabled. 

Free disk space threshold 

You may want to be notified when the free space on the backup storage becomes less than the 
specified threshold value. If after starting a backup Acronis True Image finds out that the free space 
in the selected backup location is already less than the specified value, the program will not begin 
the actual backup process and will immediately inform you by displaying an appropriate message. 
The message offers you three choices - to ignore it and proceed with the backup, to browse for 
another location for the backup or to cancel the backup. 

If the free space becomes less than the specified value while the backup is being run, the program 
will display the same message and you will have to make the same decisions.  

To set the free disk space threshold: 

Á Select the Show notification message on insufficient free disk space check box 

Á In the Size box, type or select a threshold value and select a unit of measure 

Acronis True Image can monitor free space on the following storage devices: 

Á Local hard drives 

Á USB cards and drives 

Á Network shares (SMB/NFS) 

The message will not be displayed if the Do not show messages and dialogs while processing (silent mode) 
check box is selected in the Error handling settings. 

This option cannot be enabled for FTP servers and CD/DVD drives. 

Email notification 

You can specify an email account that will be used to send you email notifications. 

To configure the email notifications: 

1. Select the Send e-mail notifications about the operation state check box. 

2. Configure email settings: 

Á Enter the email address in the To field. You can enter several email addresses in a 
semicolon-delimited format.  

Á Enter the outgoing mail server (SMTP) in the Outgoing mail server (SMTP) field. 

Á Set the port of the outgoing mail server. By default the port is set to 25. 

Á If required, select the SMTP authentication check box, and then enter the user name and 
password in the corresponding fields. 

3. To check whether your settings are correct, click the Send test message button. 
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If the test message sending fails, then perform the following: 

1. Click Show extended settings. 

2. Configure additional email settings: 

Á Enter the e-mail sender address in the From field. If you are not sure what address to specify, 
then type any address you like in a standard format, for example aaa@bbb.com. 

Á Change the message subject in the Subject field, if necessary. 

To simplify monitoring a backup status, you can add the most important information to the 
subject of the email messages. You can type the following text labels: 

Á %BACKUP_NAME%τthe backup name 

Á %COMPUTER_NAME%τname of the computer where the backup was started 

Á %OPERATION_STATUS%τresult of the backup or other operation  

For example, you can type: Status of backup %BACKUP_NAME%: %OPERATION_STATUS% 
(%COMPUTER_NAME%) 

Á Select the Log on to incoming mail server check box. 

Á Enter the incoming mail server (POP3) in the POP3 server field. 

Á Set the port of the incoming mail server. By default, the port is set to 110. 

3. Click the Send test message button again. 

Additional notification settings: 

Á To send a notification concerning process completion, select the Send notification upon 
operation's successful completion check box. 

Á To send a notification concerning process failure, select the Send notification upon operation 
failure check box. 

Á To send a notification with operation messages, select the Send notification when user 
interaction is required check box. 

Á To send a notification with full log of operations, select the Add full log to the notification check 
box. 

 

4.3.4 Excluding items from backup 

If you want to exclude unnecessary files from a backup, specify the appropriate file types on the 
Exclusions tab of the backup options. You can specify exclusions for disk backups, file backups or 
online backups. 

When you select a specific file for backup, it cannot be excluded by the exclusion settings. The 
settings are applicable only to files located on a partition, disk, or inside a folder selected for backup. 
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How to use the default exclusion settings 

After you have installed the application, all the exclusion settings are set to the initial values. You can 
change them for your current backup operation only or for all backups that will be created in future. 
Select the Save as default check box to apply the modified settings to all further backup operations 
by default. If you want to reset all the modified settings to the values that they were originally set to 
when the product was installed, click the Reset to initial settings button. 

 

What you can exclude and how 

You can exclude files meeting the criteria you specify. To do this, select the Files matching the 
following criteria check box, click the plus sign, and then enter the exclusion criterion. 

We do not recommend excluding hidden and system files from the backups of your system partition. 

How to add an exclusion criterion: 

Á You can enter explicit file names for exclusion from the backup: 

Á file.ext - all such files will be excluded from the backup. 

Á C:\ file.ext - the file.ext file on the C: disk will be excluded. 

Á You can use wildcard characters (* and ?): 

Á *.ext - all files with a .ext extension will be excluded. 

Á ??name.ext - all files with a .ext extension, having six letters in their names (starting with any 
two symbols (??) and ending with name), will be excluded. 

Á To exclude a folder from a disk-level backup, click the plus sign, click the ellipsis button, go to the 
directory tree and select the folder you want to exclude, and then click OK. 

To delete a criterion, for example, added by mistake, click the Delete icon to the right of the 
criterion. 
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4.3.4.1 Excluding online data 

Before you start a backup, you can reduce the backup size by excluding data that does not need to be 
backed up. Acronis True Image now allows you to exclude your local data that is uploaded or 
synchronized with third-party Cloud services, such as Dropbox or Microsoft OneDrive. This data is 
already reliably protected and can be easily downloaded to your computer. Therefore you can 
exclude it to reduce the backup size and to speed up the backup process. 

To exclude an online data source from a backup: 

1. Before you start the backup process, click Exclude items from backup. 

2. Clear the check boxes next to the items that you want to exclude, and then click OK. 
 

4.3.5 Image creation mode 

You can use these parameters to create an exact copy of your whole partitions or hard disks, and not 
only the sectors that contain data. For example, this can be useful when you want to back up a 
partition or disk containing an operating system that is not supported by Acronis True Image. Please 
note that this mode increases processing time and usually results in a larger image file. 

Á To create a sector-by-sector image, select the Back up sector-by-sector check box. 

Á To include all unallocated disk space into the backup, select the Back up unallocated space check 
box. 

This check box is available only when the Back up sector-by-sector check box is selected. 
 

4.3.6 Backup protection 

A backup file can be password-protected. By default, there is no password protection for backups. 

You cannot set or change the backup protection option for a pre-existing backup. 

To protect a backup:  

1. Enter the password for the backup into the corresponding field. We recommend that you use a 
password longer than seven symbols and containing both letters (in upper and lower cases 
preferably) and numbers to make it more difficult to guess. 

A password cannot be retrieved. Please memorize the password that you specify for a backup protection. 

2. To confirm the previously entered password, retype it into the corresponding field. 

3. [optional step] To increase the security of your confidential data, you can encrypt the backup 
with strong industry-standard AES (Advanced Encryption Standard) cryptographic algorithm. AES 
is available with three key lengths ς 128, 192 and 256 bits to balance performance and 
protection as desired. 

The 128-bit encryption key is sufficient for most applications. The longer the key, the more 
secure your data. However, the 192 and 256-bit long keys significantly slow down the backup 
process. 

If you want to use AES encryption, choose one of the following keys: 

Á AES 128 - to use 128-bit encryption key  

Á AES 192 - to use 192-bit encryption key  

Á AES 256 - to use 256-bit encryption key  

If you do not want to encrypt the backup and only want to protect a backup with a password, 
select None.  
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4. Having specified the backup settings, click OK. 

How to get access to a password-protected backup 

Acronis True Image asks for the password every time you try to modify the backup: 

Á Recover data from the backup 

Á Edit settings 

Á Delete 

Á Mount 

Á Move 

To access the backup, you must specify the correct password. 
 

4.3.7 Pre/Post commands for backup 

You can specify commands (or even batch files) that will be automatically executed before and after 
the backup procedure. 

For example, you may want to start/stop certain Windows processes, or check your data before 
starting backup. 

To specify commands (batch files): 

Á Select a command to be executed before the backup process starts in the Pre-command field. To 
create a new command or select a new batch file, click the Edit button.  

Á Select a command to be executed after the backup process ends in the Post-command field. To 
create a new command or select a new batch file, click the Edit button. 

Please do not try to execute interactive commands, i.e. commands that require user input (for 
example, "pause"). These are not supported. 

 
 

4.3.7.1 Edit user command for backup 

You can specify user commands to be executed before or after the backup procedure: 

Á In the Command field, type-in a command or select it from the list. Click ... to select a batch file.  

Á In the Working directory field, type-in a path for command execution or select it from the list of 
previously entered paths.  

Á In the Arguments field enter or select command execution arguments from the list.  

Disabling the Do not perform operations until the command's execution is complete parameter 
(enabled for Pre commands by default), will permit the backup process to run concurrently with your 
command execution. 

The Abort the operation if the user command fails (enabled by default) parameter will abort the 
operation if any errors occur in command execution. 

You can test a command you entered by clicking the Test command button. 
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4.3.8 Backup splitting 
Acronis True Image cannot split already existing backups. Backups can be split only when being created. 

Large backups can be split into several files that together make up the original backup. A backup can 
also be split for burning to removable media. 

The default setting - Automatic. With this setting, Acronis True Image will act as follows. 

When backing up to a hard disk: 

Á If the selected disk has enough space and its file system allows the estimated file size, the 
program will create a single backup file.  

Á If the storage disk has enough space, but its file system does not allow the estimated file size, the 
program will automatically split the image into several files.  

Á If you do not have enough space to store the image on your hard disk, the program will warn you 
and wait for your decision as to how you plan to fix the problem. You can try to free some 
additional space and continue or select another disk.  

When backing up to a CD-R/RW, DVD-R/RW, DVD+R/RW, BD-R/RE: 

Á Acronis True Image will ask you to insert a new disk when the previous one is full.  

Alternatively, you may select the desired file size from the drop-down list. The backup will then be 
split into multiple files of the specified size. This is useful when you store a backup to a hard disk in 
order to burn the backup to CD-R/RW, DVD-R/RW, DVD+R/RW or BD-R/RE later on. 

Creating images directly on CD-R/RW, DVD-R/RW, DVD+R/RW, BD-R/RE might take considerably more time 
than it would on a hard disk. 
 

4.3.9 Backup validation option 

You can specify the following settings: 

Á Validate backup when it is created - Select to check the integrity of the backup version 
immediately after backup. We recommend that you enable this option when you back up your 
critical data or system disk.  

Á Validate backup regularly - Select to schedule validation of your backups to ensure that they 
remain "healthy". 

The default settings are as follows: 

Á Frequency: once a month. 

Á Day: the date when the backup was started. 

Á Time: the moment of backup start plus 15 minutes. 

Á Advanced settings: the Run the validation only when the computer is idle check box is 
selected. 

Example: You start a backup operation on July 15, at 12.00. The backup version is created at 
12.05. Its validation will run at 12.15 if your computer is in the "screen saver" state at the 
moment. If not, then the validation will not run. In a month, August 15, at 12.15, the validation 
will start again. As before, your computer must be in the "screen saver" state. The same will 
occur on September 15, and so on. 

You can change the default settings and specify your own schedule. For more information see 
Scheduling (p. 45). 
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4.3.10 Backup reserve copy 

Backup reserve copy is an independent full backup version created immediately after a normal 
backup. Even when you create an incremental or differential backup version containing only data 
changes, the reserve copy will contain all the data selected for the normal backup. You can save 
reserve copies of your backups on the file system, a network drive, or a USB flash drive. 

Please, be aware that CD/DVDs are not supported as locations for reserve copies. 

To make a reserve copy: 

1. Select the Create a reserve copy of my backups check box. 

2. Specify a location for the backup copies. 

You can protect the reserve copy with a password. All other backup options will be inherited 
from the source backup. 

 

4.3.11 Removable media settings 

When backing up to removable media, you can make this media bootable by writing additional 
components to it. Thus, you will not need a separate bootable disk. 

Acronis True Image does not support creating bootable media if a flash drive is formatted in NTFS or exFAT. The 
drive must have a FAT16 or FAT32 file system. 

The following settings are available: 

Á Place Acronis True Image on media 

Acronis True Image - includes support of USB, PC Card (formerly PCMCIA) and SCSI interfaces 
along with the storage devices connected via them, and therefore is strongly recommended.  

Á Place Acronis System Report on media 

Acronis System Report - the component allows you to generate system report that is used for 
collecting information about your system in case of any program problem. Report generation will 
be available before you start Acronis True Image from the bootable media. The generated system 
report can be saved to a USB flash drive. 

Á Place Acronis One-Click Restore on media 

Acronis One-Click Restore is a minimal addition to your bootable media, allowing one-click data 
recovery from an image backup stored on this media. This means that when booting from the 
media and after clicking Recover, all data will be silently recovered to its original place. No 
options or selections such as resizing partitions will be possible. 

Acronis One-Click Restore can be added to the media only when creating a full backup of an entire hard 
disk. 

Á Ask for first media while creating backups on removable media 

You can choose whether to display the Insert First Media prompt when backing up to removable 
media. With the default setting, backing up to removable media may not be possible if the user is 
away, because the program will wait for someone to press OK in the prompt box. Therefore, you 
should disable the prompt when scheduling a backup to removable media. Then, if the 
removable media is available (for example, CD-R/RW inserted) the backup can run unattended. 

If you have other Acronis products installed on your computer, the bootable versions of these 
programs' components will be offered as well. 
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4.3.12 Backup comment 

This option allows you to add comments to the backup. Backup comments may help you to find the 
necessary backup later, when recovering data by using bootable media. 

If a backup does not have comments, type your comment in the comments area. When a comment 
already exists, you can edit it after clicking Edit. 

 
 

4.3.13 Error handling 

When the program encountered an error while performing backup, it stops the backup process and 
displays a message, waiting for a response on how to handle the error. If you set an error handling 
policy, the program will not stop the backup process, but will simply handle the error according to 
the set rules and continue working.  

You can set the following error handling policy: 

Á Do not show messages and dialogs while processing (silent mode) - Enable this setting to ignore 
errors during backup operations. This is useful when you cannot control the backup process. 

Á Ignore bad sectors - This option is available only for disk and partition backups. It lets you 
successfully complete a backup even if there are bad sectors on the hard disk. 

We recommend that you select this check box when your hard drive is failing, for example: 

Á Hard drive is making clicking or grinding noises during operation. 

Á The S.M.A.R.T. system has detected hard drive issues and recommends that you back up the 
drive as soon as possible. 

When you leave this check box cleared, the backup may fail because of possible bad sectors on 
the drive. 

Á When not enough space in ASZ, delete the oldest backup (the preset is enabled) - We 
recommend that you select this check box when planning unattended scheduled backups to the 
Acronis Secure Zone. Otherwise, when the Acronis Secure Zone is full during a backup operation, 
Acronis True Image suspends the backup and requires your action. The dialog will open even 
when the Do not show messages and dialogs while processing (silent mode) setting is enabled. 

Á Repeat attempt if a backup fails - This option allows you to automatically repeat a backup 
attempt if the backup fails for some reason. You can specify number of attempts and time 
interval between attempts. Note that if the error interrupting the backup persists, then the 
backup will not be created. 

This option is not available, when you back up your data to a USB flash drive or USB hard drive. 
 

4.3.14 File-level security settings for backup 

You can specify security settings for backed up files (these settings relate only to file/folder backups): 

Á Preserve file security settings in backups - selecting this option will preserve all the security 
properties (permissions assigned to groups or users) of the backup files for further recovery.  

By default, files and folders are saved in the backup with their original Windows security settings 
(i.e. permissions for read, write, execute and so on for each user or user group, set in file 
Properties -> Security). If you recover a secured file/folder on a computer without the user 
specified in the permissions, you may not be able to read or modify this file. 
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To eliminate this kind of problem, you can disable preserving file security settings in backups. 
Then the recovered files/folders will always inherit the permissions from the folder to which they 
are recovered (parent folder or disk, if recovered to the root). 

Or, you can disable file security settings during recovery, even if they are available in the backup. 
The result will be the same. 

Á In backups, store encrypted files in a decrypted state (the preset is disabled) - check the option 
if there are encrypted files in the backup and you want them to be accessed by any user after 
recovery. Otherwise, only the user who encrypted the files/folders will be able to read them. 
Decryption may also be useful if you are going to recover encrypted files on another computer. 

If you do not use the encryption feature available in Windows XP and later operating systems, 
simply ignore this option. (Files/folders encryption is set in Properties -> General -> Advanced 
Attributes -> Encrypt contents to secure data). 

These options relate only to file/folder backups. 
 

4.3.15 Computer shutdown 

If you know that the backup process you are configuring may take a long time, you may select the 
Shut down the computer after the backup is complete check box. In this case, you will not have to 
wait until the operation completion. The program will perform the backup and turn off your 
computer automatically. 

This option is also useful when you schedule your backups. For example, you may want to perform 
backups every weekday in the evening to save all your work. Schedule the backup and select the 
check box. After that you may leave your computer when you finish your work knowing that the 
critical data will be backed up and the computer will be turned off. 
 

4.3.16 Acronis Cloud cleanup 
This option is only available for online backup. 

You can configure the cleanup settings for Acronis Cloud to optimize usage of its space. 

To set the limits for the amount of versions on Acronis Cloud: 

Á Select the Delete versions that are older than check box and enter a value that limits the 
maximum age of the older versions. All other versions will be automatically deleted except the 
most recent versions. 



61 Copyright É Acronis International GmbH, 2002-2016 

 

Á Select the {ǘƻǊŜ ƴƻ ƳƻǊŜ ǘƘŀƴ Χ ǊŜŎŜƴǘ ǾŜǊǎƛƻƴǎ check box and enter a value that limits the 
maximum number of all versions in the storage. 

 
 

4.3.17 Online backup protection 

To protect your data on Acronis Cloud from unauthorized access, you can use encryption. In this 
case, your data will be stored on Acronis Cloud in an encrypted form. To encrypt and decrypt your 
data, the program needs the password, that you should specify when you configure the online 
backup. You can specify any set of characters you like. Note that the password is case-sensitive. 

 Warning! A password of an online backup cannot be retrieved. Please memorize the password 
that you specify for backup protection. 

While attempting to access the encrypted data, the program asks you to enter the password. 

Note that you cannot set or change the password for a pre-existing online backup. 

 
 

4.3.18 Selecting a data center for backup 
This option is only available for online backup. 

When you create a backup to Acronis Cloud, your data is uploaded to one of the Acronis data centers 
located in different countries. Initially, the data center is defined as the one closest to your location 
when you create your Acronis account. Afterwards, your online backups and synced files are stored 
in the same data center, by default. 

We recommend that you set the data center for a backup manually, when you are in a different 
country and your default data center is not the closest to your current location. This will significantly 
increase the data upload rate. 

Note: You cannot change the data center for a pre-existing backup. 
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To select a data center: 

1. On the Online Backup Options screen, click Advanced, and then click Data center. 

2. Select the country that is closest to your current location. 
 

4.3.19 Performance of backup operation 

Compression level 

You can choose the compression level for a backup: 

Á None - the data will be copied without any compression, which may significantly increase the 
backup file size. 

Á Normal - the recommended data compression level (set by default). 

Á High - higher backup file compression level, takes more time to create a backup. 

Á Maximum - maximum backup compression, but takes a long time to create a backup. 

The optimal data compression level depends on the type of files stored in the backup. For example, even 
maximum compression will not significantly reduce the backup size, if the backup contains essentially 
compressed files, like .jpg, .pdf or .mp3. 

You cannot set or change the compression level for a pre-existing backup. 

Operation priority 

Changing the priority of a backup or recovery process can make it run faster or slower (depending on 
whether you raise or lower the priority), but it can also adversely affect the performance of other 
running programs. The priority of any process running in a system, determines the amount of CPU 
usage and system resources allocated to that process. Decreasing the operation priority will free 
more resources for other CPU tasks. Increasing backup or recovery priority may speed up the process 
by taking resources from the other currently running processes. The effect will depend on total CPU 
usage and other factors. 

You can set up the operation priority: 

Á Low (enabled by default) - the backup or recovery process will run slower, but the performance 
of other programs will be increased. 

Á Normal - the backup or recovery process will have the equal priority with other processes. 

Á High - the backup or recovery process will run faster, but the performance of other programs will 
be reduced. Be aware that selecting this option may result in 100% CPU usage by Acronis True 
Image. 

Network connection transfer rate 

When you back up data to Acronis Cloud, network drives, or FTP, you can change the connection 
speed used by Acronis True Image. Set the connection speed that will allow you to use Internet and 
network resources without annoying slowdowns. 

To set up the connection speed, select one of the following options: 

Á Optimal 

The data transfer rate is not changed by Acronis True Image. 

Á Maximum (available for online backups only) 

This option significantly speeds up the upload process, but at the same time the Internet 
connection speed decreases for other applications. The optimization mechanism splits the data 
into small portions, and then uploads these portions via multiple network connections. In the 
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target Acronis data center, the split data is assembled back to the initial state, and then stored in 
the cloud storage. 

Á Limit upload speed to 

You can specify a maximum value for data upload speed. 
 

4.4 Operations with backups 

In this section  
Backup operations menu ......................................................................... 63 
Backup list icons ....................................................................................... 64 
Validating backups ................................................................................... 65 
Backup to various places .......................................................................... 65 
Adding an existing backup to the list ....................................................... 66 
Deleting backups and backup versions .................................................... 66 
Backing up to Acronis Cloud from several computers ............................. 67 
Removing data from Acronis Cloud ......................................................... 67 

 

4.4.1 Backup operations menu 

The backup operations menu provides quick access to additional operations that can be performed 
with the selected backup. 

 

The backup operations menu can contain the following items: 

Á Rename (not available for online backups) - allows you to set a new name for a backup in the list. 
The backup files will not be renamed. 

Á Reconfigure (for backups manually added to the backup list) - allows configuring the settings of a 
backup created by a previous Acronis True Image version. This item may also appear for backups 
created on another computer and added to the backup list without importing their settings. 

Without backup settings, you cannot refresh the backup by clicking Back up now. Also, you 
cannot edit and clone the backup settings. 

Á Reconfigure (for online backups) - allows you to bind a selected online backup to the current 
computer. To do this, click this item and reconfigure settings of the backup. Note that only one 
online backup can be active on one computer. 

Á Validate - starts backup validation. 

Á Open location - opens the folder containing the backup files. 
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Á Clone settings - Creates a new empty backup box with the settings of the initial backup and 
named (1) [the initial backup name]. Change the settings, save them, and then click Back up 
now on the cloned backup box. 

Á Move - click to move all the backup files to another location. The subsequent backup versions 
will be saved to the new location. 

If you change the backup destination by editing the backup settings, only new backup versions 
will be saved to the new location. The earlier backup versions will remain in the old location. 

Á Delete - depending on a backup type, this command completely deletes the backup from its 
location or allows you to choose whether you want to delete the backup completely or the 
backup box only. When you delete a backup box, the backup files remain in the location, and you 
will be able to add the backup to the list later. Note that when you delete a backup completely, 
the deletion cannot be undone. 

 

4.4.2 Backup list icons 

While working with the backup list you will see special icons. The icons give you the following 
information: 

Á Backup type 

Á Backup current state 

 

Backup type icons 

 
Entire PC backup 

 
Disk-level backup 

 
File-level backup 

 
Nonstop backup 

Backup state icons 

 
The last backup failed. 








































































































































































































